[bookmark: _GoBack]Attachment l – DeliverableS

This section contains the minimum requirements for the Deliverables defined in Section 30.060.050 – Project Deliverables and Milestones. The minimum requirements are based on artifacts defined in the Project Management Institute’s (PMI) Project Management Body of Knowledge® (PMBOK), ISO/IEC 12207, MIL-STD 498, and the State Medicaid Manual.
The Deliverables presented in this Attachment are intended to define the minimums needed for successful execution of the Project; however, the Vendor may propose alternative deliverables and deliverable outline structures if such items more closely conform to the Vendor’s software life cycle. All proposed alternatives should be approved by CHFS prior to their use.
Table 1: Summary of Deliverables
	Task
	Task Description
	Deliverable #
	Deliverable

	1
	Project Management
	
	

	
	
	1.1
	Project Plan 

	
	
	1.2
	Project Plan Updates 

	
	
	1.3
	Configuration Management Plan/Change Management Plan 

	
	
	1.4
	Software Development Methodology

	
	
	1.5
	SharePoint Project Repository

	
	
	1.6
	Project Status Reports

	
	
	1.7
	Security Policies and Procedures

	
	
	1.8
	Business Continuity Plan – V1: Development

	2
	Detailed Requirements
Analysis
	
	

	
	
	2.1
	Detailed Requirements – Requirements System Design

	
	
	2.2
	General System Design

	3
	Design
	
	

	
	
	3.1
	Detailed System Design Version 1

	
	
	3.2
	Implementation Plan – Version 1

	
	
	3.3
	System Architecture and Design Documents
a) Interface Detail Design (IDD) and Integration Specification document
b) Interface Control Document (ICD)

	
	
	3.4
	Architectural Review Board

	
	
	3.5
	Test Management Plan

	
	
	3.6
	Network Upgrade Requirement

	
	
	3.7
	Data Conversion Strategy

	4
	Development
	
	

	
	
	4.1
	Development Environment *

	
	
	4.2
	Code Library – Version 1: Test Environment * 

	
	
	4.3
	Development Test Results *

	
	
	4.4
	User Manual – Version 1 *

	
	
	4.5
	Operating Procedures – Version 1 *

	
	
	4.6
	Detailed System Design Version 2

	
	
	4.7
	Implementation Plan – Version 2

	5
	Data Conversion
	
	

	
	
	5.1
	Data Conversion Plan 

	
	
	5.2
	Conversion Test Results *

	6
	Organizational Change Management
	
	

	
	
	6.1
	Comprehensive Behavior Process Transition and Communication Plan

	
	
	6.2
	BPR Modeling of Future Processes

	
	
	6.3
	Training of Staff on New Processes

	
	
	6.4
	New Process Rollout

	
	
	6.5
	BPR Results Report

	7
	Acceptance Testing
	
	

	
	
	7.1
	Test Environment *

	
	
	7.2
	Acceptance Test Plan *

	
	
	7.3
	Acceptance Test Results *

	
	
	7.4
	Operational Test Plan*

	
	
	7.5
	Operational Acceptance Test Results*

	
	
	7.6
	Source Code Library (applicable only for Commonwealth hosted and as applicable) – Version 2: Acceptance Testing Environment *

	
	
	7.7
	Business Continuity Plan for Systems Operations and Maintenance

	
	
	7.8
	Detailed System Design Version 2

	8
	Training
	
	

	
	
	8.1
	Training Strategy *

	
	
	8.2
	Training Plan *

	
	
	8.3
	Training Environment*

	
	
	8.4
	Training Materials*

	
	
	8.5
	Training Report*

	9
	Implementation
	
	

	
	
	9.1
	Implementation Plan – Version 3*

	
	
	9.2  
	Production Environment *

	
	
	9.3
	Source Code Library (applicable only for Commonwealth hosted and as applicable)  – Version 3: Production Environment *

	
	
	9.4
	User Manual – Version 2 

	
	
	9.5
	Operating Procedures – Version 2*

	
	
	9.6
	Final System Documentation DSD Version 3 (Sysdoc)

	
	
	9.7
	Implementation Certification Letter

	10
	Operations
	
	

	
	
	10.1
	Quality Management Plan

	
	
	10.2
	FA Staffing Requirements Capability Report

	
	
	10.3
	Bi-weekly Status Report for Operations

	
	
	10.4
	Annual Status Report for Operations

	11
	Certification
	
	

	
	
	11.1
	Certification Checklist

	
	
	11.2
	Certification Review Package 

	12
	Systems Operation and Maintenance Support
	
	

	
	
	12.1
	Systems Support Plan

	
	
	12.2
	Staffing Requirements Capability Report

	
	
	12.3
	Biweekly Status Report

	
	
	12.4
	Annual Status Report

	
	
	12.5
	System Documentation Updates 
· Requirements Document
· System Architecture and Design
· Test Plan
· Test Report
· User Manual
· Operating Procedures
· Source Code Library (applicable only for Commonwealth hosted and as applicable)
· Training Materials
· Workflow Processes


	
	
	12.6
	Operations & Maintenance Procedures Manual

	13
	Turnover
	
	

	
	
	13.1
	Turnover Plan

	
	
	13.2
	Resource Requirements Statement

	
	
	13.3
	Systems Documentation

	
	
	13.4
	Source Code Library (applicable only for Commonwealth hosted and as applicable)

	
	
	13.5
	Turnover Results Report



Deliverables noted with an asterisk (*) should be approved prior to commencement of other systems development activities.

[bookmark: _Toc337728922][bookmark: _Toc338376926]L1.1 Deliverables 1.1– Project Plan (RFP Section 30.060.070)
Overview: This section should describe the Vendor’s approach to the deliverables that comprise the Project Plan. The Project Plan is developed for the purpose of planning the project and provides a consistent, coherent document that is used to guide both project execution and project control. At a minimum, the Vendor’s Project Plan should include: 
1. Project Schedule/Work Breakdown Structure.
2. Risk Management Plan.
3. Quality Management Plan.
4. Project Staffing Plan.
5. Change Management Plan. 
6. Communications Management Plan.
7. Facilities and Equipment Plan.
Version 1 of the Project Plan should be submitted with the Proposal. Subsequent updates to the Project Plan should be submitted according to the requirements defined in the Scope of Work, Task 1.
[bookmark: _Toc337728923][bookmark: _Toc338376927]L1.1.1 Project Schedule/Work Breakdown Structure 
During the Planning Phase of the Project, the Vendor should perform scope planning and scope definition tasks that result in a Schedule/Work Breakdown Structure (WBS), as part of the Project Plan. The Contract is responsible for submitting all project schedules to CHFS in Microsoft Office Project 2007. The project plans should include:
1. Any assumptions or constraints identified by the Vendor, both in developing and completing the work plan.
2. A critical path method (CPM) diagram indicating the interrelationships between sub-tasks and a Gantt chart, showing the duration estimates (planned start and end dates) of each task and subtask in the WBS.
3. The sequence of tasks and the tool or method used to control time spent on the Project.
4. The recording of all major tasks, milestones, and deliverables associated with the Project.
5. Any and all tasks or subtasks that requires more than 80 hours or 10 workdays to complete by either the Vendor or CHFS should show an accurate estimation of the work and resources required to complete the project and should include estimates and budget for costs of each task.
6. A discussion of how the work plan provides for handling of potential and actual problems.
7. A schedule for all deliverables providing adequate review time by CHFS, revision time if needed, and subsequent review time.
8. System design activities that are organized by business area to facilitate requirements traceability and to simplify CHFS resource availability.
During execution of the project, the Vendor should regularly report the schedule performance index (SPI) and schedule variance (SV) to measure the magnitude of variance from the schedule baseline. The variance analysis should be performed at the task level, based on the percentage completion of the task and the actual number of hours or days worked on the task. Schedule variance should also be reported to the CHFS. The Vendor should work with the CHFS Program Director to address any variance in a manner to ensure overall completion of the Project within schedule constraints. CHFS will work with the Vendor to approve fast-tracking or reallocation of resources, as necessary.
During execution of the project, the Vendor should measure performance according to the project plan and manage changes to the project schedule requested by the CHFS. When tasks are complete, the Vendor should seek verbal acceptance from the CHFS for each task, and formal acceptance of each deliverable.
[bookmark: _Toc337728924][bookmark: _Toc338376928]L1.1.2 Risk Management Plan 
During the project Planning Phase, the Vendor should develop and use a standard Risk Management Plan approved by the CHFS. This section should explain how the Vendor plans to:
1. Address the process and timing for risk identification.
2. Describe the process for tracking and monitoring risks.
3. Describe the governance structure involved in and procedures for identifying and reporting potential risk and risk resolution.
4. Identify the tools and techniques that should be used in risk identification and analysis.
5. Describe how risks should be quantified and qualified, and how risk response planning should be performed.
The Vendor should also explain its approach to reporting any identified risks including:
1. The written evaluation of each risk and potential impact.
2. Establishing a risk ranking or risk priority based on likelihood of occurrence.
3. Assigning risk management responsibility.
4. Creating of a risk mitigation strategy.
For each significant accepted risk, the Vendor should develop and explain its risk mitigation strategies to limit the impact. The Plan should include aggressive monitoring for risks, identify the frequency of risk reports, and describe the plan for timely notification to the CHFS of any changes in risk or trigger of risk events.
[bookmark: _Toc337728925][bookmark: _Toc338376929]L1.1.3 Quality Management Plan 
The Vendor should explain its methodology for employing a formal Quality Management Plan (QMP). During the Planning Phase of the project, the Vendor should identify quality requirements and/or standards for the project and deliverables and document how the project should demonstrate compliance. The plan should be tailored to address the quality tasks and processes associated with the production of deliverables up through the Implementation task for software development. The QMP should follow the prescribe methods of the Project Management Body of Knowledge® (PMBOK) Guide (Fourth Edition). Quality planning should be performed in parallel with other project planning processes and inputs (e.g., change management, WBS, cost and schedule, stakeholder register, risk register, environmental factors and organization process assets) so that as the product or deliverable changes, so do the tools and techniques that monitor and evaluate their performance and quality.
The Vendor should outline acceptance criteria for each phase of the project. The Vendor should develop content checklists and establish performance measures using tools to assess the quality of project deliverables and product delivery. Acceptance criteria should be established well before the start of development of each planned deliverable. The CHFS will review and formally approve the acceptance criteria which should represent an agreement between the CHFS and the Vendor as to the content of the deliverable. Once the deliverable is received and reviewed by CHFS, the acceptance criteria should be re-used in conjunction with other applicable planning criteria to check and validate the content of the deliverable. 
[bookmark: _Toc337728926][bookmark: _Toc338376930]L1.1.4 Staffing Management Plan  
This section describes the organization structure, roles, and responsibilities of the personnel, staffing levels, and other resources that should be utilized to provide successful project management .The Vendor should explain its commitment to staffing by creating a Staffing Management Plan where resources are identified and are mapped to the allocation in the WBS by name or by type. Staff allotted to a plan should remain on that project for the duration of the project unless changes are authorized by CHFS. The Vendor should be responsible for maintaining the project management staffing plans for the duration of the contract period.
The Vendor should provide a description of the criteria and process used to develop the staffing estimates, criteria and process used to determine staffing qualifications, detailed organizational charts, and a resource-loading chart should be included. This section should include the following information:
1. Staffing Plan, including:
a. Project Team – Description of the Vendor’s project team, including:
1) Delivery of the labor categories for all staff to be assigned to the Project.
2) Position title.
3) Qualifications for the position (i.e., education, training, and certifications from accredited school or association).
4) Required skills.
5) Number of staff to be assigned.
6) Functions to be performed.
7) Physical location.
b. Identification of Key Staff – Description of the Vendor’s key persons for the Project, including:
1) Name.
2) Position title.
3) Description of the person’s responsibilities within the Project.
4) Start and end dates.
5) Level of commitment to the Project (i.e., full-time, number of hours per week, number of hours per month).
6) Estimated number of hours per task/deliverable.
7) Organizational reporting.
8) Physical location.
2. Approach to establishing staffing levels – Description of the Vendor’s approach to determining staffing levels for the project, including the criteria and process used to develop the staffing estimates. In addition, the Vendor should describe its contingency plans for managing the staff and additional staff, if necessary; to ensure that project deadlines are met.
3. Detailed Organizational Charts – Description of the project organization, including CHFS, IV&V Vendor, and DDI Vendor staff. The charts should show the names and titles of all management staff and should clearly depict the reporting relationships among the project teams and the team members. For each task/deliverable of the Project, the following should be identified:
a. Reporting structure for the Vendor’s project organization.
b. Key Staff for each task/deliverable, subtask, and activity.
c. Number and Categorized Staff assigned to the task/deliverable, subtask, and activity.
4. Resource Loading Chart – Provide a staffing matrix that indicates the staffing levels for the Project by labor category, and include start and end dates for each task/deliverable, and the physical location of each member.
5. Roles and Responsibilities – Description of the roles and responsibilities of CHFS and the Vendor, as well as the roles and responsibilities of the individual team members.
[bookmark: _Toc337728927][bookmark: _Toc338376931]L.1.1.5 Communications Management Plan 
The Vendor should develop and explain its approach to Communications Management. The Communications Management Plan should incorporate processes to ensure timely and appropriate generation, collection, distribution, storage, and retrieval of project information. The plan ensures that the correct individuals receive required information in a timely manner.
In order to ensure that everyone is prepared to send and receive communication in the most effective manner, a plan for managing project communication is required. The plan should define the information and communication needs of the stakeholders, including; who needs access to project information, what information is needed, and how the information should be provided to them. At a minimum, the plan should include an analysis of communication tools (media) and methods, identification of project stakeholders, a communications matrix, the communication protocols and procedures for reporting on project issues, and a methodology for amending the plan.
During the project, the Vendor should execute the plan with agreed upon interval (e.g., weekly) in formats approved by CHFS. The Vendor is responsible for updating the Communications Management Plan as necessary and throughout all phases of the project until the end of the Contract.
[bookmark: _Toc337728928][bookmark: _Toc338376932]L.1.1.6 Facilities and Equipment 
This section identifies the plan to meet the facilities and equipment requirements indentified in the Section 30.060.060. The Vendor’s local facility should be located as close as possible, within a 10-mile radius of the Commonwealth offices located at the CHFS Department of Human Resources building in Frankfort, Kentucky. Location can be considered in the evaluation process.
The Vendor may perform other Medicaid Enterprise functions, including computer processing, outside of the Frankfort, Kentucky area, but within the continental United States. All computer processing sites related to the MEMS project should be pre-approved by the State. Subcontractors whose work facilities are located separately from the Vendor facility should be approved by CHFS before operations can begin at that location. 
The operation of the MEMS should be performed at secure facilities that meet the Health Insurance Portability and Accountability Act (HIPAA) privacy and security standards. All facilities handling MEMS data should meet or exceed all of the security requirements. Due to limited space at CHFS facilities, the Vendor should provide dedicated accommodations for the co-location of State designated project staff and IV&V Vendor staff.
The Vendor’s Facilities and Equipment Plan should address the following but not be limited to:
1. Required functions to be maintained at the local facility such as:
a. Contract Administration/Contract Management.
b. Receive and process paper claims other documents – claims entry.
c. Data entry.
d. Claims processing and suspense resolution.
e. System Maintenance.
f. System Modification.
g. Business operational activities – Mail inbound, check requests, etc.
h. Production of reports, newsletters, manuals, and bulletins.
i. Records storage (paper claims, attachments, letters, etc.).
j. Provider relations, Provider enrollment, Provider training.
k. Provider and Client Relation Call Centers.
2. The provisioning of at least one dedicated meeting room with audio and video equipment (projectors and conference phones) and white boards to accommodate PMO meetings, state staff meeting, and IV&V Vendor activities. 
3. Provisioning, and maintenance of phone and phone lines, email, mail, and Internet services for communication with providers, clients, state staff, MCOs, and other State agencies. 
4. Secure climate-controlled onsite storage for archiving all paper documents, based on the retention periods set by the State and for each type of document. Access should be restricted to approved State staff only, as designated by the State.
5. Building and property rent/lease/taxes.
6. Liability insurance for facility and Vendor staff.
7. Security (e.g., access for Vendor, State and IV&V Vendor staff).
8. Utilities, including power, lights, water, heat/air conditioning, and garbage.
9. Fire alarm and/or suppression systems.
10. Maintenance, including janitorial, landscape, and buildings and grounds.
11. Copiers, faxes, printers, local office equipment.
12. Sufficient restrooms, furnished conference rooms, break areas, coffee/kitchen type areas, to support a project of this size.
13. Building and data center security (alarms, card-key access systems).
14. Data storage, technical library.
15. Help desk and technical support.
16. Reception area.
17. Full compliance with HIPAA Security Rules.
18. PCs and workstations.
19. Provisions for telecommunications for remote work, if applicable.
20. Office supplies for DDI Vendor staff, including storage facility sufficient for all staff.
21. Office furniture (e.g., desks, chairs, file cabinets, wall panels, shelves, and wall clocks).
L1.2 Deliverables 1.2 – Project Plan Updates (RFP Section 30.060.070)
All plans identified in L1.1 will be maintained and updated on a regular basis agreed to with the CHFS Project Director.
[bookmark: _Toc337728929][bookmark: _Toc338376933]L.1.3 Deliverable 1.3 – Configuration Management/Change Management Plan (RFP Section 30.060.070) 
Overview:  The Vendor should describe the administrative and technical procedures to be used throughout the software life cycle to control modifications and releases of the software. The plan should address: the recording and reporting of status items and modification requests, the completeness, consistency, and correctness of releases, control and the storage, handling, and delivery of the software. The plan should address initial design, development, and implementation (DDI) as well as ongoing maintenance, enhancement, reuse, reengineering, and all other activities resulting in software products. The Vendor should assist and provide to the Commonwealth with the acquired insight into, and tools for monitoring, the processes to be followed for change and version control, the methods to be used, and the approach to be followed for each activity. Portions of the plan may be bound separately if this approach enhances their usability.
[bookmark: _Toc337728930][bookmark: _Toc338376934]L.1.3.1 Organization and Resources
This section describes the organization structure, methodology, roles and responsibilities of the personnel, and other resources that should be utilized in conducting configuration management activities. The section should include the following information:
1. Methodology – The Vendor should describe its change management methodology including: the policy and procedures, tools, and techniques to be applied to configuration management; and the use of and approach to version control during iterative development if applicable.
2. Roles and Responsibilities – The Vendor should describe the change control process with regard to the roles and responsibilities of CHFS and the Vendor related to configuration control activities. 


[bookmark: _Toc337728931][bookmark: _Toc338376935]L.1.3.2 Configuration/Change Management Tasks
This section describes the tasks and activities that should be performed as part of change management. These tasks and activities include:
1. Change Identification – The Vendor should describe the types of items that should be under configuration management control, how the Vendor sets and maintains baselines, when items enter controlled status, how the labeling and numbering scheme is applied to configuration management items, how the identification scheme addresses versions and releases, and which people or groups are responsible for each item.
2. Configuration Control – The Vendor should describe the following: 
a. Change Control – The mechanism for identification, submission, tracking, evaluation, coordination, review, and approval/disapproval of proposed changes to items under configuration management.
b. System Change Requests – The forms used to report problems or identify changes, and the procedures for using the forms including the method for tracking problems. The Section should also include samples of the forms to be used.
c. Interface with Other Groups – The interface and relationships between the Vendor’s configuration control process, CHFS’s Change Control Board (CCB), and other organizations and teams on the Project.
d. Priorities – The method for prioritizing changes.
e. System Release Management – The plans for releasing deliverables to CHFS including: developing a release procedure, instructions for preparing version description documents, repository establishment, and operation.
f. Version Control – The process to control an identified and documented body of software, including identifying version naming conventions and the configuration management actions required for modifications to a version of software (resulting in a new version).
g. Audit Control – The process to control and audit accesses to items.
3. Configuration Status Accounting – The Vendor should address the management of records and status reports that show the status and history of controlled software items including baseline. The reports should include number of changes for a project, latest software item versions, release identifiers, the number of releases, and comparisons of releases. This Section describes how information is to be captured to anticipate common inquiries and provide the information in a form where it is easily accessed. The Section should also include a list of reports with the frequency and distribution.
4. Configuration Evaluation – The Vendor should describe the process to document the functional completeness of the software against their requirements and the physical completeness of the software items (whether their design and code reflect an up-to-date technical description).
5. Release Management and Delivery – The Vendor should address the control of the release and delivery of software products and documentation. This Section describes the archive and retrieval process and the retention schedule for archived items, noting that master copies of code and documentation should be maintained for the life of the software product.
[bookmark: _Toc337728932][bookmark: _Toc338376936]L.1.3.3 Configuration/Change Management Repositories 
This section describes the use and maintenance of the configuration repositories, including types (i.e., physical or electronic), control mechanisms, and retention policies and procedures. The approach for managing the Code Library should be included.
[bookmark: _Toc337728933][bookmark: _Toc338376937]L.1.3.4 Configuration Audits and Reviews
This section describes any audits or reviews of the configuration management process or library that should be conducted during the Project (i.e., audit of product baseline, audit of configuration library, and review of plan). 
[bookmark: _Toc337728934][bookmark: _Toc338376938]L.1.3.5 Other Configuration Management Processes
The Vendor should explain its approach to developing or using a COTS correspondence management system to manage official correspondence between the Vendor and the CHFS Project Management team. The system should be web-based and conform to the systems architecture or Commonwealth standards. All written and official electronic correspondence between the Commonwealth and the CHFS should be logged, archived, and maintained by the Vendor for 7 years beyond the term of the Contract and any amendment(s) of the Contract. The Vendor should provide CHFS with electronic access to this correspondence, including access to images of all written correspondence.
[bookmark: _Toc337728935][bookmark: _Toc338376939]L.1.4 Deliverable – 1.4 Software Development Methodology (RFP Section 30.060.070)
Overview: The Vendor describes its established software development methodology, including approach, tools, hardware and software environment, methods, processes, standards, evaluation criteria, and terminology. The Vendor is required to describe and use an established methodology and tool set that has been applied on a project of similar size and complexity. The system development methodology should address all components of the system, including web applications. At a minimum, the deliverable should include:
[bookmark: _Toc337728936][bookmark: _Toc338376940]L.1.4.1 Software Development Overview
This section provides an overview of software development activities that should be performed by the Vendor and the environment in which this work should be completed. This should include issues such as security, privacy, standards, and interdependencies in hardware and software development.
[bookmark: _Toc337728937][bookmark: _Toc338376941]
L.1.4.2 Software Development Methodology 
This section describes the Vendor’s methods and process for using a systematic, documented approach for all software development activities. This section should address the following elements:
1. Software Development Methods – The Vendor should describe the software development methods that should be used in the Project, including the use of iterative development if appropriate. This should include descriptions of manual and automated tools and procedures that are to be used in support of these methods.
2. Standards for Software Products – The Vendor should describe the standards to be followed for representing requirements, design, code, test cases, test procedures, and test results. Standards for code should be provided for each programming language used and should include at a minimum:
a. Standards for format.
b. Standards for header and other comments.
c. Naming conventions for variables, parameters, procedures, etc.
d. Restrictions, if any, on the use of programming language constructs or features and the complexity of code aggregates.
3. Critical Requirements – The Vendor should describe the approach to be followed for handling requirements that are designated as critical to the success of the Project.
4. Hardware Resource Utilization – The Vendor should describe the approach that should be followed for allocating computer hardware resources and monitoring their utilization.
5. Recording Key Decisions – The Vendor should describe the method to be followed for recording issues and rationale that should be useful to CHFS for key decisions made during development activities.
[bookmark: _Toc337728938][bookmark: _Toc338376942]L.1.4.3 Detailed Requirements Analysis and Design Methodology
This section describes the Vendor’s methodology and approach to defining the detailed requirements analysis, design and development activities, and deliverable review for the Replacement MEMS. It should address the following elements:
1. The approach and methodology to construction and quality assurance activities to ensure adherence to design requirements.
2. The development approach, including phased development if applicable.
3. The change management and requirements management control processes.
[bookmark: _Toc337728939][bookmark: _Toc338376943]L.1.5 Deliverable – 1.5 SharePoint Project Repository (RFP Section 30.060.070)
Overview: The Vendor is required to organize and use an electronic project repository (SharePoint portal to be provided by CHFS) that serves as a foundation for defining, managing, and monitoring the Project and provides a means to retain and track critical project information. The repository should include both current and historical versions of the Project Plan and all SOW Deliverable documents. The repository should be maintained throughout the life of the Contract, including during system operations and maintenance. At a minimum, the Deliverable should include:
[bookmark: _Toc337728940][bookmark: _Toc338376944]L.1.5.1 Overview, Organization, and Content
1. Overview of the Project Repository – The Vendor should describe the technology or tools employed by the Repository and its utilization in controlling all Project Deliverables. 
2. Organization And Location of The Project Repository – The Vendor should describe how the Project Repository should be organized, identification of the location of the repository and how it should be made accessible through CHFS’ or the Commonwealth’s network, and a description of the naming/numbering conventions to be used for items in the repository.
3. Project Repository Contents – The Vendor should describe the list of the documents and other items to be maintained in the Project Repository.  Items should be listed by name/title/number with a link to the folder where the item can be found.
[bookmark: _Toc337728941][bookmark: _Toc338376945]L.1.5.2 Repository Management 
This section describes how the documents and items in the Project Repository should be controlled, including document management procedures and version control.
1. Document Management – The Vendor should describe the process to add new items and updated items to the Project Repository. The section should also describe the management of historical records, and retention period(s) and procedures for archiving documents.
2. [bookmark: _Toc337728942][bookmark: _Toc338376946]Version Control – The Vendor should describe procedures for managing version control on all items added to the repository. 
L.1.5.3 Access to the Project Repository
This section identifies who has access to the repository, how to access the information, and what security measures are in place to ensure that only authorized personnel can access the repository.
[bookmark: _Toc337728943][bookmark: _Toc338376947]L.1.5.4 Roles and Responsibilities
This section describes the roles and responsibilities of the Vendor and CHFS for implementation and maintenance of the Project Repository. This section should include:
1. Vendor Roles and Responsibilities – The Vendor should describe its responsibilities for implementation and maintenance of the Project Repository and identification of the members of the Vendor’s team who should be assigned to those responsibilities.
2. CHFS Access – The Vendor should describe the process to determine and provide authorization and access to CHFS staff that should have rights to use to the Repository.
3. IV&V Vendor Access - The Vendor should describe the process to determine and provide authorization and access to IV&V Vendor staff that should have rights to use to the Repository.
4. Other roles and responsibilities, if required.
[bookmark: _Toc337728944][bookmark: _Toc338376948]L.1.6 Deliverable – 1.6 Project Status Reporting (RFP Section 30.060.070)
Overview: The Vendor should prepare written status reports in formats approved by the CHFS and attend status meetings on a schedule approved by the CHFS. The Vendor should begin to prepare status reporting during the Planning Phase continuing on through the SDLC. The status report should be delivered to CHFS by noon prior to the next day’s meeting.
The Vendor is responsible for consolidating reports required for the management of projects by either integrated project management tools or COTS products when necessary.
[bookmark: _Toc337728945][bookmark: _Toc338376949]L.1.6.1 Content
At a minimum, the report should include accomplishments, critical issues, personnel utilized, and items planned for the next reporting period. It should also summarize schedule performance and budget performance to compare actual project performance with plan(s). The Vendor should include the following:
1. Activities completed in the preceding period including minutes from the prior meeting.
2. Activities planned for the next period. 
3. A report on issues that need to be resolved.
4. A report on the status of risks, with special emphasis on change in risks, risk triggers, or the occurrence of risk items.
5. A report on the status of each task in the WBS that is in progress or overdue.
6. A schedule variance report showing the earned value of the work completed, and the planned value of the work completed. The variances should be calculated individually for each project phase and for the project in total and should be accompanied by a trend analysis.
7. Weekly, Monthly, and Quarterly Status reports summarizing data from the agreed upon interval (e.g., weekly) reports, including financial information related to expenses and billings.
8. Executive summaries for presentation to management and oversight bodies.


[bookmark: _Toc337728946][bookmark: _Toc338376950]L.1.7 Deliverable – 1.7 Security Policies and Procedures (RFP Section 30.060.070)
Overview: The Vendor should have in place 90 days prior to “Go-Live” the following policies, procedures and identified security related documentation. These policies, procedures and documentation should be in place and adhered to for the life of the Contract. At a minimum, the Deliverable should include:
[bookmark: _Toc337728947][bookmark: _Toc338376951]L.1.7.1 Workforce Security
Supervision
The Vendor should describe its Supervision policies and procedures for employees accessing or working in facilities and/or areas associated with this Project.
Clearance Procedures
The Vendor should describe its Clearance procedures for employees accessing or working with this Project.
[bookmark: _Toc337728948][bookmark: _Toc338376952]L.1.7.2 Security Incident Reporting and Response
The Vendor should describe its procedures for reporting any security incidents in accordance with their policy, while under Contract with CHFS.
[bookmark: _Toc337728949][bookmark: _Toc338376953]L.1.7.3 Security Awareness
Vendor should describe the approach to security awareness and security training for all members of its workforce.
[bookmark: _Toc337728950][bookmark: _Toc338376954]L.1.8 Deliverable 1.8 – Business Continuity Plan (RFP Section 30.060.070)
Overview: The Business Continuity Plan (BCP) focuses on the assurance of continued business operations for the MEMS in the event of a disaster or other unforeseen disruptions. This deliverable is the first of a two part deliverable which addresses the BCP to protect the development, test, training, and production environments during the DDI phase of the project (Deliverable 1.8). Deliverable 7.7, Part 2, is the plan for the operations phase of the project.
The Vendor should deliver a preliminary Business Continuity Plan (BCP) during the Planning Phase, and should continue to update and test this plan through the Operations Phase as scheduled and agreed to by the Commonwealth. 
At a minimum, the Deliverable should include:
[bookmark: _Toc337728951][bookmark: _Toc338376955]L.1.8.1 Backup and Recovery Approach
This section presents the Vendor’s approach for protecting the system against hardware and software failures and other emergencies that could interrupt system operations and services.
[bookmark: _Toc337728952][bookmark: _Toc338376956]L.1.8.2 Scope
This section addresses the scope of the plan including identification of:
1. All business functions covered by the BCP. 
2. All business units affected by the BCP. 
3. Core business processes involved in the MEMS. 
4. All people involved in the BCP and their roles, as well as the key people involved in the business processes noted above. 
5. The plan should establish the methodology for planning replacement of personnel to include: 
a. A plan for the allocation of additional resources in the event of the Vendor’s inability to meet performance standards. 
b. A plan for the replacement/addition of personnel with specific qualifications. 
c. An indication of the time frames necessary for replacement. 
d. A report on the Vendor’s capability of providing replacements/additions with comparable experience. 
e. A description of the methods for ensuring timely productivity from replacements/additions.
6. All technology infrastructure involved in the MEMS. 
[bookmark: _Toc337728953][bookmark: _Toc338376957]L.1.8.3 Risk Analysis and Action
This section explains the risks that could affect business continuity. For each core business process noted in Section 30.060.070.030 - Project Risk Management Plan identify: 
1. Potential system failures for the process. 
2. Impacts analysis for potential failures. 
3. Definition of minimum acceptable levels of service. 
4. Documented contingency plans
5. [bookmark: _Toc337728954][bookmark: _Toc338376958]Definition of the triggers for activating the contingency plans. 
L.1.8.4 Backup Plan
This section explains the Vendor’s approach for establishing a methodology for backup processing capability at a remote site from the Vendor's primary site, such that normal payment processing, as well as other system and Commonwealth services deemed necessary by the Commonwealth, can continue in the event of a disaster or major hardware problem at the primary site. The plan should include the following elements:
1. Weekly back-up. 
2. Daily back-up. 
3. Back-up storage at a secure offsite location. 
4. Storage media - offsite storage of backup operating instructions, procedures, reference files, systems documentation, programs, procedures, and operational files; and procedures should be specified for updating offsite materials. 
5. Off-site storage facility security, including protections against unauthorized access or disclosure of information, fire, sabotage and environmental considerations using best practices as developed by the National Institute of Standards and Technology (NIST). 
6. Responsibilities of Vendor staff. 
The Vendor should perform backup demonstrations at no additional cost to the Commonwealth.  Failure to successfully demonstrate the procedures may be considered grounds for termination of this Contract.  The Commonwealth reserves the right to waive part or all of the demonstrations. In the event the Vendor's test is deemed by the Commonwealth to be unsuccessful, the Vendor should continue to perform the test until satisfactory, at no additional cost. The BCP Plan should be available and present at the CHFS site.
[bookmark: _Toc337728955][bookmark: _Toc338376959]L.1.8.5 Disaster Recovery Plan 
System availability and business continuity is of critical importance to the success of the MEMS. The Vendor should propose a plan to the Commonwealth outlining its strategies and approaches for implementation of Disaster Recovery and Business Continuity for the MEMS. The Vendor should outline the merits of that strategy including tradeoffs that apply to an appropriate balance between cost, operational efficiency, and risk mitigation.  

Production infrastructure should be architected for recovery to an alternate site.
In the event of a disaster to the primary physical hosting site, the MEMS should have the ability to recover and be fully operational in an alternate site.

The vendor's Business Continuity / Disaster Recovery Plan should address how the vendor safely recover in the event of a disaster without compromising the integrity of any required or dependent synchronizations between the recovered systems. The selected Vendor should submit a Disaster Recovery Plan to CHFS for approval prior to the implementation of any disaster recovery site. 

The new MEMS should be protected against hardware and software failures, human error, natural disasters, and other emergencies, which could interrupt services.  The Disaster Recovery Plan (DRP) focuses on securing the data and software used by the MEMS. The Vendor should secure the data and software based on a CHFS approved DRP plan. 
As part of the overall Business Continuity Plan, the Vendor should deliver a Disaster Recovery Plan (DRP) 90 calendar days before system implementation and should demonstrate the remote site functionality of each component of the plan prior to “Go-Live”. The Vendor is expected to maintain the plan throughout the life of the Contract. The plan should address recovery of business functions, business units, business processes, human resources, and the technology infrastructure. 
The Vendor should continually review the Disaster Recovery Plan and make necessary updates to the plan at least annually to ensure the plan always contains accurate and up-to-date information. Copies of each update should be provided to CHFS as they become available annually.  Additionally, the Vendor should participate in the disaster recovery tests, as directed by CHFS. 
This section addresses the disaster recovery documentation and procedures that should include both CHFS and Vendor responsibilities. The plan should address the following requirements:
1. Appropriate checkpoint/restart capabilities. 
2. Address network backup for voice and data telecommunications circuits and Vendor owned voice and data telecommunications equipment. 
3. Address backup procedures and support to accommodate the loss of electronic communication in excess of 2 business days between the Vendor's processing site and the Commonwealth. 
4. Continued processing of all business transactions assuming loss of the primary processing site, including provision for interim support for the online component of the MEMS. 
5. Description of offsite media storage facility for client/server and mainframe backup media, data file, software and back-up retention. 
6. Description of the hardware backup procedures for the main processors. 
7. Location of procedure manuals and other documentation for the MEMS operations.
8. Procedure for updating offsite materials (acquisition and maintenance of the offsite storage facility fall under the responsibility of the Vendor)
9. Recovery procedures for loss of manual files and hardcopy documents.
10. Conduct Disaster Recovery tests every six months and review the results of this process with Inventory Resource Management System (IRM) and CHFS to ensure that it is sufficient. 
11. Ensure that each aspect of the Plan satisfies all requirements for federal certification and normal Medicaid Enterprise day-to-day activities and services can be resumed within five working days of the inoperable condition at the primary site. 
12. Use of Uninterruptible Power Source (UPS) at both the primary and alternate sites with the capacity to support the system and its components. 
13. Document batch processes; and have a plan that details how each batch process is supported and carried out with regard to sender, receiver, location, process, date and databases updated to achieve a full restore. 
14. Conduct an annual disaster recovery demonstration for all critical system components at a remote site once during the first year of the Contract period and annually thereafter, in accordance with the 45CFR 95.621(f).  All administrative, manual, input, processing, and output procedures functions, should be demonstrated including: the processing of one daily and one weekly payment processing cycle, at a minimum; a test of all electronic transactions; a test of query and reporting capability; and verification of the results against the corresponding procedures and production runs conducted at the primary site. 
[bookmark: _Toc337728956][bookmark: _Toc338376960]L.2.1 Deliverable 2.1 – Detailed Requirements System Design (RFP Section 30.060.080)
Overview: The RFP review and the requirements research and discovery activities conducted by the Vendor culminate in the development of Requirements Specification Documents (RSDs) for each module and system component of the MEMS. Requirement Specification Documents should include system functional, and non-functional, requirements (e.g., quality attributes, legal and regulatory requirements, standards, performance requirements, and design constraints). 
The Vendor should also describe its approach to developing a Requirements Traceability Matrix (RTM), to track all requirements through each stage of the development life cycle from requirement specification through production deployment. The Vendor should also describe how the RTM should be made accessible to both CHFS and the IV&V Vendor.
[bookmark: _Toc337728957][bookmark: _Toc338376961]L2.1.1 Requirements Specification Document 
At a minimum, the Vendor should construct a Requirements Specification Document that is capable of the following:
1. Include the methodology to be used for developing requirements.
2. Include the requirement exactly as it exists in this RFP, including the reference number.
3. Identify how and where the requirements are met in the Solution.
4. Validate the proposed solution meets Medicaid Information Technology Architecture (MITA) requirements.
5. Include a crosswalk or map of each requirement.
6. Identifies and verifies of all internal and external interfaces.
7. Includes a means of measuring that the requirement has been satisfied.
The construct of the RSD document should include at a minimum:
1. Introduction.
2. Overview of all processes.
3. Overview and purpose of all interfaces.
4. Discussion of the design implications for each major element of the project.
5. System designs or modifications necessary to complete the project.
6. General report definitions.
7. General screen definitions.
8. System behavior model (user interfaces-free form).
9. High-level flowcharts.
[bookmark: _Toc337728958][bookmark: _Toc338376962]L.2.2 Deliverable 2.2 – General System Design Document (RFP Section              30.060.080)
The goal of the General System Design (GSD) document describes the high-level system architecture and design. The document is divided into three major parts: system architecture, software design and external interfaces. The system architecture includes views from various perspectives and configuration to meet Federal requirements. The software design details the main software components that operate under, and support the system architecture. It also includes the business processes and workflows that support the business operations of the system. Internal and external interfaces are described here at a high level and with specifics in the Detailed System Design (DSD) document.
L.3.1 Deliverables 3.1 - Detailed System Design Versions 1 (RFP Section 30.060.090)
Overview: This Deliverable captures the requirements for system and system component service delivery and the methods to be used to ensure that each technical functional requirement has been addressed and performs as designed. Requirements pertaining to internal, external, and human interfaces and programmable integration points are presented. The Detail System Design (DSD) documentation which eventually becomes the System Documentation (Sysdoc) after several more tasks are completed will have three versions, one each as a deliverable for Task 3, Design, Task 7, Acceptance Testing, and Task 9, Implementation. Versions 2 and 3 should be updates to the prior version.
[bookmark: _Toc337728959][bookmark: _Toc338376963]L.3.1.1 Detailed System Design Document
The Detailed System Design (DSD) document should encapsulate, at a minimum, the following:
1. A table of contents and list of tables and figures.
2. A systems standards manual, listing all standards, practices, and conventions, such as, language, special software, identification of all development, test, training and production libraries, and qualitative aspects of data modeling and design.
3. A general narrative of the entire system and the flow of data through modules and system components including all major inputs, processes, and outputs. 
4. General and detailed module and system component narratives describing the purpose, use and general business description of each function, process, and feature. 
5. Data model, including data elements to be used in each physical schema and function, their derivation, source, validation, definition, residence, and use.
6. A security design description for each business area that defines access control, including specifying roles, role locations, and a matrix of roles by inputs/outputs.
7. A listing and brief description of each file and report to be produced by module or system component. 
8. The name and description of each screen/window, a view of each window layout and a detailed specification table explaining each data element contained within Interfaces and data acquisition. 
9. Recommended cycle times, report frequencies, database update schedules.
10. A description of each interface, inputs, outputs file layout and corresponding specification table. 
11. A matrix or exhibit that assists in defining requirements.
12. Information technology requirement.
13. Meeting notes from all requirements analysis meetings.
14. Open items.
15. Other issues or constraints affecting the MEMS implementation and recommended CHFS or Vendor action.
[bookmark: _Toc337728960][bookmark: _Toc338376964]L.3.2 Deliverables 3.2– Implementation Plan, Version 1 (RFP Section 30.060.090) 
Overview: This Deliverable describes the Implementation Strategy and outlines how the objectives of the strategy should be achieved.  There should be three versions of the Implementation Plan, one each as a Deliverable for Task 3, Design, Task 4, Development, and Task 9, Implementation.  Versions 2 and 3 should be updates to the prior version.  At a minimum, the Deliverable should include:
[bookmark: _Toc337728961][bookmark: _Toc338376965]L.3.2.1 Installation Overview
This section should be divided into the following paragraphs to provide an overview of the installation process. 
1. Description – Description of the installation process to provide a frame of reference for the remainder of the document. A list of sites for software installation, the schedule dates, and the method of installation should be included. 
2. Contact point – The organizational name and telephone number of a point of contact for questions relating to this installation. 
3. Support materials – Description of the type, source, and quantity of support materials needed for the installation. Included should be items such as magnetic tapes, disk packs, computer printer paper, and special forms. 
4. Tasks – Description of each task involved in the software installation. 
5. Personnel – Description of the number, type, and skill level of the Vendor’s personnel needed during the installation period.
6. Security and privacy – Description of the security and privacy considerations associated with the system. 
[bookmark: _Toc337728962][bookmark: _Toc338376966]L.3.2.2 Site-specific Information for Data Center Operations Staff
This section provides information for installation of the software in the computer center(s) or other centralized or networked software locations. 
1. Schedule – Description of the schedule of tasks to be accomplished during installation. It should depict the tasks in chronological order with beginning and ending dates of each task and supporting narrative as necessary. 
2. Software inventory – Description of the process to provide an inventory of the software needed to support the installation. 
3. Installation team – Description of the composition of the installation team. Each team member's tasks should be defined. 
4. Installation procedures – The step-by-step procedures for accomplishing the installation. The procedures should include the following, as applicable:
a. Installing the software.
b. Verify the software is fully functional and operating as designed once installed.
c. Initializing databases and other software with site-specific data.
d. Conversion from the legacy system, possibly involving running in parallel.
e. Dry run of the procedures in operator and user manuals.
f. Data update procedures – Description of the data update procedures to be followed during the installation period.
[bookmark: _Toc337728963][bookmark: _Toc338376967]L.3.2.3 Implementation Issues 
The Vendor should describe the process to document issues, planned resolutions, and solutions including the updating the BCP and Disaster Recovery Plan for identifying, communicating, resolving risks, and maintaining the current production capability, if the implementation is delayed.
[bookmark: _Toc337728964][bookmark: _Toc338376968]L.3.2.4 Transition Planning
The Vendor should explain its approach for developing a co-working relationship with CHFS staff, technical preparation and change over activities in anticipation of transitioning to system support. Transition planning should address at a minimum, the following:
1. Development of an implementation activities checklist.
2. Identify cutover procedures and dates for submittal of claim records on electronic media claims and hard copy.
3. Documented resolution of inventory issues (e.g., suspense, claim records on hand, provider enrollments) and associated dates.
4. Documented plans for installation of lines and workstations.
5. Specify methodology for handling adjustments to legacy processed claim records.
6. Identify the process to accommodate provider updates, beneficiary data changes, reference changes, and prior authorizations; after final conversion but before implementation.
[bookmark: _Toc337728965][bookmark: _Toc338376969]L.3.3 Deliverable 3.3 – System Architecture and Design Document (RFP Section 30.060.090) 
Overview: The delivered system should be an integrated system of COTS products to the maximum extent possible. The MEMS should subsume the functionality of legacy systems and should interface with external systems via the MEMS interfaces specified in the Interface Design Description (IDD) and Integration Specification document. The System Architecture and Design document (SADD) is the overall document for the MEMS DDI project and provides an understanding of the end-state architecture and design acknowledging that the system is being developed in increments. The document provides a description of the system’s modular component design and Service Oriented Architecture (SOA). The SADD should have both high-level and detailed specifications. It should include business process models and data models of the entire system and all system and operations functions, showing inputs, processes, programs, interfaces, program interrelationships, and outputs. It should also include a cross-reference to the corresponding Sections of Part 11 of the State Medicaid Manual.  The deliverable should follow the Vendor’s proposed and approved development methodology by CHFS.
[bookmark: _Toc337728966][bookmark: _Toc338376970]L.3.3.1 General System Architecture
This section defines the high-level architecture and design of the MEMS, including the following items: 
1. A narrative describing the entire system.
2. A description and flow charts showing the flow of major processes in the MEMS.
3. A description of al operating environments.
4. Function documentation, including narratives for each functional area and feature of the function, job streams, input and output definitions, and control reports.
5. Hardware requirements, including configuration, usage estimates, sizing, bandwidth, and response time.
6. Software requirements, including number of users, concurrent users, and location of users; number and type of licenses.
7. Development tools, including required software, number of users and concurrent users, number and type of licenses.
8. Communication tools, including required hardware and software, number and type of licenses required, and total number of users.
9. System configuration diagram showing all hardware and software.
10. Software specifications that define software components: 1) to be developed specifically for Kentucky, 2) that should use software proprietary to the Vendor, and 3) that should use Commercial-Off-the Shelf (COTS) software.
[bookmark: _Toc337728967][bookmark: _Toc338376971]L.3.3.2 Detail System Architecture and Design
This section provides the detail system architecture and design specifications for the MEMS, including:
1. Detail program specifications:
a. Program narratives including process specifications, purpose, and relationships between the programs and modules.
b. A list of input and output files and reports, including retention.
c. File/database layouts, database names, and dispositions.
d. Detailed program logic descriptions.
e. Listings of edits and audits applied to each input item.
f. Detailed pricing logic for all claims processed by the system.
2. Data element dictionary that includes:
a. A unique data element number and standard data element name.
b. A narrative description and definition of the data element.
c. A table of values for each data element.
d. The source of each data element.
e. Descriptions of naming conventions used to create data element names and a list of data names used to describe the data element.
f. A cross-reference to the corresponding State Medicaid Manual.
g. A list of programs using each data element, describing the use of input, internal, or output.
h. A list of files containing the data element.
3. Table descriptions, including:
a. A description of all tables used in the system.
b. A listing of table-driven or key elements, their values, a written description of the element, and to which subsystems they apply.
c. Cross-reference listings or matrices of related elements or values, showing allowable relationships or exclusions (e.g., Provider Type/Provider Specialty cross-reference).
d. A business rules repository.
e. A table of contents, by function, table and element.
[bookmark: _Toc337728969][bookmark: _Toc338376972]L.3.3.3 Interface Design Description and Integration Specification Document
The section serves to facilitate and to communicate and control interface design decisions. The IDD is used to describe interface characteristics selected to meet Interface Requirements Specification and interface characteristics of one or more systems, subsystems, Hardware Configuration Items (HWCIs), Computer Software Configuration Items (CSCIs), manual operations, or other system components. It also describes: the functionality between systems and system components, how they are linked to one another as well as providing an abbreviated view of full user interface design where applicable. The Vendor should include the following in the document construct:
1. Identification – The Vendor should provide a full identification of the systems, interfacing entities, and interfaces to which this document applies, including: identification numbers, titles, abbreviations, version numbers, and release numbers as applicable.
2. System Overview – The Vendor should briefly describe the purpose of the systems and software to which this document applies. It should describe the general nature of the system and software; summarize the history of system development, operation, and maintenance; identify the project sponsor, acquirer, user, developer, and support agencies; identify current and planned operating sites; and list other relevant documents as applicable.
3. Document Overview – The Vendor should summarize the documents purpose and contents and should describe any security or privacy considerations associated with its use.
4. Interface Design – This section describes the interface characteristics of one or more systems, subsystems, configuration items, manual operations, or other system components. If part or all of the design depends upon system states or modes, this dependency should be indicated.
5. Interface Identification and Diagrams – The Vendor should describe the identifier assigned to each interface and should identify the interfacing entities (e.g., systems, system components, configuration items, users) by name, number, version, and documentation references, as applicable. A systems configuration diagram showing all MEMS interfaces is also required. Entities with fixed interface characteristics should be identified (impose interface requirements on the interfacing entities). One or more interface diagrams should be provided, as appropriate, to depict the interfaces. Interfacing entities that need mention but are not part of this document should be noted as to it future possible engagement potential.
6. Interface design descriptions should include the following:
a. Interface assigned priority.
b. Type of interface (such as real-time data transfer, storage-and-retrieval of data, etc.) to be implemented.
c. Characteristics of individual data elements and data element assemblies (records, messages, files, arrays, displays, reports) that the interfacing entity should provide, store, send, access, receive, to include:
1) Names/identifiers.
2) Data type (alphanumeric, integer, etc.).
3) Size and format (such as length and punctuation of a character string).
4) Units of measurement (such as meters, dollars, nanoseconds).
5) Range or enumeration of possible values (such as 0-99).
6) Accuracy (how correct) and precision (number of significant digits).
7) Priority, timing, frequency, volume, sequencing, and other constraints, such as whether the data element may be updated and whether business rules apply.
8) Security and privacy constraints.
9) Sources (setting/sending entities) and recipients (using/receiving entities).
d. Characteristics of communication methods and protocols that the interfacing entity should use for the interface including:
1) Project-unique identifier.
2) Communication links/bands/frequencies/media and their characteristics.
3) Message formatting.
4) Flow control (such as sequence numbering and buffer allocation).
5) Data transfer rate, whether periodic or irregular, and interval between transfers.
6) Routing, addressing, and naming conventions.
7) Transmission services, including priority and grade.
8) Safety/security/privacy considerations, such as encryption, user authentication, compartmentalization, and auditing.
e. Characteristics of protocols the interfacing entity should use for the interface, such as:
1) Project-unique identifier(s).
2) Priority/layer of the protocol.
3) Packeting, including fragmentation and reassembly, routing, and addressing.
4) Legality checks, error control, and recovery procedures.
5) Synchronization, including connection establishment, maintenance, termination.
6) Status, identification, and any other reporting features.
f. Other characteristics, such as physical compatibility of the interfacing entity (dimensions, tolerances, loads, plug compatibility, etc.
g. Traceability to requirements addressed by the interfaces.
[bookmark: _Toc337728970][bookmark: _Toc338376973]L.3.3.4 Interface Control Document
This section describes how to access the functions and services provided by the MEMS via the interface. The Interface Control Document (ICD) is about the interfaces themselves, and not the characteristics of the systems which use it to connect.
[bookmark: _Toc338376974]L.3.3.4.1 Scope
The Vendor should develop an Interface Control Document (ICD) to track the necessary information required to effectively define the MEMS’s interface as well as any rules for communicating with them in order to give the development team guidance on architecture of the system to be developed. The ICD should clearly communicate all possible inputs and outputs from the MEMS for all potential actions whether they are internal to the system or transparent to system users. The ICD should be created during the Design Task of the project. Its intended audience is the project manager, project team, development team, and stakeholders interested in interfacing with the system. The ICD helps ensure compatibility between modules and system components.
[bookmark: _Toc338376975]L.3.3.4.2 Interface Requirements
This section describes the intended functionality and purpose of the interface together with any design constraints as follows:
1. Identification of the interfacing module or system component.
2. The reason for the interface's existence including the user requirement that is satisfied.
3. A description of what the interface does.
4. Specification of the information to be exchanged (e.g., data type, size, format, measures).
5. Timing and sequencing constraints.
6. Capacity and performance requirements.
7. Requirements for communications protocol standards compliance.
8. Identification of any safety requirements discovered in an Interface.
[bookmark: _Toc338376976]L.3.3.4.3 Interface Design
This section describe based on design, how the interface should be implemented such as:
1. Interface Type: task to task, external, user, serial, parallel.
2. Protocol: A description of the communications protocol. Protocol descriptions may include:
a. Message format and description including user error messages, user information messages, and inter-process messages.
b. Message component names.
c. Message initiation.
d. The processing of message interruptions. Fragmentation and reassembly of messages.
e. Error detection, control, and recovery procedures.
f. Synchronization, including connection establishment, maintenance, termination and timing and sequencing.
g. Flow control, including sequence numbering, window size and buffer allocation.
h. Data transfer rate.
i. Transmission services including priority and grade.
j. Security including encryption, user authentication and auditing.
k. Error codes.
[bookmark: _Toc337728971][bookmark: _Toc338376977]L.3.4 Deliverable – 3.4 Architectural Review Board Requirements (RFP Section 30.060.090) 
Overview: The CHFS, Office requires that the following documents be completed and submitted to OATS for review and approval. 
The Vendor should have submitted and CHFS approved the following deliverable documents in order to complete the Design Phase:
[bookmark: _Toc337728972][bookmark: _Toc338376978]L.3.4.1 Data Model Standards
The Vendor should demonstrate that all databases have conceptual and physical data models and should be completed as part of the DSD. The data model should also include pertinent information about the data including (but not limited to), definitions, and sharing rules. The physical data model should also include a data matrix when the data is coming from another source. 
[bookmark: _Toc337728973][bookmark: _Toc338376979]L.3.4.2 Network Diagram Standards
The Vendor should present a full network architecture diagram showing the entire MEMS including servers, server type, interfaces, network connections, and physical location. Note: As part of Contract negotiations, the selected vendor should work with IRM to include a preliminary draft diagram for each proposed environment until architecture diagrams can be finalized, submitted to and approved by OATS during the design task. The draft diagrams should be included in the final Contract. This should also be made part of a project business case that should be in “Recommended” status prior to Contract signature. The project business case is a Commonwealth responsibility. 
[bookmark: _Toc337728974][bookmark: _Toc338376980]L.3.4.3 Process Flow Modeling Standards
The Vendor should create process flow diagrams that provide an overview of the workflow processes starting with the end users. Many applications have multiple workflows with decision points and multiple diagrams to describe. This should include what type of data is being sent at each point.
[bookmark: _Toc337728975][bookmark: _Toc338376981]L.3.4.4 Software Disclosure List
The Vendor should provide a list of all software to be used in the Kentucky Medicaid Enterprise System. The Vendor should include the following for software listing:
1. Software product name.
2. Software product version.
3. Vendor of software product.
4. Software required for development.
5. Software required for support.
[bookmark: _Toc337728976][bookmark: _Toc338376982]L.3.4.5 Physical Environment Standard
The Vendor should create physical environment diagrams depicting what physical hardware, what operating system, and what applications are being used at each point. If DMZ’s are shown in the network diagram, then firewall devices that define these DMZ’s are assumed and do not have to be shown.
[bookmark: _Toc337728977][bookmark: _Toc338376983]L.3.5 Deliverable 3.5 – Test Management Plan (RFP Section 30.060.090) 
Overview:  The Vendor should develop a Test Management Plan and schedule for each phase of testing: Unit, System/Module, Integration, Rules and regression (for system components requiring customization). The Test Management Plan should describe the methodology, processes and tools proposed for successful testing. The Test Management Plan should include:
[bookmark: _Toc337728978][bookmark: _Toc338376984]L.3.5.1 Approach to Testing
1. Testing Philosophy and Approach:
a. Test Standards.
b. Steps in the testing process.
c. Verification Approach: how the development of the test scenarios ensures that all modules, rules, and functions of the MEMS are evaluated and accepted.
d. Approach to Non-Testable Requirements.
e. Contingency plans for risk mitigation and delays.
2. Test Phases:
a. Unit, System/Module, Rules, Integration/Interface, Regression, Stress and Load.
b. Relationship of test phases to each other.
c. Test Techniques and Methods.
3. Test Environments and Tools:
a. Configuration Management of Environment and Tools.
b. Verification of Test Tools. (Do they work correctly themselves?)
c. Workflow and Training requirements.
d. Test Data, including use of de-identified test data.
4. Roles and Responsibilities:
a. Vendor Staff.
b. CHFS Staff.
c. QA Vendor Staff.
d. External Organizations:
1) Sponsor.
2) User.
3) Interfacing Organizations.
e. Required Skills for Roles.
5. Test Documentation:
a. Documentation Standards.
b. Documentation Templates.
c. Content and Format.
1) For each test document: plans, cases, procedures.
6. Test Schedule and Work Plan.
7. Test Metrics and Measurements:
a. Tests Executed.
b. Tests Passed.
c. Tests Failed.
d. Test Incidents (by criticality).
e. Subsequent Defects.
f. Subsequent Change Orders or Work Authorizations.
8. Test Pass/Fail Criteria.
9. Test Closure Criteria.
[bookmark: _Toc337728979][bookmark: _Toc338376985]L.3.5.2 Testing Processes
1. Test Preparations.
a. A description of test scenarios and expected test results.
b. Plan to organize test results.
c. A plan for system performance measuring and tuning, based on the results of load/stress testing.
d. Plans for updating the RTM and DSDs.
2. Orientation and Kickoff.
3. Test Execution.
4. Test Monitoring.
a. Test Tracking.
b. Defect Identification(Severity) Process.
c. Defect Resolution Process.
5. Test Status Meetings and Reporting.
6. Test Exit Meetings:
a. Go/No-Go Decisions or Checkpoint Decisions.
b. Closure Evaluation Criteria.
7. Test Closure and Wrap Up.
a. Archiving, Lessons Learned.
[bookmark: _Toc337728980][bookmark: _Toc338376986]L.3.6 Deliverable – 3.6 Network Upgrade Requirements (RFP Section 30.060.090)
Overview: This Deliverable should detail the needed enhancements to the CHFS network and desktops in order to support the system performance and security requirements specified in Attachment. At a minimum, the deliverable should include:
[bookmark: _Toc337728981][bookmark: _Toc338376987]L.3.6.1 Network Requirements Specification
This section defines the network requirements for the Replacement MMIS, including:
1. Network Requirements for the MEMS – This Vendor should present the network configuration and identify the components needed to operate the MEMS. The requirements should include everything necessary to make the MEMS accessible by all enterprise users – internal and external.
2. Telecommunications Requirements for the MEMS – This Vendor should identify all telecommunication components required to meet the telephony and communication requirements of the MEMS. The requirements should include the specifications and quantity of the components.
[bookmark: _Toc337728982][bookmark: _Toc338376988]L.3.6.2 Desktops
This section identifies CHFS desktops requiring upgrades or replacement.
[bookmark: _Toc337728983][bookmark: _Toc338376989]L.3.7 Deliverable – 3.7 Data Conversion Strategy (RFP Section 30.060.090)
Overview: The Vendor should describe its strategy for converting and validating the accuracy of all legacy MMIS data into the new MEMS. The strategy should also include how all interfaces should be achieved. 
[bookmark: _Toc337728984][bookmark: _Toc338376990]L.3.7.1 Approach to Developing the Conversion Strategy
The Vendor should describe the general approach that should be used to document and communicate the data conversion scope, objectives, approach, and requirements to complete the data conversion processes for the new MEMS.  The strategy should address all data conversion requirements, regardless of whether an automated or manual method is recommended. This section discusses and addresses the following:
1. Determine whether any portion of the conversion process should be performed manually.
2. Determine whether legacy and new systems should be required to run in parallel during the conversion process.
3. Determine if the data function in the legacy system should be used in the same manner or used differently in the new MEMS.
4. Determine the order that data should be processed in the two systems.
5. Volume considerations, such as the size of the database and the amount of data to be converted, the number of reads, and the time required for conversions.
6. User work and delivery schedules and time frame for reports.
7. Determine task dependencies.
8. Determine whether data availability and use should be limited during the conversion process.
9. Determine the plan for handling obsolete or unused data that is not converted.
10. Determine the plan for cleansing data from the legacy to the new MEMS.
11. Determine critical factors, assumptions, constraints, risks, and issues that could affect the conversion process.
12. Determine if a clear disposition path exists for every business object/data element.
[bookmark: _Toc337728985][bookmark: _Toc338376991]L.3.7.2 Scope
The Vendor should provide a general description of the scope of the data conversion effort. Include discussion as to whether the conversion process should be implemented in phases. This Section should address the following:
1. Conversion objectives, impact and resources.
2. Files/data that should be converted or linked to the new system as an interface.
3. Plans for normalization of data to be converted.
4. Evaluation of CHFS ad hoc databases that facilitate Medicaid processes and whether their data needs to be converted and incorporated into the MEMS.
5. The processes that should be used to complete the conversion including verification procedures and acceptance responsibilities.
6. Conversion support requirements including use of the system, policy issues and hardware.
7. List of conversion tools.
8. Schedule for completing the conversion processes.
9. Conversion preparation task outline.
10. Plans for necessary manual conversion and data cleanup activities.
11. Approach to ensure the accuracy of the converted data.
12. Plans for ensuring that legacy MMIS data should be continually updated with changes from interfacing systems and new systems until all modules and system components of the new MEMS have been implemented.
[bookmark: _Toc337728986][bookmark: _Toc338376992]L.4.1 Deliverable – 4.1 Development Environment (RFP Section 30.060.100)
Overview: This Deliverable should describe and establish the Development Environment. The Vendor should create a fully maintainable integrated environment to be used for customization and maintenance of the MEMS without disruption of any other CHFS computing activities, fully managing code development and testing over the SDLC. The Vendor should provide for adequate ongoing licenses to maintain each environment. The programs in the Development Environment should mirror production, except for the change being tested and should allow CHFS to monitor the accuracy of the MEMS. This includes: processing test claims, using test files, and to run “what-if” type scenarios.
[bookmark: _Toc337728987][bookmark: _Toc338376993]L.4.1.1 Development Environment 
This document should inventory the hardware, software, network, communication, and data storage components necessary to support the construction of the new MEMS. It should also list configuration management (see Deliverable 1.3) tools and contain a platform architecture schematic that illustrates the technology components of the MEMS.
The Vendor should document its technical design of the six primary isolated processing environments to be used for the development of the new MEMS, including a description of the variances from one environment to another. The six processing environments should include:
1. Integration – An environment for the configuration and integration of the Framework with the Components and to establish interfaces with external systems.
2. Test – An environment robust enough to support multiple test scenarios simultaneously. Test should actually be comprised of a number of isolated sub-environments including a parallel test environment under Commonwealth management for the testing of major modifications. 
3. Staging – An intermediate platform used to move Components, Products, and services from the test environment to the Production environment as part a formal release management process.
4. Development – an environment to be used when changes occur to the MEMS.
5. Production – The fully tested and integrated MEMS accessible by users.
6. Training – A separate environment to be used to train users.
Additional staging areas may be proposed at the discretion of the Vendor. Vendor should address how each of these regions should be set up and utilized. Except for special purpose development environments, these regions should be maintained for the life of the system. Proposals should provide for adequate ongoing licenses, Central Processing Unit (CPU) & storage capacity to maintain each region.

If the Vendor should use any third party products during the course of this project, such products should be approved in writing by CHFS prior to their use. In order to receive such approval the vendor is required to submit a list of the products, the number of licenses that should be procured (if applicable), and a description of how the product should be used. The description should include whether the product is only required for customization/development or whether it would be required for ongoing support/maintenance. Each product should also have an outline as to its initial and ongoing costs (including, but not limited to, licensing, maintenance, support, run time licensing versus developer licensing, and so on). Approval of third party products is ultimately at the discretion of CHFS.

Any software purchased or developed for CHFS should be an appropriate fit into the CHFS IT Environment as described in the CHFS IT Environment Standard. Vendors should describe how their proposal's components are consistent with the current environment. Vendors may propose solutions that are not consistent with the current environment but in that case should include a detailed analysis of how their solution's requirements should be integrated into the existing CHFS IT Environment (including, but not limited to, purchases required, set up requirements and so on). 
[bookmark: _Toc337728988][bookmark: _Toc338376994]L.4.2 Deliverable – 4.2– Code Library, Version 1 (RFP Sections 30.060.100)
Overview: The Code Library consists of the program source code, databases, documentation, executable software, modules and services and associated job control language to build and operate the new MEMS.  Version 1 of the Code Library, Test Environment, is developed during Task 4, Development. Version 2, Acceptance Testing Environment, is developed during Task 7, Acceptance Testing, and Version 3, Production Environment, is developed during Task 9, Implementation.  The Code Library should be governed according to the Configuration Management Plan, Section 30.60.70, Deliverable 1.3. At a minimum, each version of the deliverable should include:
[bookmark: _Toc337728989][bookmark: _Toc338376995]L.4.2.1 Source Code Library Construction 
Establish a Code Library for keeping all artifacts of the development task. The Code Library is the repository for the executable software, source files, and software support information, including the “as built” design description and the compilation, build, and modification procedures, for a software system. This document should detail the structure and organization of the Code Library. Other than program source code, a large part of this library should hold associated documentation including the service registry. The foundation for developing this library should be the updated system, program, and operating procedures documentation developed in prior tasks.
[bookmark: _Toc337728990][bookmark: _Toc338376996]L.4.2.2 Documentation Content
This Section describes the documentation that should be included in the library, including:
1. System narratives and module narratives (including structure charts), identifying the processes associated with each, the purpose of the program or module, and interrelationships between the programs and modules.
2. Detailed program logic descriptions and edit logic, including, at a minimum, the sources of all input data, all editing criteria, all business rules, all decision points and associated criteria, interactions with other programs, and all outputs.
3. Layouts for all files and database tables to include, at a minimum, file/database table names and numbers; data element names, numbers, number of occurrences, length and type; record names, numbers, and length; and file maintenance data such as number of records during routine operations, required disk space, file retention, and back-up.
4. Detailed comprehensive data element dictionary (DED), including, at a minimum, data element names, numbers, descriptions, and definitions (including length and type); valid values with definitions; sources for all identified data elements; table listings for all table(s) elements; and lists from the DED in multiple sort formats; a cross-reference to the corresponding Part 11 of the State Medicaid Manual.
5. Process descriptions showing the flow of major processes and data within each and across system components and modules.
6. System component or module name and identification; identify each program, input, output, and file; job streams within system components and modules identifying programs, input and output, controls, job stream flow,  operating procedures, and error and recovery procedures; identification and listing of all Vendor internal control reports, including completion and reconciliation reports.
7. Software Development documentation to include: 
a. Application and database design and architecture.
b. Application start-up/shut-down procedures.
c. Application backup, recovery and restart procedures.
d. Database logical and physical organization and maintenance procedures.
e. Application and system security features.
f. Audit and testing procedures.
g. System data input, error checking, error correction and data validation procedures.
h. User help procedures and features.
i. System troubleshooting and system tuning procedures and features.
j. System administration functions such as code/business rule management.
k. Setting and changing of system User ID and password.
l. System interface processing (internal and external).
m. Online and batch processing.
n. Unique processing procedures.
o. Report generation procedures.
p. Job Scheduling and Cycles.
q. Change Control Process.
r. Configuration Management Process.
s. Additional areas defined by CHFS.
8. A Service Registry which describes and publishes the offered functionality of reusable services and how and where they may be consumed.
[bookmark: _Toc337728991][bookmark: _Toc338376997]

L.4.3 Deliverable – 4.3– Development Test Results (RFP Section 30.060.100)
Overview: This Deliverable describes the content and repository for development test results, which includes unit, modular and system component, systems integration and stress testing. At a minimum, the deliverable should include:
[bookmark: _Toc337728992][bookmark: _Toc338376998]L.4.3.1 Overview
All unit testing, including modular, system component testing and systems integration testing should all take place during the Task 4 Development. Results should be reported as part of Deliverable 4.3, Development Test. Stress testing should take place during Task 4, Development and Task 7, Acceptance Testing. Results should be reported as part of Deliverables 4.3 and 7.3, Development Test Results and Acceptance Test Results.
[bookmark: _Toc337728993][bookmark: _Toc338376999]L.4.3.2 Overall Assessment of the Software Tested
This Section should: 
1. Provide an overall assessment of the software as demonstrated by the test results in this report.
2. Identify any remaining deficiencies, limitations, or constraints that were detected by the testing performed. Problem/change reports may be used to provide deficiency information.
For each remaining deficiency, limitation, or constraint, describe the impact on software and system performance, including identification of requirements not met. Also, the following should be addressed:
1. The impact on software and system design to correct it.
2. A recommended solution/approach for correcting it.
[bookmark: _Toc337728994][bookmark: _Toc338377000]L.4.3.3 Impact of Test Environment
This section should provide an assessment of the manner in which the test environment may be different from the operational environment and the effect of this difference on the test results. Note: The UAT environment should be the technical equivalent of the production environment to minimize issues with promoted code and/or database changes in production. 
[bookmark: _Toc337728995][bookmark: _Toc338377001]L.4.3.4 Recommended Improvements
This section should provide any recommended improvements in the design, operation, or testing of the software tested. A discussion of each recommendation and its impact on the software may be provided. 
[bookmark: _Toc337728996][bookmark: _Toc338377002]

L.4.3.5 Detailed Test Results
This section describes the detailed results for each test.  It should include test number, summary of test results, problems encountered, identification of test procedure step(s) where problems occurred, reference to backup material as appropriate, deviations from test cases/procedures, and an assessment of the deviations' impact.
[bookmark: _Toc337728997][bookmark: _Toc338377003]L.4.3.6 Test Log
This section should present, possibly in a figure or appendix, a chronological record of the test events covered by this report. This test log should include at a minimum: 
1. The date(s), time(s), location(s), and tester(s) of the tests performed. 
2. The hardware and software configurations used for each test. 
3. A record of CHFS signoff on the completed and successful tests.
[bookmark: _Toc337728998][bookmark: _Toc338377004]L.4.4 Deliverable 4.4 – User Manual, Version 1 (RFP Sections 30.060.100) 
Overview: The Vendor should prepare user manuals and procedure manuals for their respective business and technical areas. The purpose of the User Manual is to provide a software user instruction on how to perform the work activities assigned to their job. All user documentation should be developed with the user in mind so that users that are not data processing professionals can easily understand how to operate the MEMS and can learn to access and interpret online screens.
The structure and format of the documents should have prior approval by the CHFS and have a consistent appearance across all system components and modules that make up the MEMS. The first draft of user documentation should occur during the development phase for use during the testing phase. Appropriate updates should occur during the implementation phases to include changes and corrections to procedures or processes that were identified during testing. As the manuals near or are in a final version, they should be used as the basis for user acceptance testing and for training before the start of operations, unless otherwise specified by CHFS.
The Vendor should be responsible for the production and distribution of all user documentation updates in a timely manner. Version 1 of the User Manual should be developed during SOW Task 4, Development. Version 2 should be updated during Task 9, Implementation.  At a minimum, the Deliverable should include:
[bookmark: _Toc337728999][bookmark: _Toc338377005]L.4.4.1 General Requirements for User Manual
The User Manual should give a software user step-by-step instruction for accomplishing tasks and work processes, creating reports, fixing errors and trouble shooting.
User documentation should adhere to the following standards: 
1. Be available online via the MEMS and inquiry functions should be presented separately from updating instructions. 
2. User manuals should be written in a procedural, step-by-step format. 
3. All functions and supporting materials for file maintenance (for example, coding values for fields) should be consolidated by module and by file within the business functional area. 
4. Definitions of codes used in various sections should be consistent. 
5. Mnemonics used should be identified and consistent with screens, reports, and the data dictionary. 
6. Abbreviations should be consistent. 
7. Field names for the same fields on different records should be consistent.
[bookmark: _Toc337729000][bookmark: _Toc338377006]L.4.4.2 User Manual Contents
The user manual should include at a minimum:
1. User manuals should contain a table of contents and indices. 
2. Descriptions of online error messages for all fields incurring edits should be presented with the corresponding resolution of the edit. 
3. Tables of valid values for data fields (for example, provider types and claims types), including codes and descriptions in English, presented on screens and reports.
4. Illustrations of screens used in the system component or module, with all data elements on the screens identified by number; and all calculated or generated fields on the screens described clearly. 
5. Instructions for entering online updates should clearly specify the screen to be used. 
6. Instructions for requesting reports or other outputs with examples of input documents and/or screens.
7. Instructions for file maintenance, with descriptions of code values and data element numbers for reference to the data dictionary. 
8. Each process and procedure should identify the user, their location within the organization and the purpose (outcome) of the process or procedure.
9. Report descriptions for reports generated within the system to include: 
a. A narrative description of each report.
b. The purpose of the report.
c. Definition of all fields in reports, including detailed explanations of calculations used to create all data and explanations of all subtotals and totals.
d. Definitions of all user-defined report-specific code descriptions and a copy of representative pages of each report.
e. Instructions for requesting reports or other outputs should be presented with examples of input documents and/or screens.
f. Provide and maintain a detailed user manual for the ad hoc reporting capability with instruction on how to use the online request function, and should include examples of the types of reports that can be generated.
[bookmark: _Toc337729001][bookmark: _Toc338377007]L.4.5 Deliverable 4.5– Operating Procedures, Version 1 (RFP Sections 30.060.100)
Overview: This Deliverable provides operating procedures to clearly document the system.  The first version of this Deliverable should be developed during Task 4, Development.  Version 1 should be updated and finalized during Task 9, Implementation, resulting in the Version 2 Deliverable.  At a minimum, the Deliverable should include:
[bookmark: _Toc337729002][bookmark: _Toc338377008]L.4.5.1 General Requirements for Operating Procedures
The purpose of the Operation Procedures document is to assist programmers and other technical staff in operation and maintenance of the system. These procedures help define and provide understanding of system operations and performance. Operating procedures should:
1. Provide operations technical staff the knowledge to efficiently operate and maintain the system.
2. Be maintained online via the MEMS.
3. [bookmark: _Toc337729003][bookmark: _Toc338377009]Be revised with any changes resulting from acceptance testing, training, or changes in procedures during on-going operations.
L.4.5.2 Contents of Operating Procedures
The Operations Procedures should address all facets of the technical operation of the system including the following topics:
1. Application and database design and architecture.
2. Application structure and module/sub-module/program/subroutine relationships.
3. Application start-up/shut-down procedures.
4. Application backup, recovery and restart procedures.
5. Data dictionary structure and maintenance procedures.
6. Database logical and physical organization and maintenance procedures.
7. Application and system security features.
8. Audit and testing procedures.
9. System data input, error checking, error correction, and data validation procedures.
10. User help procedures and features.
11. System troubleshooting and system tuning procedures and features.
12. System administration functions, such as code management and copy file management.
13. Setting and changing system password and user ID.
14. System interface processing.
15. On-line and batch processing procedures.
16. Unique processing procedures.
17. Report generation procedures.
18. Menu structures, chaining, and system command mode operations.
19. Job scheduling.
20. Job cycles (daily, weekly, monthly, quarterly, annually, and special).
[bookmark: _Toc337729004][bookmark: _Toc338377010]
L.4.6 Deliverables 4.6 - Detailed System Design Version 2 (RFP Section 30.060.100)

The Detailed System Design Version 1 found in Section L.3.1 should be updated resulting in Version 2
L.4.7 Deliverables 4.7 – Implementation Plan Version 2 (RFP Section 30.060.100)

The Implementation Plan Version 1 found in Section L.3.2 should be updated resulting in Version 2
L.5.1 Deliverable 5.1 - Data Conversion Plan (RFP Section 30.060.110) 
Overview: This Deliverable should elaborate on the Deliverable 3.7, Data Conversion Strategy as described in Section 30.060.110.050 and outline how the objectives of the strategy should be achieved. At a minimum, the Deliverable should include:
[bookmark: _Toc337729005][bookmark: _Toc338377011]L.5.1.1 Data Conversion Tasks
This Section identifies in detail the tasks and subtasks that should be performed in order to perform the necessary file conversions. Tasks should be listed in order of required occurrence. All task dependencies should be identified. This information may be depicted in the form of a work breakdown structure and appended to the plan. The conversion plan should include the following:
1. Perform an inventory of data to be converted and identify the data needed to populate the system so that the new MEMS is fully functioning.  Include data that is currently archived in the inventory. Establish the criteria for selecting archived data for conversion; identify archived data to be converted. Document physical location, media, and logistics involved in the conversion. Identify all data elements, files, and systems that should be converted including:
a. Name.
b. Source form or record layout.
c. Storage medium.
d. Physical Location of storage medium.
e. Size.
f. Access method.
g. Security and privacy considerations.
2. Identify all control procedures and validation criteria used to ensure that all data intended for conversion has been converted.
3. Plan any interim file maintenance requirements.
4. Develop conversion programs including:
a. Specifications.
b. Program coding.
c. Error/exception processes.
d. Test plans.
e. Hard-copy manual data entry screens, if necessary.
5. A discussion of the management of the conversion effort, including strategies for dealing with delays, contingencies, data reconciliation procedures, backup plan, backup personnel, process verification, and other issues impacting data conversion.
6. A detailed contingency plan to identify and mitigate risks that may be encountered during conversion.
7. Procedures for tracking and correcting conversion problems when encountered and for documenting any revised procedures in the conversion plan.
8. Specifications for manually converting data and capturing missing or unreliable data elements that cannot be converted.
9. Specifications for converting imaged documents.
10. Layouts of the reports produced as a result of conversion.
11. A definition of the metrics that should be generated by and used to measure the completeness of the conversion process.
12. Identification of default values, where necessary.
13. Steps for conversion.
14. Expected results.
15. Detailed mapping of the conversion elements (Source Fields to Target Fields) for each module and data files.
[bookmark: _Toc337729006][bookmark: _Toc338377012]L.5.1.2 Resource Requirements
Identify the required personnel, equipment, and CHFS staffing resources needed to perform each identified task and subtask. Information on staffing resources may be depicted in the above referenced work breakdown structure appended to the plan. 
The conversion plan should address the following resource requirements:
1. Identify necessary computer processing workloads.
2. Identify and plan manual support requirements.
3. Identify the Vendor and CHFS personnel needed to participate in the conversion of the data.
4. Plan any special training for conversion activities.
[bookmark: _Toc337729007][bookmark: _Toc338377013]G.5.1.3 Schedule
Identify the time required to complete each task and subtask. This information may be depicted in the above referenced Work Breakdown Structure (WBS) and attended to the plan.
[bookmark: _Toc337729008][bookmark: _Toc338377014]L.5.2 Deliverable 5.2 – Conversion Test Results (RFP Section 30.060.110)
Overview: This deliverable includes execution of the data conversion and the testing performed to validate that data conversion programs are working correctly. The vendor is responsible for any data cleanup activities required and should address any exceptions (data not successfully converted) resulting from the data conversion to the satisfaction of CHFS.  At a minimum, conversion testing results reports should include the following:
[bookmark: _Toc337729009][bookmark: _Toc338377015]L.5.2.1 Scope
This section describes the scope of the testing the Vendor should perform for data conversion and interfaces, including:
1. Identify the system(s) and conversion software to which the report applies.
2. Provide system/software overview including purpose of the system(s), history, operation, sponsor and users.
3. Purpose of the test.
[bookmark: _Toc337729010][bookmark: _Toc338377016]L.5.2.2 Overview of Test Results
This Section provides a narrative overview of the test results, including:
1. An overall assessment of the conversion software as demonstrated by test results.
2. Identification of any remaining deficiencies, limitations, or constraints that were detected by the testing performed. Problem/change reports may be used to provide deficiency information.
3. For each remaining deficiency, limitation, or constraint, a description of its impact on conversion software performance, the impact on software design to correct it, and a recommended solution for correcting it.
4. An assessment of how the test environment may be different from the operational environment and the effect of this on the test results.
5. Any recommended improvements in the design, operation, or testing of the conversion software tested.
[bookmark: _Toc337729011][bookmark: _Toc338377017]L.5.2.3 Detailed Test Results 
This Section presents the detailed results of the conversion and interface testing with the goal of demonstrating that:
The converted data allows continued application of all edits, audits, service authorizations and pre-certifications including; units used, drug exception requests, rebates, and calculations, and to meet all other system processing requirements. 
The conversion process allows CHFS and Vendor staff the ability to view data transparently from previous periods in the legacy MMIS, including images of claims, provider, service authorizations and pre-certifications, and other documents imaged in the existing legacy system. 
The converted data allows production of all reports required for system operation, policy decision-making and federal and CHFS reporting requirements. 
The Section should include the following:
1. Test data set.
2. The results of the testing in the format approved by CHFS. 
3. Completion status of each test case associated with the test.
4. When results are not “as expected”, identification of the test case with an explanation of the problem(s) that occurred.
5. Identification of the test procedure step(s) in which problems occurred.
6. Documentation of the number of times the procedure or step was repeated in attempting to correct the problem(s) and the outcome of each attempt.
7. Identification of each test case in which deviations from test case/test procedures occurred, rationale for the deviation, and assessment of the impact on the validity of the testing.
[bookmark: _Toc337729012][bookmark: _Toc338377018]L.5.2.4 Test Log
This Section provides a log of the testing that was done, including: 
1. A chronological record of the testing covered by the report including dates, times and locations of tests performed.
2. Hardware and software configurations used for each test.
3. Dates and times of each test related activity including individuals who performed the activity.
[bookmark: _Toc337729013][bookmark: _Toc338377019]L.5.2.5 Notes
This Section should record any general information that aids in understanding the testing results including background information and a glossary of terms and acronyms.
L.6.1 Deliverable 6.1 – Comprehensive Behavior Process Transition and Communication Plan (RFP Section 30.060.120)
[bookmark: _Toc337729014][bookmark: _Toc338377020]Overview: The purpose of the Organization Change Management activity is to successfully support DMS in the transition from the current business processes and organizational structure, to the future business practices and organizational structure surrounding the new MEMS in a controlled way. The Vendor should be expected to strive to integrate these change efforts with any ongoing CHFS-wide Organizational Change program at the time of the development effort. 
At a minimum, this activity needs to include the following:
L.6.1.1 – Comprehensive Behavior Process Transition and Communication Plan
This plan should include an organizational change strategy and the roadmap for communication (based on meetings and feedback from Commonwealth staff) for the purpose of identifying the behaviors to be transitioned, and the communication channels to be used in order to provide feedback from Commonwealth personnel. The plan should indicate how this feedback should be incorporated into future process transition activities. Required reports from a transition process activity should be identified as part of the plan. New process documentation should be defined in the plan.
L.6.2 – Deliverable 6.2 - Business Process Re-engineering (BPR) Modeling of Future Processes (RFP Section 30.060.120)
New processes should be documented utilizing BPR concepts and methods presented in the Comprehensive Behavior Process Transition and Communication Plan. Visual representation is encouraged wherever possible. 
L.6.3 – Deliverable 6.3 - Training of Staff on New Processes (RFP Section 30.060.120)
Training for Commonwealth personnel is critical with respect to new processes. Training materials should be developed showing current process steps and future steps (after the process has been re-engineered). The BPR Model should be used in the training process. A post class contact should be made available to students in the event that questions arise after the training is complete.
L.6.4 – Deliverable 6.4 - New Process Rollout (RFP Section 30.060.120)
A Commonwealth-approved rollout process should be used for all re-engineered processes. The rollout should require training before the rollout, close monitoring by Vendor personnel during the early use of the new process, timely feedback in response to any questions or concerns by Commonwealth personnel during the initial use of the process, and close review of “process output”. All of these steps should be documented in a plan of action before the rollout takes place.
L.6.5 – Deliverable 6.5 - BPR Results Report (RFP Section 30.060.120)
In order to maximize the information gained from a new process rollout, a Results Report should be required at the end of the rollout and early monitoring process. The report should include the plan of action, training materials, BPR Model documents, notes taken during the implementation, all questions submitted by Commonwealth personnel and Vendor responses and resolutions, and a “lessons learned” section to capture possible areas of improvement.
L.7.1 Deliverable 7.1 - Test Environment (RFP Section 30.060.130)
Overview: This Deliverable should describe and establish the test environment that was proposed in Section 30.060.130.060, Test Management Plan, Deliverable 4.5 and should be created by the Vendor. This Deliverable should be provided to CHFS before invoicing for Test Environment components.  A separate test environment should be provided to avoid disruption of other production and implementation activities.
[bookmark: _Toc337729015][bookmark: _Toc338377021]L.7.1.1Test Environment
This Section should describe the test environment and related testing tools, including an automated system test tool. The test environment should be a copy of the production environment including copies of all software, databases, tables and files loaded with de-identified test data. The test environment should be available from the CHFS network and appropriately configured to adequately emulate Web real world system use. This Section should include an inventory of all software and data stores that should be duplicated in the test environment.
In order to adequately test system-to-system interfaces, the test environment should also include copies of other system’s files and/or software involved in the interfaces. Inventory all software and data stores of other systems that are duplicated in the test environment.
Outline procedures for creation, maintenance and rebuilds of the test environment. Describe controls to maintain the integrity of the test data and prevent unauthorized rebuilds.
[bookmark: _Toc337729016][bookmark: _Toc338377022]L.7.2 Deliverable 7.2 – Acceptance Test Plan (RFP Section 30.060.130)
Overview: This Deliverable should elaborate on the Test Management Plan defined in Section 5.16, Deliverable 4.5. It should outline how the objectives of the Test Management Plan related to Acceptance Testing should be achieved. At a minimum, the Deliverable should include:
[bookmark: _Toc337729017][bookmark: _Toc338377023]L.7.2.1 Test Preparations
This section addresses the following areas. Security and privacy considerations should be included as applicable. 
1. Project-unique identifier of a test – This section should identify a test by project-unique identifier and should provide a brief description.
2. Hardware preparation – This section should describe the procedures necessary to prepare the hardware for the test. 
3. Software preparation – This section should describe the procedures necessary to prepare the item(s) under test and any related software, including data, for the test.
4. Environment preparation – This section should describe the procedures necessary to prepare and identify the correct version and location of the build being used for testing.
5. Testing tool training – This section should establish a plan to provide training on the selected testing tool for Acceptance Testing participants.
6. Other pretest preparations – This section should describe any other pre-test personnel actions, preparations, or procedures necessary to perform the test. Attention should be given to the scheduling of project and CHFS personnel involved in testing and validation of test results, and the securing of the testing location.
[bookmark: _Toc337729018][bookmark: _Toc338377024]L.7.2.2 Test Descriptions
Testing to simulate workflow should be included to ensure business performance is achieved.  Security and privacy considerations should be included as applicable. At a minimum, this Section should address the following areas:
1. Project-unique identifier of a test case.
2. Requirements addressed.
3. Prerequisite conditions.
4. Test inputs.
5. Expected test results.
6. Criteria for evaluating results.
7. Test procedure.
8. Assumptions and constraints.
[bookmark: _Toc337729019][bookmark: _Toc338377025]L.7.2.3 Defect/Issue Tracking Tools 
The CHFS requires that the Vendor provide and maintain a Defect/Issue Tracking Tool for DDI and the remainder of the SDLC. CHFS and its designees should be allowed access to this tool at the CHFS’s discretion. The Vendor should deliver a tool that provides, at a minimum:
1. Online accessibility to track identified defects and issue both local and remote. 
2. The status of each defect/issue with regard to findings, percentage of completion and resolution. 
3. Documented results of the correction efforts and the final result. 
4. The prioritized status of defects/issues. 
5. Summary and detailed reporting on all defects/issues in Excel formats. 
6. Supporting attachment capabilities (e.g., scanned documents, documents, and spreadsheets). 
7. The ability to cross reference each defect/issue to the RFP requirements or the RTM. 
8. Integration with the technical and non-technical artifact management repository. 
9. Integration with the workflow tool to route and alert the necessary staff members. 
[bookmark: _Toc337729020][bookmark: _Toc338377026]L.7.2.4 Requirements Traceability
This section should be divided to addresses the following areas. Security and privacy considerations should be included, as applicable.
1. Traceability from each test case to the system or requirements it addresses. If a test case addresses multiple requirements, the traceability should be established for each set of test procedure steps to the requirement(s) addressed.
2. Traceability from each system or requirement to the test case(s) it addresses.
[bookmark: _Toc337729021][bookmark: _Toc338377027]L.7.3 Deliverable 7.3 – Acceptance Test Results (RFP Section 30.060.120)
Overview: This Deliverable requires execution of Acceptance Testing and describes the content and repository for test results from user acceptance testing. The acceptance testing test results should be evaluated on structured system testing. All defect corrections should be thoroughly tested and approved by the CHFS prior to implementation of the change. At a minimum, the Deliverable should include:
[bookmark: _Toc337729022][bookmark: _Toc338377028]L.7.3.1 Overall Assessment of the Software Tested
This section should: 
1. Provide an overall assessment of the software as demonstrated by the test results in this report. 
2. Identify any remaining deficiencies, limitations, or constraints that were detected by the testing performed. Problem/change reports may be used to provide deficiency information. 
For each remaining deficiency, limitation, or constraint, describe its impact on software and system performance, including identification of requirements not met. Also, the following should be addressed:
1. The impact corrections have on software and system design.
2. A recommended correction solution/approach.
[bookmark: _Toc337729023][bookmark: _Toc338377029]L.7.3.2 Impact of Test Environment
This section should provide an assessment of the manner in which the test environment may be different from the operational environment and the effect of this difference on the test results. 
[bookmark: _Toc337729024][bookmark: _Toc338377030]L.7.3.3 Recommended Improvements
This Section should provide any recommended improvements in the design, operation, or testing of the software tested. A discussion of each recommendation and its impact on the software may be provided. 
[bookmark: _Toc337729025][bookmark: _Toc338377031]L.7.3.4 Detailed Test Results
This Section should describe the detailed results for each test.  It should include test number, summary of test results, problems encountered, identification of test procedure step(s) where problems occurred, reference to backup material as appropriate, deviations from test cases/procedures, and an assessment of the deviations' impact.
[bookmark: _Toc337729026][bookmark: _Toc338377032]L.7.3.5 Test Log
This section should present, possibly in a figure or appendix, a chronological record of the test events covered by this report. This test log should include at a minimum: 
1. The date(s), time(s), location(s), and tester(s) of the tests performed. 
2. The hardware and software configurations used for each test. 
3. A record of CHFS signoff on the completed and successful tests.
[bookmark: _Toc337729027][bookmark: _Toc338377033]L.7.4 Deliverable 7.4 – Operational Readiness Testing (ORT) (RFP Section 30.060.130)
Overview: During the testing phase, an operational readiness test plan and schedule is required to assess the readiness of FA operations and the competency and proficiency of the Vendors staff. The Vendor should prepare and present the plan in a format that is acceptable to CHFS prior to actually executing the plan. The plan should address at a minimum:
1. The identification all inputs and workflows into and through each business process being tested.
2. Load testing and its results.
3. Staff readiness testing, and communications testing to ensure the Vendor and Solution are ready to perform.
4. Basic functions such as:
a. Processing all inputs.
b. Pricing claims correctly.
c. Enrollment and eligibility and capitation processing.
d. Execution of claim adjustments and voids.
e. Customer service and correspondence management.
f. Drug rebate.
g. Banking and check processing functions and security features.
h. Mailroom and intake functions.
i. Provider functions and interfaces.
j. Electronic document management.
k. All reporting requirements.
5. The use of a properly functioning data communications network.
6. Meeting system performance and operational performance requirements.
7. Volume testing including at least 30 days of production capacity and claim record volumes.
8. Backup capacity and verification of data security and fire/disaster prevention and recovery procedures.
The disaster recovery processing portion of the operational readiness test should be limited to a recovery during a daily and a weekly process cycle. The length of the test should be the amount of time that is necessary to recover from the disaster and provide proof that the recovery has been successfully completed.
The Vendor should perform other operational readiness demonstrations at the discretion and direction of the Commonwealth, to ensure operational readiness.
[bookmark: _Toc337729028][bookmark: _Toc338377034]L.7.5 Deliverable 7.5 – Operational Readiness Test Report (RFP Section 30.060.130)
The Vendor should submit a report that details the results of the operational readiness tests and assessments. It certifies that the entire MEMS and its: functions, processes, operational procedures, staffing, telecommunications, and all other associated support is in place and ready for operation. 
At the end of each phase of testing, the Vendor should summarize the results of the testing in a Final Testing Report, which should include:
[bookmark: _Toc337729029][bookmark: _Toc338377035]L.7.5.1 Assessment of Operations Tested
This section summarizes the testing process and provides:
1. An overall assessment of the business operation as demonstrated by the test results in this report.
2. Identify any training, resource or operational deficiencies, limitations, or constraints that were detected by the testing performed. Problem/change reports may be used to provide deficiency information.
For any training, resource, or operational deficiency, limitation, or constraint, describe its impact with regard to:
1. Meeting key operational performance indicators or standards.
2. Other dependent business operations.
3. Identifying requirements that were not met.
4. Identify the effort and timeline to remedy the cause.
[bookmark: _Toc337729030][bookmark: _Toc338377036]L.7.5.2 Impact of the Test Environment
This section should assess the manner in which the test environment may have been different from the operational environment and the effect of this difference on the test results.
[bookmark: _Toc337729031][bookmark: _Toc338377037]L.7.5.3 Recommendation for Improvement
This section should discuss recommendations for improving: training curriculum for staff, staff preparedness and skill level, and workflow design, of the operation tested. A discussion of each recommendation and its impact on the operation may be provided.
[bookmark: _Toc337729032][bookmark: _Toc338377038]
L.7.6 Deliverable 7.6 – Source Code Library Version 2 (RFP Section 30.060.130)
The Source Code Library Version 1 developed under section 4.2 should be updated and becomes Version 2.
L.7.7 Deliverable 7.7 – Business Continuity Plan Version 2 (RFP Section 30.060.130)
The Business Continuity Plan Version 1 developed under section 1.8 should be updated and becomes Version 2.
L.7.8 Deliverable 7.8 – Detailed System Design Version 2 (RFP Section 30.060.130)
The Detailed System Design Version 1 developed under section 3.1 should be updated and becomes Version 2.
L.8.1 Deliverable 8.1 – Training Strategy (RFP Section 30.060.140)
Overview: Describes the Vendor’s approach to identifying and meeting training requirements. The Training Strategy should describe the methods proposed to develop and deliver both training and related documentation and should include a discussion of the Vendor’s understanding of CHFS training requirements. The Training Strategy should be reviewed as part of acceptance testing to verify accuracy, comprehensiveness, understandability, and usability. The strategy should address at a minimum the training requirements for users and technical staff for both pre- and post-implementation periods. The Vendor should also demonstrate their understanding of Kentucky’s provider community and provide a general description of the strategy for provider training. 
[bookmark: _Toc337729033][bookmark: _Toc338377039]L.8.1.1 Introduction
This section describes the Vendor’s training strategy. The training strategy should focus on two comprehensive training activities: a) Vendor and CHFS user and technical support staff training and b) Provider training. This section should include: 
1. Training course objectives. 
2. Vendor’s role in training.
3. Time frames in which training should be accomplished. 
4. Methods for training (e.g., classroom, Internet-based). 
5. Vendor’s approach to providing training for data conversion, acceptance testing, implementation, provider support, and post-implementation. 
6. Vendor’s approach to providing training for provider support, pre and post-implementation. 
7. Approach to providing training across the Commonwealth (localized training, train-the-trainer, etc.). 
[bookmark: _Toc337729034][bookmark: _Toc338377040]L.8.1.2 Training Requirements
This section describes the general work environment (including equipment) and the skills for which training is required. This section should refer to:
1. Identification of training audience/groups. 
2. Statement of how the Vendor’s training role and training-related tasks should vary within the multiple tasks identified in the project.
3. Description of how the Vendor’s training materials and training facilities should be ADA compliant.
4. Type of training to be developed. 
5. Projected training schedule. 
6. Method of delivering training. 
[bookmark: _Toc337729035][bookmark: _Toc338377041]L.8.1.3 Training Resource Requirements
This section identifies the essential resources known to be associated with the specified training including staff, space, equipment, and training aids. 
[bookmark: _Toc337729036][bookmark: _Toc338377042]L.8.1.4 General Content of Training Materials
This section presents content of proposed training materials, courses and documentation.
[bookmark: _Toc337729037][bookmark: _Toc338377043]L.8.1.5 Evaluation 
This section describes the process that should be used to assess the effectiveness of training that is provided and to adjust training methods as required.
[bookmark: _Toc337729038][bookmark: _Toc338377044]L.8.1.5 Communication Approach
In this section, the Vendor should describe its approach to Training Strategy change readiness and Training communication plans.
[bookmark: _Toc337729039][bookmark: _Toc338377045]L.8.2 Deliverable 8.2 – Training Plan (RFP Section 30.060.140)
Overview: This deliverable requires a description of the purpose, content and organization of the training plan.  A training planning session should be held to review the training plan prior to the first actual training session. 
[bookmark: _Toc337729040][bookmark: _Toc338377046]L.8.2.1 Introduction
This section provides an overview of the Training Plan.  At a minimum, the overview should:
1. Describe the group(s) who should receive training. 
2. Identify the objectives or expected results of the training, including actions user should be able to perform following training. 
3. Provide an overview of the training curriculum. 
4. Identify sources of information used to develop the training plan. 
[bookmark: _Toc337729041][bookmark: _Toc338377047]L.8.2.2 Training Methods
This section describes the Vendor’s training methods.  Instructor-led real-time synchronous technology should be utilized whenever possible. This Section should include: 
1. Methods for training (e.g., classroom, blended approach, distance learning, Internet-based). 
2. Approach to providing training across the Commonwealth (localized training, train-the-trainer, etc.). 
[bookmark: _Toc337729042][bookmark: _Toc338377048]L.8.2.3 Training Logistics
The Vendor should describe the training logistics and the skills required for trainers.  This section should, at a minimum, include the following: 
1. Schedule including duration, sites, and dates. 
2. Roles and responsibilities of the training staff.
3. Identification of persons or groups who may serve as trainers or training consultants.
4. Description of how training evaluation should be performed, including tools, forms, etc.
[bookmark: _Toc337729043][bookmark: _Toc338377049]L.8.2.4 Training Environment and Resources
The Vendor should provide training, not only on the COTS software (if applicable), but also any additional software products required to support the Vendor’s proposed solution and as necessary any training on the various hardware and network components used during operations (i.e., scanners or mobile devices).  This Section should identify all essential resource requirements associated with training, to include, at a minimum, the following:
1. Facilities.
2. Hardware/software.
3. Special hardware/software access apart from full production environment.
4. Instructor availability.
5. Projected level of effort.
6. Strategy for coordinating registration and tracking of students using CHFS’ Learning Management system.
7. System documentation and other resources required to familiarize the trainer with the system, produce training materials, and provide the actual training.
8. Post-implementation staffing for training and application advice/mentoring.
[bookmark: _Toc337729044][bookmark: _Toc338377050]L.8.2.5 Training Materials
This section describes the types of training materials that should be developed for technical training. Training materials may include visuals, handouts, workbooks, manuals, computerized display, and demonstrations. These materials should:
1. Follow a functional, workflow approach to learning the system with a focus on “hands-on” examples.
2. Accurately reflect the system as it functions.
3. Include preparation of an instructor guide for use in subsequent training.
4. Include a process for revision as system modifications are implemented or as additional training needs are identified. 
[bookmark: _Toc337729045][bookmark: _Toc338377051]L.8.3 Deliverable 8.3 – Training Environment (Section 30.060.140)
Overview: This deliverable requires a description and creation of the training environment, including equipment for Commonwealth personnel, providers, and other stakeholders. As stated in the RFP, the Vendor should provide a training facility to support MEMS training in the Frankfort region. The Vendor should develop training capabilities that can be duplicated and deployed to other CHFS locations throughout the Commonwealth. This deliverable should be provided to CHFS before invoicing for Training Environment components.
As part of the proposal, the Vendor should respond to this Section by describing the training environment, including the following at a minimum: 
[bookmark: _Toc337729046][bookmark: _Toc338377052]L.8.3.1 Training Environment
1. Describe the equipment and conditions required for the training, including installations, facilities, locations, and special databases.
2. Describe approach to distance learning and registration; include software tools required.
3. Describe class sizes.
4. Identify any actions required by other groups, such as users, to ensure all equipment is in place and specified conditions are met before the training.
5. Describe how ADA requirements should be met.
[bookmark: _Toc337729047][bookmark: _Toc338377053]L.8.4 Deliverable 8.4 – Training Materials (Section 30.060.140)
Overview: This deliverable describes and requires delivery of training materials that should be developed for user training. Training materials may include visuals, handouts, workbooks, manuals, computerized display, and demonstrations.
Training materials should be designed for hands-on use in a classroom, lab situation, or for future reference by users when the system is operational. All training materials become the property of CHFS and should be reviewed and approved by the Commonwealth before the start of the training. All training should be supported with a specific set of training materials. At a minimum, the Deliverable should include:
[bookmark: _Toc337729048][bookmark: _Toc338377054]L.8.4.1 Types of Training Materials
As part of the proposal, the Vendor should respond to this section by describing their training materials, including the following:
1. Training manuals that parallel the content of user and procedure manuals.
2. Samples of training course outlines, instructors’ classroom materials, training packets, presentations, and related documentation.
3. Description of training materials development, including alternate formats and provisions for an interpreter for people with vision and hearing impairments.
4. User training manual and training materials.
5. Instructor guides.
6. Provider manuals and training materials.
7. Development and distribution of instructional materials.
8. Classroom exercises.
9. Glossary.
10. Descriptions of audio/visual presentations and web-based tutorials.
[bookmark: _Toc337729049][bookmark: _Toc338377055]L.8.4.2 Content of User Training Materials
User training curricula and materials should cover, at a minimum, the following topics:
1. System overview.
2. System benefits.
3. Data inputs, outputs, and reports generated.
4. Major system business functions.
5. User manual contents and usage.
6. System Usage.
7. Entering data and data validation.
8. Data correction and user help features.
9. Menu and system function traversal.
10. Problem recovery.
11. Report usage, content, location, and generation.
12. Search and inquiry features.
13. Record update procedures.
14. System operation.
15. Seeking technical help.
16. Application and equipment assistance.
[bookmark: _Toc337729050][bookmark: _Toc338377056]L.8.4.3 Update/Revise Training Materials
Once training materials are developed, they should be stored in the Project Repository, Deliverable 1.5 as described in Section 30.60.070.050 and subjected to the same kind of configuration management process as the other system documentation. Training materials should remain current with system enhancements. 
[bookmark: _Toc337729051][bookmark: _Toc338377057]L.8.5 Deliverable 8.5 – Training Report (Section 30.060.140)
Overview: This deliverable should describe the method for reporting, reviewing, and correcting discrepancies identified during trainings. The Vendor should include the following at a minimum:
1. Names of persons trained.
2. Training date.
3. Length of training.
4. Vendor comments regarding the training session.
5. List of persons who were scheduled for training who did not attend.
6. Identify discrepancies identification and resolution.
[bookmark: _Toc337729052][bookmark: _Toc338377058]L.8.5.1 Evaluation
This Section identifies evaluation results regarding the effectiveness of the training and should use the industry standard Kirkpatrick Model which includes the following information:
1. Level 1; assess learners’ initial reaction to a course (100% of training).
2. Level 2; assess the extent to which learners achieved the objectives (50-60% of the training).
[bookmark: _Toc337729053][bookmark: _Toc338377059]L.9.1 Deliverable 9.1 – Implementation Plan Version 3 (Section 30.060.150)
The Implementation Plan Version 2 updated in section 4.7 should be updated again becoming Version 3.
L.9.2 Deliverable 9.2 – Production Environment (Section 30.060.150)
Overview: This deliverable requires the description and creation of the Production Software Environment by the Vendor to support all of CHFS’s requirements for a new MEMS. The Production Environment should be robust enough to support approximately 500 Commonwealth users and 30,000 providers who should access the system in addition to the FA users. This deliverable should be provided to CHFS before invoicing for Production Environment components.
[bookmark: _Toc337729054][bookmark: _Toc338377060]
L.9.2.1 Production Environment
This document should inventory the hardware, software, network, communication and data storage components necessary to support the MEMS and its users to the level specified in Performance Standards in Section 40 – Contract Terms and Conditions. This document should also outline how the Vendor should ensure that all components of the architecture are compatible and can handle the capacity requirements specified in SOW Section 30.060. Section 30.060.230.030.010.050—Improve Business Results and in the performance standards defined in the Project Plan (Deliverable 1.1 and 1.2).
The Production Environment should be able to support all interfaces with CHFS legacy systems and external entities and should integrate into the existing CHFS technical architecture.  This document should contain a platform architecture schematic that illustrates the technology components of the MEMS and how Commonwealth users, providers and others accomplish access to the system.
[bookmark: _Toc337729055][bookmark: _Toc338377061]L.9.3 Deliverable 9.3 – Source Code Library Version 3 (Section 30.060.150)
The Source Code Library Version 2 updated in section 7.6 should be updated again becoming Version 3.
L.9.4 Deliverable 9.4 – User Manual Version 2 (Section 30.060.150)
The User Manual Version 1 created in section 4.4 should be updated again becoming Version 2.
L.9.5 Deliverable 9.5 – Operating Procedures Version 2 (Section 30.060.150)
The Operating Procedures Version 1 created in section 4.5 should be updated again becoming Version 2.
L.9.6 Deliverable 9.6 – Final System Documentation DSD Version 3 Sysdoc (Section 30.060.150)
The Final System Documentation DSD Version 2 updated in section 4.6 should be updated again becoming Version 3.
L.9.7 Deliverable 9.7 Implementation Certification Letter (RFP Section 30.060.150)
The Vendor should be required provide an implementation certification letter that certifies that the system is ready for production. The Vendor should describe the preparation and QA process to assure the following requirements addressed in the certification letter have been properly addressed:
1. Completion of all technical and non-technical training activities as approved by CHFS.
2. All data has been converted, cleaned, tested, and accepted.
3. All critical defects have been addressed with a plan to prioritize and remediate those defects yet to be addressed.
4. All site preparation requirements have been met.
5. Help desk is established.
6. All user and system supports are in place.
7. All production jobs have been through the version control process and locked down in production libraries.
8. All production databases have been appropriately sized and are ready for production processing to begin.
[bookmark: _Toc337729056][bookmark: _Toc338377062]L.10.1 Deliverable 10.1–Quality Management Plan (RFP Section 30.060.160)
Overview: The Quality Management Plan (QMP) encompasses planning for, managing, and executing the operations of the new MEMS by the Vendor. The QMP should address: routine day-to-day operational support tasks, key performance measures and indicators established under the Master Service Level agreement, as well as how to monitor, and audit these tasks. Deliverable 10.1 should detail the plan that should support the Vendor’s Quality Management Program for the operations of the new MEMS. At a minimum, the Deliverable should include:
[bookmark: _Toc337729057][bookmark: _Toc338377063]L.10.1.1 Scope 
This section should identify the scope of the QMP that should be developed by the Vendor to identify tools, resources and administrative requirements and demonstrate compliance for on-going support of the program. This should expand the outline included in the Project Management Approach (Deliverable 1.1).
The PMBOK® Guide (Fourth Edition) breaks down the project quality management plan into three interactive process groups: 
1. Plan Quality.
2. Perform Quality Assurance.
3. Perform Quality Control (QC).
[bookmark: _Toc337729058][bookmark: _Toc338377064]L.10.1.2 Plan Quality 
The quality planning process applies to plans, documents, products and services, programs and operational functions. In addressing its approach to plan quality the Vendor should:
1. Identify which quality requirements and standards are relevant to the project and how to satisfy them.
2. Identify and define appropriate quality metrics and measures to establish standards for:
a. Business processes.
b. Product and service functionality.
c. Regulatory compliance requirements.
d. Deliverables.
e. Management performance.
f. Documentation.
g. Reporting.
h. Testing.
3. Identify quality standards and expectations for: customers, the project, organization and federal and Commonwealth mandates and initiatives including:
a. CMS guidelines such as MITA V2.01 and V3.0.
b. Health Benefit and Health Insurance Exchange IT guidance.
c. ARRA and ACA Medicaid Initiatives.
4. Define customer and project goals, quality standards, critical success factors, and metrics for which to measure success.
5. Identify monitoring processes and the metrics to measure SLA and other quality standards. 
6. Define methods of data collection and archiving, and document timeframes for measurement and metrics reporting.
7. Identify the tools and techniques available to the analyst such as:
a. Cost benefit analysis.
b. Statistical sampling.
c. Flowcharting.
d. Benchmarking.
[bookmark: _Toc337729059][bookmark: _Toc338377065]L.10.1.3 Perform Quality Assurance 
Quality Assurance (QA) is an execution process utilizing data from the Quality Control process. The QA function should be responsible for auditing existing controls, assessing the controls to determine if the desired results are being realized, ensuring that proper procedures are being followed, and performing specialized audits as necessary. To adequately perform the QA process the Vendor should explain how it plans to:
1. Audit the quality requirements and the results from the quality measurement initiatives identified in the Plan Quality Process group.
2. Provide consistent and systematic measurement comparison with standards.
3. Monitor processes and associated feedback loops that confer error prevention.
4. Ensure and provide assurance to the Commonwealth that service delivery meets or exceeds the quality standard requirements. 
5. Analyze quality data, document opportunities for improvement and apply what was learned from quality analysis to eliminate gaps between current and desired levels of performance.
QA activities should be performed by a QA unit or similar organization not actively involved in the work of the project.  These activities may be performed in support of the project team, project stakeholders, the project sponsor, project steering committee or management. The Vendor should identify in its development of the quality assurance plan, the unit singly responsible for performing the QA function for the remaining phases of the SDLC.
In addition to the QA activities indentified above, the Vendor should explain QA unit responsibilities for: 
1. Making recommendations for continuous process improvement.
2. Developing audit strategies.
3. Develop Surveys targeted to stakeholders.
4. Initiating corrective actions.
5. Organizational process asset updates including documenting and publishing; QA policies, desk level procedures, guidelines and lessons learned. 
6. Initiating change requests that improve performance.
7. Validating SLA performance metrics and system generated quality monitoring tools to ensure accuracy. 
8. Submitting monthly reports and findings to CHFS to be combined with the bi-monthly status report requirement. 
[bookmark: _Toc337729060][bookmark: _Toc338377066]L.10.1.4 Perform Quality Control 
Quality Control is performed throughout the project and employs activities and methodologies by the Vendor to observe and correct process variance or abnormality and ensure consistency in performance so that service quality requirements should be fulfilled. The Vendor should explain how Quality Control processes should be performed to include the following:
1. Identify those monitoring and controlling actions that should be conducted to control quality of deliverables and operational performance.
2. Define how it should be determined that quality standards comply with the defined standards outlined earlier in this document.
3. Identify owners of ongoing monitoring and improvement of project processes.
4. Examine the work product to determine if it complies with the documented standard.
The QC plan should prioritize those activities that are designated as critical to FA operations and to the SLAs established by the master SLA agreement. The plan may be amended from time to time with the prior approval of CHFS.
The Vendor should address at a minimum the following areas with regard to performing quality assurance and quality control efforts:
1. Deliverables.
2. Provider and Client Customer Service.
3. Reporting (internal and external).
4. Solution delivery.
5. Module and System component maintenance.
6. Change management and system component modifications.
7. System Documentation.
8. Testing activities.
9. Operational processing.
10. Claims processing and data entry.
11. Version control.
[bookmark: _Toc337729061][bookmark: _Toc338377067]L.10.2 Deliverable 10.2– Fiscal Agent Staffing Requirements Capability Report (30.060.160)
Overview: The Fiscal Agent Staffing Requirements Capability Report addresses the Vendor’s approach and strategy to fulfill the staffing requirements for FA operations. The Vendor’s approach should suffice to re-enforce the strategies employed in the QMP in deliverable 10.1 and comply with all QMP initiatives and operational requirements; the report should be prepared semi-annually. At a minimum, the Deliverable should include:
[bookmark: _Toc337729062][bookmark: _Toc338377068]L.10.2.1 Approach to Preparing the Report
This section describes the Vendor’s approach for determining the number and knowledge/skill level of staff necessary for supporting on-going FA operations, and the Quality Management Program requirements for the new MEMS. This report should be evaluated and updated annually.
[bookmark: _Toc337729063][bookmark: _Toc338377069]L.10.2.2 Organization Charts
This section contains an organization chart for FA operations including QMP support and should identify the following:
1. Reporting structure.
2. Key Staff.
3. Position Titles.
4. Number and type of Categorized Staff assigned.
[bookmark: _Toc337729064][bookmark: _Toc338377070]L.10.2.3 Key Persons
This section identifies the Vendor’s key personnel and should include the following information for each key person:
1. Name.
2. Position Title.
3. Functions to be performed by the position.
4. Knowledge/skills required for the position.
5. Qualifications of the incumbent.
[bookmark: _Toc337729065][bookmark: _Toc338377071]L.10.2.4 Support Team
This section identifies categorized labor for all staff assigned to the account and should include the following information for each position:
1. Position Title.
2. Required Skills.
3. Operations and quality functions performed.
4. [bookmark: _Toc337729066][bookmark: _Toc338377072]Number of Categorized Staff assigned in this category.
L.10.2.5 Recruitment and Training
This section describes the Vendor’s recruitment and training procedures. This should include information pertaining to:
1. Ensuring support staff have the knowledge/skills necessary to perform effectively in the MEMS environment.
2. Retention policy or methodology.
3. Providing routine training and orientation to new staff.
[bookmark: _Toc338377073]L.10.2.6 Cross Training Staff
This section describes where in the organizational structure type of training should be performed and for whom it should be received (if not individual names, then at least roles attached to specific training plans).
[bookmark: _Toc338377074][bookmark: _Toc337729067]L.10.3 Deliverable 10.3 & 12.3– Bi-Weekly Project Status Report (30.060.160)
Overview: The Bi-Weekly Project Status Report (PSR) should conform to reporting practices as described in PMBOK Guide (Fourth Edition). Deliverable 10.3 should address status reporting for FA operations core functions and system components. Deliverable 12.3 should address status reporting for system operation and maintenance support. The reports may be consolidated into separate sections of a combined bi-weekly report. At a minimum, the deliverable should include:
[bookmark: _Toc337729068][bookmark: _Toc338377075]L.10.3.1 Format and Focus
The Vendor should submit to the Commonwealth a bi-weekly project status report. This report is to be submitted in writing and should provide a summary of the previous two weeks’ activities. The report should also address any problems or concerns identified by the Vendor staff or the Quality Management Team and should briefly describe scheduled activity for the next week. The report is to be delivered to CHFS no later than 4:00 p.m. EST on the second business day of the following week. It should include, but not be limited to:
1. Production output by business area as applicable.
2. Call center and mailroom statistics.
3. Banking statistics including number of payments processed (paper check and EFT), reconcilable items (e.g., stale dated transactions, liens and levies, stop payments, deposits, damaged check stock).
4. Claims processing statistics.
5. Output from the activity tracking and management system.
6. Performance metrics and statistics including, but not limited to, help desk statistics, system uptime information, and other items related to the performance standards specified in the Contract.
7. Output resulting from QA activities performed by the QA Unit (incorporated monthly).
8. Joint Technical and Management Review finding.
9. PBM, Pro-DUR and Drug Rebate activities.
10. Other as defined by the Commonwealth.
Given that this is a bi-weekly report, emphasis on reporting certain issues may change based on the Commonwealths focused interests. The Vendor should make accommodation for reporting changes based on these interests However, at a minimum, the PSR should summarize schedule performance and budget performance to compare actual project performance with plan.
[bookmark: _Toc337729069][bookmark: _Toc338377076]L.10.4 Deliverable 10.4– Annual Status Report (30.060.160)
Overview: An annual report is to be provided to the Commonwealth not later than one month after the conclusion of each Contract year and is to cover the previous Contract year. Work request activity during the year should reflect major accomplishments as well as any minor points of interest.  The annual report should provide a prospective view in addition to the retrospective view so that the Commonwealth can anticipate any potential activity that the Vendor feels is necessary to keep FA operations as efficient as possible. Deliverable 10.4 should address annual status reporting for FA operations core functions and system components. Deliverable 12.4 should address system maintenance and operations support initiatives for the past and coming fiscal year including keeping the MEMS as efficient as possible. The reports may be consolidated into separate sections of a combined annual report.
[bookmark: _Toc337729070][bookmark: _Toc338377077]L.10.4.1 Report Content
For this annual report, the format should break down its prospective and retrospective views according to the approved service areas noted in the RFP for FA Operations and System Operations and Maintenance Support activities. At a minimum, the deliverable should include:
1. Summary of key events for the year, including account changes that happened in the past year, modifications to Key Persons, and planned personnel changes for the upcoming year.
2. Summary of any contractual issues that arose and how they were resolved. Include any anticipated contractual changes, either through renegotiated statement of work or through Contract amendments.
3. Summary analysis of service level performance and key performance indicators vs. planned or expected performance.
4. Summary of the results of systems operations for the year including a summary of performance and volume statistics, issues tracking and resolution, staffing changes, and planned staffing changes.
5. Summary of the enhancements and modifications made to the new MEMS and its components over the course of the year. The review of this should also include: a staffing analysis evaluating staffing efficiency in conjunction with the staffing skills and experience that were matched to perform the work tasks, proposed staffing changes or staff focus, and expected staffing changes and resource shifts between enhancement and maintenance work.
6. Summary of the maintenance activities and planned ongoing and key maintenance activities for the coming year, including appropriateness of staffing and past and predicted staffing changes and resource shifting. 
7. Help Desk recap, including the number of calls handled by the Vendor’s Level 2 help desk team and the results of those ticket assignments, an assessment of how the help desk process is working including interaction with CHFS Level 1 & 2 support staff with suggestions for improvement, and a staffing report with past and expected staffing changes.
8. Summary of any hardware, software, and 3rd-party services acquired in the past year and planned for the upcoming year.
[bookmark: _Toc337729071][bookmark: _Toc338377078]L.11.1 Deliverable 11.1 – Certification Checklist (RFP Section 30.060.170)
Overview: The MEMS certification encompasses the production and delivery of final systems documentation, preparation for, and obtaining federal certification of the new MEMS. At a minimum, the Deliverable should include:
[bookmark: _Toc337729072][bookmark: _Toc338377079]L.11.1.1 Certification Approach
[bookmark: OLE_LINK29][bookmark: OLE_LINK30]Preparation for certification should include developing and assembling documents that should be used to support the certification process and review. This deliverable should describe the Vendor approach to achieve certification by addressing the Vendor responsibilities that are outlined below.
1. Follow the preparation guidelines in the Medicaid Enterprise Checklist Toolkit (MECT also referred to as the Toolkit), or its successor, in preparing the MEMS and CHFS management for the Certification.
2. Review checklist criteria that identify specific requirements that should be met after a complete review of the State Medicaid Manual.
3. Review of other reference documents or contacts with other Commonwealth staff recently involved in certification review.
4. Identify and review other project deliverables that should be used in certification.
5. Identification of other documents that should be required for certification that should need to be assembled or created.
6. Archive first-run test claims and reports until receipt of certification.
7. Resolve any deficiencies identified during certification review.
8. [bookmark: _Toc337729073][bookmark: _Toc338377080]Process to be used to assemble, update and library requirement deliverables.
L.11.1.2 Certification Checklist Criteria
The certification checklist should contain, but is not limited to:
1. A crosswalk of Federal requirements to certification deliverables (system documentation, reports, walk-through books) and explanation of form and content of the deliverables.
2. Delineation of responsibilities between CHFS and the Vendor in completing certification.
[bookmark: _Toc337729074][bookmark: _Toc338377081]L.11.2 Deliverable 11.2 – Certification Review Package (Section 30.060.170) 
This deliverable requires CMS certification for final acceptance.  The Certification Review Package, the final product of documentation requirements identified in the Certification Checklist and Readiness process, should be used to obtain certification of the new MEMS. The Review Package should include the components described below. 
This section describes the documents the Vendor should prepare in support of the onsite review. This package should be submitted to CHFS with a written statement of intent to claim enhanced Federal Financial Participation. CHFS will be responsible for submitting the approved review package to CMS. This package should include, at a minimum:
1. Confirmation that system operations meet requirements and performance standards as specified in the State Medicaid Manual Part 11, Chapter 3.
2. Copy of system acceptance letter to the Vendor from CHFS.
3. System documentation including:
a. System Documentation Version 3, Deliverable 9.6.
b. Source Code Library Version 3: Production Environment, Deliverable 9.3.
c. User Manual Version 2, Deliverable 9.4.
d. Operating Procedures Version 2, Deliverable 9.5.
e. Acceptance Test Plan, Deliverable 7.2.
f. Acceptance Test Results, Deliverable 7.3.
g. Substantive and representative sample of reports.
4. Documentation for onsite review:
a. First-run MEMS reports.
b. Documentation, which may be requested by CMS following the preliminary review.
c. MECT Checklists.
[bookmark: _Toc337729075][bookmark: _Toc338377082]L.12.1 Deliverable 12.1 – System Operation & Maintenance Support Plan (RFP Section 30.060.180)
Overview: The Vendor should annually provide a MEMS Support Plan which should provide the Commonwealth transparency into the management and execution of systems operation and maintenance for the new MEMS. The plan should detail routine system support tasks as well as how to manage enhancements to the system. Deliverable 12.1 should detail the plan for the information systems operations and maintenance of the new MEMS including all modules and system components. At a minimum, the Deliverable should include:
[bookmark: _Toc337729076][bookmark: _Toc338377083]L.12.1.1 Scope
This section should identify the scope of the Systems Support Plan that should be developed by the Vendor to identify resource and administrative requirements for on-going support of the system. This should expand the outline that was included in the Implementation approach deliverable and is related to the Configuration Management Plan.
[bookmark: _Toc337729077][bookmark: _Toc338377084]L.12.1.2 Production Operation Support
This section address production systems support requirements, including the managerial and technical services required to manage and operate the replacement MEMS. This includes, but is not limited to, the following:
1. Batch cycle scheduling specification, including job turn-around time monitoring.
2. Database administration.
3. Coordination and consultation with applications software and testing teams.
4. Database standards identification and compliance monitoring
5. Database maintenance, reorganization, and recovery.
6. Data queries and corrections.
7. Database performance analysis and improvement.
8. Database resource utilization and capacity planning.
9. Performance tuning.
10. Problem identification.
11. Software release and emergency implementation.
12. Software quality assurance evaluation.
13. System resource forecasting.
14. Performance monitoring.
15. Software migration.
16. MEMS security implementation and monitoring.
17. Mainframe liaison support with CHFS.
18. Maintaining required interfaces, including file format and regular exchange of data according to requirements defined by CHFS.
[bookmark: _Toc337729078][bookmark: _Toc338377085]L.12.1.3 System Maintenance Resource Requirements
This section address system maintenance resource requirements resulting from a determination by CHFS or the Vendor that a deficiency exists in the system or that improved efficiency can be achieved through software modifications; including, but not limited to:
1. Activities necessary to correct a deficiency within the operational MEMS, including deficiencies found after implementation of modifications incorporated into the MEMS.
2. Activities necessary to ensure that all data, files, program, and documentation are current, and errors are found and corrected.
3. File maintenance activities for updates to tables and databases.
4. Changes to operations parameters concerning the frequency, quality, format, sorting media and distribution of reports.
5. Changes to edit disposition parameters for established edit or audit criteria.
6. Addition of new values or changes to existing values in all system tables.
[bookmark: _Toc337729079][bookmark: _Toc338377086]L.12.1.4 System Enhancement Resource Requirements
This section addresses system enhancement resource requirements resulting when CHFS or the Vendor determines that new functionality or significant changes to existing system functionality should be completed. This includes, but is not limited, to:
1. Activities necessary for the system to continue to meet the requirements of CHFS.
2. Activities necessary to continue to meet CMS certification requirements existing at the time of Contract award and ongoing standards.
3. Implementation of capabilities not contemplated in the RFP nor agreed to during the design and development tasks.
4. Implementation of audits and edits not defined in the RFP, current operating system and acceptance by CHFS.
5. Changes to established report, screen, or tape formats, new data elements, or report items.
6. Acceptance of a new input form.
[bookmark: _Toc337729080][bookmark: _Toc338377087]L.12.1.5 Activity Tracking and Reporting
This section presents the Vendors plan for providing or using CHFS’s automated online software management system for tracking and reporting all system maintenance and modification projects with full accessibility by CHFS. This plan should contain, at a minimum, the following elements: 
1. Identification of a defined set of software development and management indicators; including, but not limited to:
a. Project description and priority.
b. Dates requested, estimated and required.
c. Requestor.
d. Assigned resources.
e. Estimated hours to complete.
f. Project status including hours worked and estimated.
g. Methods used to evaluate these data.
h. Description of standard reports to be viewed on line.
i. Options for producing reports of varying content and format.
[bookmark: _Toc337729081][bookmark: _Toc338377088]L.12.1.6 System Maintenance and Enhancement Processing
This section presents the Vendor’s plan for processing system maintenance and enhancement tasks as described in Section 30.060.180 – System Hosting, Operations and Maintenance Support, including, but not limited to:
1. Notification of CHFS that a system problem has been identified or a change is needed in order to improve system operations or accuracy.
2. Receiving system change requests from CHFS.
3. Logging change requests and status into the project tracking and reporting system.
4. Development of requirements specification documents.
5. Establishing task priorities.
6. Development of test plans and procedures for acceptance by CHFS.
7. Performing tests and submitting test results.
8. Submission of updated systems documentation for approval.
9. Implementation of system changes and validation.
[bookmark: _Toc337729082][bookmark: _Toc338377089]L.12.1.7 Technical and Management Reviews
This section describes the Vendor’s plan for conducting technical and management reviews involving appropriate Vendor and CHFS staff. These reviews should be held routinely to address system objectives relating to software installation and project status.
[bookmark: _Toc338377090]L.12.1.7.1 Joint Technical Reviews
This section addresses the plan for technical reviews involving staff with technical knowledge of software products to be reviewed. These reviews should focus on in-process and final software products. The reviews should have the following objectives:
1. Review evolving software products to verify the proposed technical solution and obtain feedback on open issues.
2. Review project status, risks, and schedule issues.
3. Develop risk mitigation strategies.
4. Identify risks and issues to be raised to joint management reviews.
5. Ensure ongoing communication between CHFS and Vendor technical staff.
[bookmark: _Toc338377091]L.12.1.7.2 Joint Management Reviews
This section addresses the plan for joint management reviews involving staff with authority to make cost and schedule decisions. These reviews should have the following objectives:
1. Review project tracking reporting to assess project status, directions being taken, technical agreements, and emerging issues.
2. Resolve issues that could not be resolved at joint technical reviews.
3. Arrive at agreed upon mitigation strategies for near and long term risks that could not be resolved at joint technical reviews.
4. Identify and resolve management-level issues and risks not raised at joint technical reviews.
5. Obtain commitments and approvals needed for timely accomplishment of tasks and projects.
[bookmark: _Toc337729083][bookmark: _Toc338377092]L.12.2 Deliverable 12.2 – Staffing Requirements Capability Report (Section 30.060.180)
Overview: The Operations and Maintenance (O&M) Staffing Requirements Capability Report should encompass the staffing requirements and approach for the Vendor to fulfill the System O&M Support Plan and contractual obligations under the DDI Contract as well as any future related amendments and change orders. This report should be delivered semi-annually. At a minimum, the Deliverable should include:
[bookmark: _Toc337729084][bookmark: _Toc338377093]
L.12.2.1 Approach to Preparing the Report
This section describes the Vendor’s approach for determining the number and knowledge/skill level of staff necessary for supporting on-going operations, maintenance, and enhancement requirements of the MEMS. This report should be evaluated and updated annually.
[bookmark: _Toc337729085][bookmark: _Toc338377094]L.12.2.2 Organization Charts
This section contains an organization chart for system support and should identify the following:
1. Reporting structure.
2. Key Staff.
3. Position Titles.
4. Number and type of Categorized Staff assigned.
[bookmark: _Toc337729086][bookmark: _Toc338377095]L.12.2.3 Key Persons
This section identifies the Vendor’s Key Persons and should include the following information for each key person:
1. Name.
2. Position Title.
3. Functions to .be performed by the position.
4. Knowledge/skills required for the position.
5. Qualifications of the incumbent.
[bookmark: _Toc337729087][bookmark: _Toc338377096]L.12.2.4 Support Team
This section identifies the labor categories for all staff assigned to the account and should include the following information for each position:
1. Position Title.
2. Required Skills.
3. Operations, maintenance or enhancement functions performed.
4. Number of Categorized Staff assigned in this category.
[bookmark: _Toc337729088][bookmark: _Toc338377097]L.12.2.5 Recruitment and Training
This section describes the Vendor’s recruitment and training procedures. This should include information pertaining to:
1. Ensuring support staff has the knowledge/skills necessary to perform effectively in the MEMS environment.
2. Minimizing staff turnover.
3. Providing routine training and orientation to new staff.
[bookmark: _Toc338377098]L.12.2.6 Cross-training Staff
This section should describe where in the organizational structure this type of training should be performed and for whom it should be received (if not individual names, then at least roles attached to specific training plans).
[bookmark: _Toc337729093][bookmark: _Toc338377099]L.12.3 Deliverable 12.3 – Biweekly Status Report (Section 30.060.180)
Continue Biweekly Status Reports as indicated in section 10.3.
L.12.4 Deliverable 12.4 – Annual Status Report (Section 30.060.180)
Continue providing Annual Status Reports as indicated in section 10.4.
L.12.5 Deliverable 12.5 – System Updates (Section 30.060.180)
[bookmark: _Toc337729094][bookmark: _Toc338377100]Overview: This deliverable should describe the approach and process the Vendor should take with regard to updating the system and associated documentation. At a minimum, the Deliverable should include:
L.12.5.1 General Process
This section describes the Vendor’s general approach to updating system documentation, including general methodology for updating and reviewing documentation.  The Vendor should discuss the tool used for storing and updating documentation, the method used for version control, and when and how often documentation should be updated.  For each version release of the documentation, the Deliverable that served as the catalyst for the change should be referenced:
1. Requirements Document, Deliverable 2.1.
2. System Architecture and Design, Deliverable 4.1.
3. Test Plans, Deliverables 4.3 and 8.2.
4. Testing Results, Deliverables 5.3, 7.3 and 8.3.
5. User Manual, Deliverable 10.4.
6. Operating Procedures, Deliverable 10.5.
7. Source Code Library, Deliverable 10.3.
8. Training Materials, Deliverable 11.4.
[bookmark: _Toc337729095][bookmark: _Toc338377101]L.12.6 Deliverable 12.6 – Operations and Maintenance Procedure Manual (Section 30.060.180)
Overview: The Operations and Maintenance Procedure Manual should provide detail regarding the provisions of operations and maintenance services.  The Manual outlines how operations are being performed, addressing account management services, staffing, systems operations, system change, enhancement and modification, system general and routine maintenance, problem tracking and resolution, help desk services, and hardware/software acquisition. At a minimum, the Deliverable should include: 
[bookmark: _Toc337729096][bookmark: _Toc338377102]L.12.6.1 Account Management Services Overview
This section should provide an overview of the Vendor’s approach to Account Management. This should include coordination and reporting on ongoing system operation and maintenance.
[bookmark: _Toc337729097][bookmark: _Toc338377103]L.12.6.2 Enhancement and Modification of the System
This section describes the Vendor’s methodology to addressing system changes, enhancements and modifications. At a minimum, this section should address the following elements:
Approach to maintaining the MMIS according to CHFS-approved requirements, including:
1. Vendor’s participation in definition of system modifications and prioritization of system change requests.
a. Correction of system errors.
b. Managing preparation of Deliverables.
c. Receiving, recording, and tracking requests.
2. Evaluating and prioritizing requests and obtaining approval to proceed.
3. Planning for and managing enhancement and modification work.
4. Scheduling and monitoring work on enhancements and modifications.
5. Performing testing, including user acceptance testing.
6. Obtaining approval and scheduling implementation.
7. Reporting on status and performance.
8. Keeping documentation updated.
[bookmark: _Toc337729098][bookmark: _Toc338377104]L.12.6.3 System Maintenance (Break/Fix)
This section address the Vendor’s methodology for correcting deficiencies or achieving improved efficiency within the operational MMIS. At a minimum, this Section should address the following elements:
1. Process to identify the need for a maintenance activity.
2. Timeline for addressing system deficiencies.
3. Corrective action plans and approval process.
4. Process to correct errors and discrepancies.
5. Test plans and testing.
6. Implementation of approved modifications.
7. Tracking and status reporting.
8. Updates to Systems documentation and all other necessary documentation.
9. Process to verify successful implementation, including monitoring accuracy of processing, and correction of any problems.
10. Performance monitoring and reporting.
[bookmark: _Toc337729099][bookmark: _Toc338377105]L.12.6.4 Problem Tracking and Resolution
This section address the Vendor’s methodology and approach for correcting deficiencies or achieving improved efficiency within the operational MEMS. At a minimum, this Section should address the following elements:
1. How a CHFS or Vendor employee can report a problem.
2. How the problem is assigned for work, including staffing approach.
3. How the problem is tracked to resolution.
4. What is the escalation path and process for problem resolution.
5. [bookmark: _Toc337729100][bookmark: _Toc338377106]What is the communication process associated with closing a problem.
L.12.6.5 IT Help Desk Services
This section addresses the Vendor’s methodology for providing level three help desk support, including staffing.  
[bookmark: _Toc337729101][bookmark: _Toc338377107]L.12.6.6 Acquisition Services for Hardware, Software and Third Party Support Services
This section address the Vendor’s methodology for identifying, proposing, and developing acquisition plans for the acquisition of hardware, software, and third party support services.
[bookmark: _Toc337729102][bookmark: _Toc338377108]L.13.1 Task 13.1 – Turnover Plan (RFP Section 30.060.190)
Overview: This deliverable should describe the Vendor‘s approach and processes for transitioning the MEMS operations to another Vendor. The Vendor should develop a Turnover Plan to include at a minimum the following:
[bookmark: _Toc337729103][bookmark: _Toc338377109]L.13.1.1 Turnover Tasks and Subtasks
This section describes the Vendor’s proposed approach to turnover to ensure that essential functions, files, and programs pertaining to the MEMS are transitioned to the new Vendor without interruption to MEMS operations. At a minimum the Vendor should address and explain the approach to the following tasks in the Plan:
a. A description of the tasks and sub-tasks for turnover.
b. Development of a Project Schedule/WBS to include all Turnover activities, tasks, and sub-tasks.
c. Production program and Documentation update procedures during turnover.
d. Describe the approach to providing the following turnover services: 
a. Nine months prior to the turnover date, provide a copy of the MEMS (Deliverables 13.3 and 13.4) including:
1) All production computer programs, data and reference files, imaged documents, systems documentation on CHFS-approved storage media
2) All other documentation but not limited to, user and operation manuals needed to operate and maintain the System including:
a) Operations logs, process summaries, and balancing documents completed during the Contract.
b) Procedures for updating computer programs, data dictionaries, and other documentation.
c) System macros used for job scheduling, data entry, and System modification functions
d) Job scheduling parameters and/or inputs and reports used by operations staff during routine operations.
3) COTS, Third Party Hardware and software maintenance agreements.
b. Eight months prior to the turnover date; begin training the staff of CHFS or its designee in the operation and maintenance of the MEMS. Such training should be completed at least two months prior to the end of the Contract.  Such training should include:
1) Computer operations, maintenance and enhancement procedures, including performance monitoring procedures.
2) Procedures related to the operations of the Pharmacy POS, as well as other processes related to Pharmacy Benefits Management.
3) Other procedures.
c. At the turnover date, the Vendor should provide the final submittals of Deliverables 13.3 and 13.4 which include the most recent versions of MEMS documentation and software code and the following:
1) Identified work and projects in progress as of the turnover date. With respect to such work, document the current status of work accomplished and define work required to complete the work.
2) Provide Help Desk Tickets and problem logs reporting back at least one year prior to the turnover date. All open Help Desk Tickets should be addressed as work in progress in the previous paragraph.
3) Transfer security processes and tools including security and password controls.
d. Provide Post-turnover Services. Following the turnover of operations and maintenance responsibilities, the Vendor should provide CHFS with the following:
1) A turnover Results Report (Deliverable 13.5), which should document completion and results of each step of the Turnover Plan.
2) Ninety day post turnover deliver final banking statements for all closed Medicaid related banking accounts, and banking reconciliations for all settled transactions including an audit of each closed bank account by an independent certified public accounting firm.
3) The Vendor should provide to CHFS, the services of an onsite senior systems analyst who has worked on the MEMS for at least one (1) year. The individual is required to be onsite for the 180 calendar days following turnover. The individual proposed by the Vendor should be approved by CHFS. CHFS will provide working space for the individual and should assign their duties on a full-time basis to support post-turnover activity.
[bookmark: _Toc337729104][bookmark: _Toc338377110]L.13.2 Task 13.2 – Develop a MEMS Resource Requirements Statement (Section 30.060.190)
Overview: This deliverable describes the resources that should be to operate the equipment, maintain the software, and perform the other Vendor provided functions of the MEMS 
[bookmark: _Toc337729105][bookmark: _Toc338377111]L.13.2.1 Content
Twenty business days following the start of Task 13, the Vendor should furnish to CHFS a MEMS Requirements Statement listing the resources that would be required by CHFS or another Vendor to adequately take over operation of the MEMS. The statement of resource requirements should be based on the Vendor’s experience in the operation of the MEMS and should include actual Vendor resources devoted to the operation of the System based on contract requirements and performance agreements. The MEMS Requirements Statement should include at a minimum the following:
1. An estimate of the number, type, and salary of personnel required. Key staff should be identified separately by functional area.
2. Personnel information (name, salary/rate, benefits) and access to Vendor’s staff for potential hire by CHFS or its designee.
3. Separately identify by type of activity the personnel required to operate and maintain the MEMS.
4. Detailed organization chart with names and position titles.
5. Facilities and other resources required to maintain and operate the MEMS under the current contract. 
a. Data Processing Equipment.
b. System and Special Software.
c. Other Equipment.
d. Telecommunications Networks.
e. Office Space.
f. Other Resources.



