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	No.
	Reference
	Requirement


	
	
	Security and Privacy (SP)

	1.
	SPB1
	Protect the KY MMIS against hardware, software, and human error. The Disaster Recovery Plan (DRP) should be available for review by Commonwealth or Federal officials upon request and version control should be maintained.  

	2.
	SPB2
	Ensure the appropriate checkpoint/restart capabilities, file back-up and storage capabilities, hardware and software back-up, telecommunications reliability, and disaster recovery.  

	3.
	SPB3
	Prepare a Disaster Recovery Plan that minimally addresses:

1. Checkpoint/restart capabilities.

2. Retention and storage of back-up files and software.

3. Hardware back-up for the main processor.

4. Hardware back-up for data entry equipment.

5. Network back-up for telecommunications.

6. Network back-up for server hardware, software, and user data.

7. Location and details on all system back-up and recovery sites.

The continued processing of Kentucky transactions (claim records, eligibility verification, provider file, updates to the KY MMIS, and so forth), assuming the loss of the Vendor's primary processing site; this should include access for the Commonwealth online component of the KY MMIS.

	4.
	SPB4
	Prepare a Disaster Recovery Plan that also addresses, at a minimum:

8. Back-up procedures and support to accommodate the loss of online communication between the Vendor's processing site and Commonwealth facility(s) in Kentucky; these procedures are to not only provide for the batch entry of data and provide the Vendor with access to information necessary to adjudicate claim records, but are to also provide the Commonwealth with access to the information and processing capabilities necessary to perform its functions.

9. A detailed file back-up plan and procedures, including the offsite storage of crucial transaction and master files; the plan and procedures should include a detailed schedule for backing up critical files and their rotation to an offsite storage facility; the offsite storage facility should also provide for comparable security of the data stored there, including fire, sabotage, and environmental considerations.

10. The maintenance of current system documentation and source program libraries at an offsite location.

	5.
	SPB5
	Prepare a Disaster Recovery Plan with each aspect detailed as to both Vendor and Commonwealth responsibilities and should support Commonwealth plans and processes and satisfy all requirements for Federal certification. The Vendor should maintain and update the Plan throughout the term of the Contract. The Commonwealth requires initial and annual testing of the Plan.

	6.
	SPB6
	Prepare, maintain, and test a DRP and provide CHFS, or its designee, with up-to-date copies, at least once a year, during the term of the Contract. The Disaster Recovery Plan should be submitted to CHFS, or its designee, for approval prior to the systems implementation and whenever changes are required.

	7.
	SPB7
	Ensure that each aspect of the DRP is detailed as to both Kentucky Medicaid Management Information System (KYMMIS) Vendor and CHFS, or its designee, responsibilities and that it satisfies all requirements for Federal certification. Normal KY Medicaid day-to-day activities and services should be resumed within three working days of the inoperable condition at the primary site(s).

	8.
	SPB8
	The DRP should address checkpoint/restart capabilities.

	9.
	SPB9
	The DRP should address retention and storage of backup files and software.

	10.
	SPB10
	The DRP should address hardware backup for the main processor(s).

	11.
	SPB11
	The DRP should address network backup for voice and data telecommunications circuits.

	12.
	SPB12
	The DRP should address Vendor-provided voice and data telecommunications equipment.

	13.
	SPB13
	The DRP should address the Uninterruptible Power Source (UPS), at both the primary and alternate sites, with the capacity to support the system and its components, at a minimum:

1. 30 minutes of run time.

2. An alternate power source that automatically switches over from the UPS and furnishes at least 24 hours run time.

	14.
	SPB14
	The DRP should address the continued processing of Kentucky transactions (claims, eligibility, provider file, and other transaction types), assuming the loss of the Vendor's primary processing site; this should include interim support for CHFS, or its designee, online component of the MMIS/PBM/DSS and how quickly recovery can be accomplished.

	15.
	SPB15
	The DRP should address backup procedures and support to accommodate the loss of online communication between the Vendor's processing site and CHFS, or its designee.

	16.
	SPB16
	The DRP should contain detailed file backup plan and procedures, including the offsite storage of crucial transaction and master files; the plan and procedures should include a detailed frequency schedule for backing up critical files and (if appropriate to the backup media) their rotation to an offsite storage facility. The offsite storage facility should provide security of the data stored there, including protections against unauthorized access or disclosure of the information, fire, sabotage, and environmental considerations.

	17.
	SPB17
	The DRP should address the maintenance of current system documentation and source program libraries at an offsite location.

	18.
	SPB18
	Establish and maintain, on a daily and weekly basis, an adequate and secure backup for all computer software and operating programs, databases and systems, operations, and user documentation (in magnetic and non-magnetic form). The backups should be maintained at a secure offsite location in an organized and controlled manner.

	19.
	SPB19
	Provide for offsite storage of backup operating instructions, procedures, reference files, system documentation, programs, procedures, and operational files. Procedures should be specified for updating offsite materials. The DRP should be in place before operations are assumed. All proposed offsite procedures, locations, and protocols should be approved, in advance, by CHFS, or its designee.

	20.
	SPB20
	Provide and identify all backup processing capability at a remote site(s) from the Vendor's primary site(s) to assure that all KY Medicaid components continue to function as “normal”, in the event of a disaster or major hardware problem at the primary site(s).

	21.
	SPB21
	Provide documentation defining backup processing capacity and availability.  Included should be a prioritized listing of all of the Vendor's backup processing that should be performed at the backup processing facility in the event of an inoperable condition at the primary site. Estimated backup processing capacity utilization should be included for each backup processing item listed. Documentation should include written agreements with the management of the backup processing facility. Agreements should identify duties and responsibilities of all parties involved, as well as specify the level of backup service to be provided to KY Medicaid.

	22.
	SPB22
	Demonstrate the backup processing capability for all critical system components at a remote site, once during the first year of the Contract period and no less often than every two calendar years. The demonstration at the remote site should be performed for all administrative, manual, input, processing, and output procedures functions, and include: 

1. The processing of one daily and one weekly payment processing cycle, at a minimum, and a test of all online transactions, including the real-time interface with DSS, and a test of query and report capability.

2. Verification of the results against the corresponding procedures and production runs conducted at the primary site.

	23.
	SPB23
	Perform backup demonstrations at no additional cost to CHFS, or its designee. Failure to successfully demonstrate the procedures may be considered grounds for termination of this Contract. CHFS, or its designee, reserves the right to waive part or all of the demonstrations. In the event the Vendor's test is deemed by CHFS, or its designee, to be unsuccessful, the Vendor is to continue to perform the test until satisfactory, at no additional cost.

	24.
	SPB24
	Protect all data/files in an approved, secure offsite location. The KYMMIS Vendor should provide an alternate business site, if the primary business site becomes unsafe or inoperable due to an event of a natural or man-made disaster. The business site should be fully operational within three workdays of the primary business site becoming unsafe or inoperable.  

	25.
	SPB25
	Maintain appropriate checkpoint/restart capabilities and other features necessary to ensure reliability and recovery, including telecommunications for voice and data circuits, and disaster recovery.

	26.
	SPB26
	Establish a central point of contact for MMIS access requests.

	27.
	SPB27
	Perform manual password requests and changes according to CHFS, or its designee, policy and timeframe.

	28.
	SPB28
	Confirm security access request within one hour of receipt, per CHFS, or its designee, policy.

	29.
	SPB29
	Process reinstatement/new access requests within 24 hours of request, per CHFS, or its designee, policy.

	30.
	SPB30
	Setup new security role/group access within 72 hours of request, per CHFS, or its designee, policy.

	31.
	SPB31
	Provide online security training documentation that addresses specific security controls of the system.

	32.
	SPB32
	Monitors authorized user access of the system, through automated and manual processes, and report the outcome of the security audits to CHFS, or its designee, on a schedule and in a format required by CHFS, or its designee.

	33.
	SPB33
	Ensure resetting of user passwords for CHFS, or its designee, is completed in a timely manner, as determined by CHFS, or its designee.

	34.
	SPB34
	Develop a Business Continuity Plan that identifies the core business processes involved in KY Medicaid.

	35.
	SPB35
	The Business Continuity Plan should be formally reviewed on a yearly basis and approved by CHFS, or its designee.

	36.
	SPB36
	The Business Continuity Plan should identify potential system failures for each core business process.

	37.
	SPB37
	The Business Continuity Plan should contain risk analysis for each core business process.

	38.
	SPB38
	The Business Continuity Plan should contain an impact analysis for each core business process.

	39.
	SPB39
	The Business Continuity Plan should contain a definition of minimum acceptable levels of outputs for each core business process.

	40.
	SPB40
	The Business Continuity Plan should contain documentation of contingency plans.

	41.
	SPB41
	The Business Continuity Plan should contain definition of triggers for activating contingency plans.

	42.
	SPB42
	The Business Continuity Plan should contain discussion of establishment of a business resumption team.

	43.
	SPB43
	The Business Continuity Plan should contain a hierarchy of management, including recall list, which should be updated quarterly and approved by CHFS, or its designee.

	44.
	SPB44
	The Business Continuity Plan should address maintenance of updated Disaster Recovery Plans and procedures.

	45.
	SPB45
	The Business Continuity Plan should contain procedures for accessing necessary electronic Protected Health Information (ePHI), in the event of an emergency and for continued protection of ePHI during emergency operations.

	46.
	SPB46
	The Business Continuity Plan should address planning for replacement of personnel, to include: 

1. Replacement in the event of loss of personnel before or after signing this Contract.

2. Replacement in the event of inability by personnel to meet performance standards.

3. Allocation of additional resources in the event of the KYMMIS Vendor’s inability to meet performance standards.

4. Replacement/addition of personnel with specific qualifications.

5. Time frames necessary for replacement.

6. KYMMIS Vendor’s capability of providing replacements/additions with comparable experience.

7. Methods for ensuring timely productivity from replacements/additions.

8. How established tasks are to be continue to be performed by staff when disaster strikes.

	47.
	SPB47
	Maintain structured policies for Business Relationship Management, Memorandums of Understanding (MOUs), Business Associate Agreements, and Trading Partner Agreements.

	48.
	SPB48
	Maintain separate functions and segregate duties of personnel to assure adequate financial, security, quality and auditing controls consistent with the size and volume of the Kentucky Medicaid Program, GAAP, GAAS, and GAGAS (MMIS-PBM only), including utilizing the security profiles and data classification schema to maintain security access control.

	49.
	SPB49
	Ensure that individuals in the same family may not work in any combination of the following:  Provider Communications (Call Center), Finance, Audit, and Systems Security, and other areas as identified by CHFS, or its designee. Appropriate separation of duties should be applied to all aspects of financial management.

	50.
	SPB50
	Conform and adhere to all duties required by the Business Associate Agreement, per CHFS, or its designee, policy.

	51.
	SPB51
	Provide a Privacy Policy page that allows the Kentucky Medicaid Program members to report complaints regarding the misuse of their private health care and program identification information.

	52.
	SPB52
	Contain appropriate personnel policies related to training KYMMIS Vendor staff for Security/Privacy, including sanction policies.

	53.
	SPB53
	Review training policies and procedures, at a minimum annually and maybe bi-annually. CHFS, or its designee, are to approve these training policies and procedures.  

	54.
	SPB54
	Comply with CHFS Security Policy.  To obtain a copy of CHFS Security Policy, the KYMMIS Vendor should sign a Security Policy Non-Disclosure Agreement.

	55.
	SPB55
	Comply with all Federal, Commonwealth, and CHFS, or its designee, security policies.

	56.
	SPB56
	Report to the Commonwealth Security Officer, Privacy Officer, and MMIS Coordinator, within one hour of any breaches of Security and/or Privacy.  

	57.
	SPB57
	Report of HIPAA and security violations should be sent to CHFS, or its designee, quarterly.

	58.
	SPB58
	Establish appropriate protocols to ensure that physical property/facility security and data confidentiality safeguards are maintained.  

	59.
	SPB59
	Provide physical site and data security sufficient to safeguard the operation and integrity of the MMIS, PBM, and DSS/DW.

	60.
	SPB60
	Ensure that the system operates in accordance with all Commonwealth and Federal security and confidentiality regulations.

	61.
	SPB61
	Provide appropriate security measures, such as user codes and passwords, to ensure only appropriate CHFS, or its designee, staff, KYMMIS Vendor staff, providers, and members have access to update and inquiry options via the online system and web portal.

	62.
	SPB62
	Ensure controlled limited access to user security access profile maintenance.

	63.
	SPB63
	Provide online access to new CHFS, or its designee, staff within 24 hours of the request.

	64.
	SPB64
	Provide secure encrypted email output and reply backs when sending to members, providers, CHFS, or its designee, staff and others, when PHI is in the content.

	65.
	SPB65
	Comply with all HIPAA requirements to include, but not limited to:

1. Vendor responsibility to remediate the breach and notify individuals in the event of a data breach as defined under HIPAA.
2. Vendor responsibility to manage and pay for all costs of a data breach as defined under HIPAA.
3. Vendor responsibility to assure compliance of the system and vendor processes with HIPAA.

	66.
	SPB66
	The KYMMIS Vendor is to have a 3rd party security assessment done at their expense on an annual basis for both Infrastructure and Applications. Assessment results to be provided to DMS.  Vendor is to follow CHFS standard Statement of Work for security assessments. Any changes to statement of work should be approved by CHFS IT Security group.  

	67.
	SPB67
	The vendor is to have a 3rd party certify and accredit the system when a new system is implemented. The base level controls should follow the NIST 800-53 moderate controls.  Certification and Accreditation results to be provided to DMS.  

	68.
	SPB68
	The vendor is to provide an ongoing security awareness program framework for DMS employees to ensure that awareness activities are done at new hire and annually for DMS employees. The Vendor is to provide DMS access to records or reports on an as-needed basis.   

	
	
	MEMBER MANAGEMENT (BE)

	69.
	BEB1
	Operate and maintain the Member Management function of the KYMMIS, in accordance with policy set forth by KY Medicaid.

	70.
	BEB2
	Operate the Member Management Module, according to the requirements of the Contract.

	71.
	BEB3
	Ensure that all existing and new requirements of Federal mandates, the SMM, and CHFS and Federal policy are met by deadlines or penalties are to be assessed. 

	72.
	BEB4
	Provide assistance to CHFS, or its designee, staff regarding all components of the KYMMIS Member Management Module.

	73.
	BEB5
	Produce program data necessary to satisfy Federal Medicaid waiver reporting requirements, monitor utilization, and assess quality of care provided to members.

	74.
	BEB6
	Update waiver information, as changes are reported.

	75.
	BEB7
	Retain KYMMIS member change transactions received from CHFS, or its designee, in the format received, for control, balance, and audit purposes, as specified by CHFS.

	76.
	BEB8
	Make modifications to the Member Management Module to track all distinct groups of members, or applicants, when directed by CHFS, or its designee.

	77.
	BEB9
	Apply member update transactions, within no greater than 24 clock hours of availability of the file from the Commonwealth, or its designee.

	78.
	BEB10
	Apply all additions, modifications, and/or corrections to the KYMMIS Member Management Module, as directed by CHFS, or its designee.

	79.
	BEB11
	Supply and maintain a telecommunications eligibility interface (KY eligibility system, Commonwealth Data Exchange (SDX), and any other files or web portals).

	80.
	BEB12
	Accept and process the HIPAA standard 270/271 transaction.

	81.
	BEB13
	Maintain a web site that is easy for members, or the general public, to navigate to obtain information on Medicaid and services offered through the KY Medicaid programs.

	82.
	BEB14
	Provide and maintain a web portal for use by authorized CHFS, or its designee, users and providers.

	83.
	BEB15
	Obtain CHFS, or its designee, approval of all Medicaid information posted on the web site.

	84.
	BEB16
	Perform reconciliation of the KYMMIS member file to Commonwealth member files, at least twice a month, as specified by the Commonwealth.

	85.
	BEB17
	Receive and process data from all input sources on a daily basis and/or a schedule approved by CHFS, or its designee. 

	86.
	BEB18
	Perform a reconciliation of the Member Management Module to all eligibility files (Department of Human Services (DHS), SDX, Medical Assistance Only (MAO), and any others) with 100% accuracy, by rules approved by CHFS, or its designee, and on a schedule to be established by CHFS, or its designee.

	87.
	BEB19
	Supply, maintain and provide assistance with telecommunications interfaces with MCO(s).

	88.
	BEB20
	Identify member file or data discrepancies, seeking CHFS, or its designee’s, assistance, when necessary.

	89.
	BEB21
	Provide online inquiry and update capability for all member data.

	90.
	BEB22
	Provide the ability to use search criteria, such as name (internal use only), Social Security Number (SSN), and other data elements, as defined by CHFS, or its designee.

	91.
	BEB23
	Maintain and operate the Benefit Plan Administration Module, and provide web-based access to the module for  KYMMIS Vendor and CHFS, or its designee’s, use:

1. Provide authorized CHFS, or its designee, users with online access to view and edit benefit plan information.

2. Create benefit plans for new programs, as specified by CHFS, or its designee.

3. Edit existing benefit plans, at the direction of CHFS, or its designee.

4. Thoroughly test and troubleshoot entries into the rules engine, prior to implementation, to ensure that the operation accurately parallels the existing KYMMIS.

5. Thoroughly test and troubleshoot entries into the rules engine, as changes are made, prior to the implementation of any changes.

	92.
	BEB24
	Provide online KYMMIS update capability to selected fields in member files, such as member restriction indicators, TPL information, and certain eligibility data, as required by CHFS, or its designee.

	93.
	BEB25
	Provide online search to all member records with access, including, but not limited to, case number, member number, member SSN, and member name (internal use only).

	94.
	BEB26
	Maintain appropriate controls and audit trails to ensure that the most current member eligibility data available are used for automated eligibility verification, each claims and encounter processing cycle, and other applicable KYMMIS systems and processing.

	95.
	BEB27
	Maintain written documentation to support each modification and/or correction made to the Member Management Module, including the date the modification and/or change was made, and the identification of the person making the change.

	96.
	BEB28
	Report suspected fraudulent activity to CHFS, or its designee.

	97.
	BEB29
	Apply edits/audits that prevent claims from being paid when a member has not received a referral or override approval, when required by the primary care or waiver provider with whom they are enrolled.

	98.
	BEB30
	Track and report the utilization rates and costs for program enrollees, population types within waivers, and per individual waivers as requested by CHFS, or its designees.

	99.
	BEB31
	Maintain an online audit trail of all waiver updates.

	100.
	BEB32
	Provide all member reports, assuring accuracy, in the format, media, and frequency, as requested by CHFS, or its designee.

	101.
	BEB33
	Generate reports on the structure of the benefit plans to help CHFS, or its designee, set the benefit plan rules more efficiently.

	102.
	BEB34
	Document services provided, on fee-for-service and encounter claims, referrals made, and treatment received to meet Federal and Commonwealth EPSDT reporting requirements and provides the information needed for EPSDT policy decisions.

	103.
	BEB35
	Produce and distribute all required CHFS, or its designee, and Federal operational reports accurately, in the requested format, timely, and on a schedule specified by CHFS, or its designee.

	104.
	BEB36
	Make reports readily available to authorized users, from appropriate member screens, without the user having to exit the system.

	105.
	BEB37
	Maintain a working library of reports that includes report name, purpose of report, report format and media(s), distribution listing, report status (e.g., active or inactive), frequency of production (e.g., daily, weekly, monthly, quarterly, yearly, or ad hoc), and an audit trail to document any changes made to a report.

	106.
	BEB38
	Ensure all Member Management functions, files, and data elements meet the requirements outlined by Federal and Commonwealth regulations and initiatives, and within this RFP, CMS Certification Standards, and the SMM.

	107.
	BEB39
	Identify errors in the eligibility data and report these immediately to CHFS, or its designee, with recommendations for corrective action, and identify whether the errors preclude loading and using the data. 

	108.
	BEB40
	Accept and maintain data in member records that relates to programs, such as, but not limited to, Home and Community Based Services (HCBS), LTC, Case-Mix, and TPL.

	109.
	BEB41
	Maintain the capability to archive designated member files, as directed by CHFS, or its designee. A listing in alphabetical order should be supplied to CHFS, or its designee, of every member on the file before the archive.

	110.
	BEB42
	Provide training in the use of the Member Management function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	111.
	BEB43
	Develop and adhere to CHFS, or its designee, approved Training Plan. It is the KYMMIS Vendor’s responsibility to provide initial and ongoing training for all CHFS, or its designee, staff, including area offices, and provide training on any new modules developed or modifications made to existing programs.

	112.
	BEB44
	Educate KYMMIS Vendor and CHFS, or its designee, users in the creation and modification of benefit plans under the Benefit Plan Administration Module and in the use of the rules engine to assign members to benefit plans and to set the hierarchy of benefit plans.

	113.
	BEB45
	Recommend best practices, with supporting data, to assist the Commonwealth with benefit management and cost containment measures to ensure efficiency of processing.

	114.
	BEB46
	Maintain the benefit package associated with each program, including, but not limited to, managed care and non emergency transportation, and recommend changes due to the release of new policies, medical codes, or services.

	115.
	BEB47
	Maintain the benefit package associated with each benefit plan, including any rules that apply. 

	116.
	BEB48
	Maintain member data, including all designated original source data, and all other data that is necessary to manage all of the business functions of KY Medicaid.  

	117.
	BEB49
	Add new groups of eligible members, as distinguished by program code or other functionality, when directed by CHFS, or its designee.

	118.
	BEB50
	Support the administration of a variety of benefit packages and claims processing and program administration requirements.

	119.
	BEB51
	Support the administration of a variety of service delivery models, including, but not limited to, full-risk capitation, primary care capitation, physician case management, MCO agreements, vendor contracting arrangements, and utilization controlled FFS arrangements.

	120.
	BEB52
	Receive requests from DMS for benefit package updates; enter, validate, test, receive CHFS approval, and then implement according to CHFS specifications.

	121.
	BEB53
	Make available to CHFS, or its designee, online inquiry and update capability for access to the EPSDT data.

	122.
	BEB54
	Identify and report abnormalities found during screenings and referred for treatment, from data submitted on claim forms.

	123.
	BEB55
	Identify and report (from paid, denied and pended fee-for-service and encounter claims) members receiving treatment under the EPSDT program.

	124.
	BEB56
	Produce and mail program management reports containing member-level and summary data relating to EPSDT services.  Identify new eligibles, referrals, and follow-up treatment.

	125.
	BEB57
	Provide CHFS, or its designee, extracts of paid, denied, and pended fee-for-service, encounter, and EPSDT claims, as requested.

	126.
	BEB58
	Provide information on submitting fee-for-service and encounter claims correctly for EPSDT services. 

	127.
	BEB59
	Assist providers, by answering EPSDT billing/claims related questions routed from the DMS Member Services Division and by providing training, as necessary.

	128.
	BEB60
	Provide the functionality to assign an identification number to an applicant, based on CHFS, or its designee, criteria.

	129.
	BEB61
	Maintain the current functionality of the call tracking system.  

	130.
	BEB62
	Monitor quality and work toward continued quality improvement:

1. Provide information from reviewers independent of the staff performing the Benefit Plan Administration function.

2. Report on quality compared to previous periods through the Performance Reporting Module.

3. Report specifically on:

a. Changes to Benefit Plan structure or addition of Benefit Plans.

b. Performance of the Benefit Plan Administration Module.

c. Healthcare Effectiveness Data and Information Set (HEDIS) reports.

d. Other items, as determined by CHFS, or its designee.

4. Initiate, document, and implement, at the KYMMIS Vendor’s own initiative, plans for improvement for any function when quality deteriorates for two consecutive months.

5. Document and implement corrective action plans, when requested by CHFS, or its designee.

	131.
	BEB63
	Monitor quality and work toward continued quality improvement.

	132.
	BEB64
	Support the Buy-In process for Medicare. 

	133.
	BEB65
	Produce an electronic file of Buy-In/Enrollment Data Base (EDB) reports for Buy-In processing, on a schedule to be determined by CHFS, or its designee.

	134.
	BEB66
	Provide timely notification to SSA, via CMS, of all Buy-In deletions and changes due to Medicaid/Medicare eligibility termination or death, as defined by the Commonwealth.

	135.
	BEB67
	Maintain an accurate accounting of Buy-In premium payments and obligations and provide the information required to support CHFS, or its designee, payment of premiums.

	136.
	BEB68
	Research and perform merge processing and reconciliation of duplicate(s) member records and claims, with criteria approved by CHFS, or its designee.

	137.
	BEB69
	Research and perform unmerge processing and reconciliation of duplicate(s) member records and claims, with requirements approved by CHFS, or its designee.

	138.
	BEB70
	Provide monthly reporting statistics on records that have been merged and unmerged.

	139.
	BEB71
	Track the source, date of receipt, and status of key fields in the member records to help reconcile potential duplicates and to assure the KYMMIS has the most current and correct information.

	140.
	BEB72
	Provide the capability to easily track and merge a temporary Medicaid ID number to a permanent ID number, to be used in the KYMMIS Member Management Module.

	141.
	BEB73
	Conduct all research associated with identification of duplicate members IDs.

	142.
	BEB74
	Accept modifications and corrections to the KYMMIS member data screens, as directed by CHFS, or its designee.

	143.
	BEB75
	Accept updates of the most recent version of the eligibility system files and update the Member Management Module with the appropriate information, as directed by CHFS, or its designee.

	144.
	BEB76
	Receive an extract and perform data match to identify changes in member addresses.

	145.
	BEB77
	Maintain multiple address records and a method to identify the address type (e.g., mailing address, residence address, previous mailing and previous residence, etc.) and remain HIPAA-compliant.

	146.
	BEB78
	Allow unlimited space for long addresses, so all critical mailing information is printable and viewable on regular and window envelopes.

	147.
	BEB79
	Manage automated and manual procedures for recording eligibility information in KYMMIS/DSS and reconciling KYMMIS/DSS data with data in source systems.

	148.
	BEB80
	Maintain the integrity of member data, interfaces, programming, and security.

	149.
	BEB81
	Receive, log, and process all files received from outside entities (i.e., SDX, Medicare Modernization Act (MMA), EDB, Buy-in, etc.)

	150.
	BEB82
	Produce an eligibility extract to support inquiry functions of the peer/utilization review organization.

	151.
	BEB83
	Produce an eligibility extract to support the prior authorization functions of the Quality Improvement Organization (QIO).

	152.
	BEB84
	Perform all Buy-In processing activities, to assure the timely accretion of Medicare eligible members for Part A and Part B benefit Buy-In.

	153.
	BEB85
	Receive an extract and perform a data match to identify Medicaid members who are currently incarcerated.

	154.
	BEB86
	Create, maintain, and mail automated letters and notices.

	155.
	BEB87
	Image and catalogue all correspondence received regarding member eligibility.

	156.
	BEB88
	Ensure all imaged documents are accessible, within a timeframe to be determined by CHFS, or its designee.

	157.
	BEB89
	Receive file of new eligibles and produce extract to be forwarded to card vendor within 24 clock hours.

	158.
	BEB90
	Maintain a unique identified number for members, as specified by CHFS, or its designee, cross-referencing current and prior Medicaid numbers.

	159.
	BEB91
	Mail member approval and reassignment notices to members within 24 clock hours of the action. Approval notices should include the welcome packet, an explanation of Medicaid covered services, and others, as determined by CHFS, or its designee.  

	160.
	BEB92
	Produce, update, and make available on a schedule approved by CHFS, or its designee, user manuals, to users and to others with whom CHFS, or its designee, wishes to share information regarding the Member Management Module.

	161.
	BEB93
	Print CHFS, or its designee, approved pamphlets, letters, forms, or manuals using the predetermined paper size, colors, and paper stock and mail or distribute the pamphlets, letters, forms or manuals or other communication, as directed by CHFS, or its designee.

	162.
	BEB94
	Maintain version control on all user manuals produced.

	163.
	BEB95
	Maintain date-specific data necessary to support long term care claims processing, such as level of care and patient financial responsibility.

	164.
	BEB96
	Cross-reference all member identification numbers, records, etc., using any eligibility file updates.

	165.
	BEB97
	Non-Emergency Medical Transportation (NEMT) member file updates should be transmitted correctly to the Commonwealth designee, within 24 clock hours of the KYMMIS member file updates.

	166.
	BEB98
	Correctly transmit member updates to DMS-specified entities within 24 clock hours of receipt.

	167.
	BEB99
	Correctly link benefits package assignments to members.

	168.
	BEB100
	Apply claims data (e.g., screenings, follow-up treatments) to the EPSDT tracking file in the same cycle as the screening and treatment claims are adjudicated to a final status.

	169.
	BEB101
	Interface with Medicare carriers/intermediaries and Coordination of Benefits (COB) contractors.

	
	
	PROVIDER MANAGEMENT (PR)

	170.
	PRB1
	Comply with 42 CFR 455.100 through 42 CFR 455.106 and any other CFR requirements that apply to Provider Enrollment.

	171.
	PRB2
	Enroll health care providers utilizing the NPI.  

	172.
	PRB3
	Maintain method to crosswalk NPI and KY provider number(s).

	173.
	PRB4
	Terminate, from participation, inactive providers from the provider module, based on parameters established by CHFS, or its designee. 

	174.
	PRB5
	Establish processes for reinstating providers and resuming payments, as directed by CHFS, or its designee.

	175.
	PRB6
	Operate and maintain the Provider Management function of the KYMMIS, in accordance with policy set forth by KY Medicaid.

	176.
	PRB7
	Maintain the Provider Management module, including implementation of COs for improvements.

	177.
	PRB8
	Maintain provider data, including a copy of the original application, documentation of any changes to the provider's record, and copies of all correspondence concerning the provider, including communications received from and sent to the provider, for a period of time to be established by CHFS, or its designee. 

	178.
	PRB9
	Apply approved batch updates to the Provider Module, within 24 clock hours of receipt, unless otherwise specified by DMS.

	179.
	PRB10
	Notify, in real-time, the Provider Services Branch under PI with the Welcome Letter when a new Medicaid provider is added to the Provider data.

	180.
	PRB11
	Accept and process online in real-time all provider data transactions and/or data files.

	181.
	PRB12
	Accept and process online real-time, provider-specific payment rate updates and/or data files.

	182.
	PRB13
	Establish methods to edit and verify accuracy of provider data to be uploaded to the KYMMIS.

	183.
	PRB14
	Make available to CHFS, or its designee, online inquiry and update capability for prompt access to the provider data.

	184.
	PRB15
	Provide authorized users 24/7 online inquiry-only access to Provider information, including, but not limited to, provider name, Medicaid provider number(s), NPI, group affiliation, license number, SSN, Federal Employer Identification Number (FEIN), and Medicare provider number.

	185.
	PRB16
	Maintain Mail Room Staff to receive and process applications for enrollment into the Medicaid Program.

	186.
	PRB17
	The KYMMIS Vendor’s telephone customer service unit should be available during normal business hours from 8:00 a.m. to 6:00 p.m. ET, Monday through Friday, except Commonwealth holidays, and as requested in urgent situations.

	187.
	PRB18
	Provide toll-free customer service telephone lines for providers during normal business hours, as defined by CHFS in the Performance Standards of this RFP.

	188.
	PRB19
	Provide Customer Service Representatives as the point of contact for Medicaid providers.  

	189.
	PRB20
	As defined by CHFS in the Performance Standards of this RFP, Staff the Customer Service Unit with knowledgeable and trained staff to receive and respond to calls and correspondence and perform claims research and resolution.

	190.
	PRB21
	Provide ongoing claims billing training to providers and MCO(s), on a group or individual basis.  

	191.
	PRB22
	Provide initial training to all CHFS, or its designee, and KYMMIS Vendor staff on the use of the KYMMIS and related programs.

	192.
	PRB23
	Provide periodic training “as needed” to all CHFS, or its designee, and KYMMIS Vendor staff on the use of the KYMMIS system, related programs. 

	193.
	PRB24
	Maintain trained Provider Relations Field Representatives to:

1. Provide billing assistance to resolve any claims payment issues that providers may have.

2. Provide training and technical assistance to transition providers to electronic billing.

3. Provide training to individual providers, as required.

4. Coordinate formal provider training.

5. Educate providers on the rules for the KY Medicaid Program.

6. Resolve provider credit balance issues, according to CHFS, or its designee, defined standards.

7. Provide assistance to CHFS, or its designee, as required.

8. Provide an annual provider training plan to CHFS, or its designee, by July 15 of each year that includes provider training workshops in at least six locations within the Commonwealth, as approved by CHFS, or its designee.

9. Make onsite provider visits to providers, upon request.

	194.
	PRB25
	Target for special training, and report on those providers who have been identified for issues, such as an abnormal number of claims denied or suspended, as defined by CHFS, or its designee.

	195.
	PRB26
	Monitor claim denial rates and resolution issues on a monthly basis, to identify training needs, billing issues or other problem areas unique to certain providers and/or geographical areas.  

	196.
	PRB27
	Provide and report on focused individualized training, in addition to scheduled training sessions, to address the issues identified in the monthly monitoring at a mutually agreed-upon location and time to attempt to rectify the problems identified.

	197.
	PRB28
	Maintain a provider communications function, which receives and responds to all provider questions, that should include, at a minimum:

1. Respond to all questions regarding KYMMIS, including billing and claims resolution.

2. Route calls requiring non-billing/claims related information (i.e., member, prior authorization information) to the appropriate call center.

	198.
	PRB29
	Provide toll-free telephone numbers, as specified by CHFS, for providers to call and make the numbers easily available on the web portal.

	199.
	PRB30
	Alert providers automatically, via email, with provider related updates.

	200.
	PRB31
	Ensure that all provider correspondence (e.g., application, letters, etc.), is imaged, viewable, stored, and searchable by name, SSN, FEIN, NPI, and Provider Number.

	201.
	PRB32
	Produce monthly newsletters, training packets, and notices/letters to providers, as directed by CHFS, or its designee.

	202.
	PRB33
	Maintain the Fax Blast application, or equivalent COTS product, to facilitate faxing information to providers.

	203.
	PRB34
	Write, obtain DMS approval of, and provide sections of provider manuals related to billing and claims processing, revisions to billing and claims processing sections of provider manuals, billing and claims processing provider/MCO letters/bulletins, and training materials related to billing and claims processing. All should be in electronic format and should be available via the internet.

	204.
	PRB35
	Provide copies of provider billing manuals/instructions to DMS, and other departments and agencies, as specified by CHFS, or its designee.

	205.
	PRB36
	Identify DMS as the principal organization on all materials distributed to providers, including those distributed at training sessions. These materials may also contain information about the KYMMIS Vendor for communication purposes.

	206.
	PRB37
	Submit CHFS’s, or its designee’s, provider newsletter, all manuals, manual updates, notices, and fee schedules in draft form to CHFS, or its designee, for prior approval. The KYMMIS Vendor should maintain an electronic historical record of the newsletter, all manuals, updates, notices, and fee schedules, and the list of providers that received the documents during each mailing.

	207.
	PRB38
	Maintain a permanent archive of every publication provided to providers.

	208.
	PRB39
	Enroll Electronic Data Interchange (EDI) providers within specified number of days, as determined by CHFS, or its designee, after receipt of all required information.

	209.
	PRB40
	Inform providers about electronic billing, automated remittance, and electronic fund transfer options, and work with providers to finalize appropriate formats for the data transfer, including testing of the interface.

	210.
	PRB41
	Prepare the approved final format for provider publication and distribution [camera-ready hardcopy, CD, or Portable Document Format (PDF) document for publication on the web].

	211.
	PRB42
	Print, distribute, and/or mail all publications to providers.

	212.
	PRB43
	Provide/develop, maintain, and make available free of charge, software and a web-based application, including updates, for providers to submit electronic transactions via personal computer using the internet.

	213.
	PRB44
	Provide and adequately staff an EDI Helpdesk call center that works closely with providers, system vendors, billing agents, and clearinghouses to support EDI transactions. EDI includes eligibility, electronic remittance advice, enrollment, and clearinghouse services for approved submission media and claim formats.  The EDI Helpdesk should be open from 8:00 a.m. to 6:00 p.m. ET, except Commonwealth holidays, for KY providers.

	214.
	PRB45
	Coordinate the activities of the EDI Helpdesk with the KYMMIS Vendor’s other Provider Relations staff to perform site visits, in the cases where telephone support is not sufficient to resolve or educate the providers.

	215.
	PRB46
	Offer assistance and technical support to providers and Trading Partners/Submitters who submit electronic transactions for the KY Medicaid Program. This assistance includes, but is not limited to: 

1. Determining the best method of electronic transaction submission.

2. Enrolling providers for electronic transaction submission.

3. Providing transmission assistance to billing agents, clearinghouses, and software vendors.

4. Identifying and troubleshooting technical problems.

5. Providing confirmation of electronic transaction submission.

6. Providing assistance with the installation of the KYMMIS Vendor provided free EDI software.

7. Providing training on the KYMMIS Vendor provided free EDI field software.

	216.
	PRB47
	Post all Commonwealth provider documents, as defined by CHFS, or its designee, to the provider section of the web portal.

	217.
	PRB48
	Provide a call tracking database of all provider inquiries and their disposition and provide access to this database to CHFS, or its designee. At least quarterly, prepare detailed and summarized reporting, as defined by CHFS, or its designee.

	218.
	PRB49
	Log all calls received by the KYMMIS Vendor, and allow DMS to log their calls in this system, and include specific details of the call, including, but not limited to: 

1. Name of the caller.

2. Name and Provider ID (if the caller represents an enrolled provider).

3. Nature of the inquiry.

4. Response given to the caller.

	219.
	PRB50
	Conduct provider billing and/or claims training, including, when necessary, personnel from DMS, or its designee, and other departments or agencies.

	220.
	PRB51
	Secure meeting room(s) and schedule provider training sessions via face-to-face, onsite, alternate location or webinar format.

	221.
	PRB52
	Send notices to providers and other interested parties of scheduled provider training sessions.

	222.
	PRB53
	Provide feedback and training to Call Center staff, so they can better answer questions and educate providers.

	223.
	PRB54
	Develop, maintain, and distribute to providers a Help Reference document, as directed by CHFS, or its designee. The Help Reference document references the most common denial reason codes with specific instructions for claim resolution.

	224.
	PRB55
	Document provider training session outcomes, including a list of the providers or their authorized representative attending the training session.

	225.
	PRB56
	Solicit comments from the providers, after provider training workshops, in order to better target the type of training needed.

	226.
	PRB57
	Notify providers 30 calendar days in advance of all scheduled training.  

	227.
	PRB58
	Provide all material used in the training programs to CHFS, or its designee, for review and approval prior to their use. CHFS, or its designee, should have ten workdays for this approval process.

	228.
	PRB59
	Participate in provider conventions and provider association meetings, as requested by DMS, and offer training for specific provider groups.

	229.
	PRB60
	Develop, distribute, and evaluate provider-training questionnaires from all training sessions, and provide CHFS, or its designee, with a summary of the provider responses.

	230.
	PRB61
	Collect evaluations of provider visits and trainings and report performance to CHFS, or its designee.  

	231.
	PRB62
	Maintain and submit to CHFS, or its designee, records of all providers (by provider type) who participate in training sessions.

	232.
	PRB63
	Develop a Provider Outreach Plan and submit it to CHFS, or its designee, for approval. The Provider Outreach Plan should be updated, at minimum, annually and include the location, topics, and proposed training dates for the training workshops.

	233.
	PRB64
	Provide training in the use of the Provider Management function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	234.
	PRB65
	Submit all provider reports to CHFS, or its designee, per report distribution schedule.

	235.
	PRB66
	Generate and distribute standard provider reports through online distribution, on a schedule identified by CHFS, or its designee.

	236.
	PRB67
	Mail computer-generated notices to providers whenever an appropriate change in status occurs, as determined by CHFS, or its designee.  To include but not limited to ADO, licenses and I-terms.

	237.
	PRB68
	Provide CHFS, or its designee, with reports, giving a weekly summary of enrollment activity conducted by the DMS Provider Enrollment Branch, including name, provider number, and eligibility dates of providers terminated or suspended.

	238.
	PRB69
	Prepare a report, at least quarterly, on provider inquiries and utilize this report in determining training needs. This report should include, at a minimum, the following information: 

1. Total number of inquiries.

2. Number of inquiries answered by the KYMMIS Vendor.

3. Number of inquiries answered by CHFS, or its designee.

4. Nature of the inquiry.

5. Disposition of the inquiry.

	239.
	PRB70
	Provide extracts of provider data in electronic or other media, as specified by CHFS, or its designee.

	240.
	PRB71
	Provide the capability to cross-reference individual providers to groups, including MCO(s), as defined in CHFS, or its designee, policy.

	241.
	PRB72
	Refer evidence or reports of provider fraud or abuse to CHFS, or its designee.

	242.
	PRB73
	Maintain online provider and reference data used to support KYMMIS processing of laboratory claims and encounters, in accordance with CLIA requirements.

	243.
	PRB74
	Have an automated process to verify CLIA numbers and support updates of CLIA information provided by CHFS, or its designee.

	244.
	PRB75
	Maintain interface with CLIA OSCAR file from CMS to update provider files.

	245.
	PRB76
	Maintain all KYMMIS-supported CLIA functional requirements, as requested by CHFS, or its designee.

	246.
	PRB77
	Support all Provider Management functions, files, and data elements necessary to meet the requirements of this RFP, CMS Certification Standards, and the SMM.

	247.
	PRB78
	Forward the 1099 data file to the Finance Controller’s Office, as required.

	248.
	PRB79
	Keep authorized user security profiles current and allow only authorized users access to the Provider data, based on access rights within the user’s profile.

	249.
	PRB80
	Program, test, and implement changes to reports from the KYMMIS on a schedule and in a medium determined by CHFS, or its designee.

	250.
	PRB81
	Develop and maintain new automated interfaces with outside entities (e.g., licensing boards, CMS Nursing Home Civil Penalties), as directed by CHFS, or its designee.

	251.
	PRB83
	Recommend best practices, with supporting data, to assist the Commonwealth with Provider Management and cost containment measures to ensure efficiency of processing.  

	252.
	PRB84
	Withhold provider payments, as directed by CHFS, or its designee.

	253.
	PRB85
	Accept and process the Medicare Exclusion Database (MED) file updates on a monthly basis, in real-time for online submissions. Notify Provider Enrollment staff of results.

	254.
	PRB86
	Respond correctly to all billing and claims-related telephone inquiry questions or issues that require follow-up, with at least an interim answer, within two business days of receipt of the inquiry and provide a final response within 15 business days of receipt of the telephone inquiry.

	255.
	PRB87
	Respond correctly to written correspondence, with at least an interim answer, within five business days of receipt of the correspondence, and provide a final response within 15 business days of receipt of the correspondence.

	256.
	PRB88
	Test and report the results of electronic billing, automated remittance, and electronic fund transfer option testing within ten business days of the provider’s written request to test.

	257.
	PRB89
	Produce and transmit a daily provider update (for PCP) file to KAMES/PA62 by 7:00 p.m. ET.

	258.
	PRB90
	Apply approved batch and real-time updates to the Provider Module, within 24 clock hours of receipt.

	259.
	PRB91
	Provide support and guidance via research and testimony at Dispute Resolution Meetings and in other legal forums.

	260.
	PRB92
	Support Annual Disclosure of Ownership

 (ADO) Electronic Process.

	261.
	PRB93
	Support multiple languages spoken by the provider.

	
	
	MANAGED CARE (MC)

	262.
	MCB1
	The Vendor should perform all functional requirements as needed to support capitated payment for Commonwealth managed care programs.

	263.
	MCB2
	Accept and process encounter claim data from any Commonwealth-approved Contractors, or other contractual entities.

	264.
	MCB3
	Create and publish a manual that specifies requirements for the submission of encounter claims and fee-for-service by an MCO or other Commonwealth-approved Contractors.

	265.
	MCB4
	Make recommendations for process improvements when possible during the weekly and monthly Fiscal Agent (FA) status meeting. 

	266.
	MCB5
	Update and control enrollment/disenrollment information by establishing a communication mechanism that regularly sends and receives information to/from managed care plans, and other contracted entities.  

	267.
	MCB6
	Produce a comprehensive range of essential statistical population reports, membership listings, and reports on membership data at multiple levels including member, managed care plan, county, and Statewide.

	268.
	MCB7
	Maintain a repository of basic managed care plan contracts and contract data in addition to information identifying specific providers and networks, capitation rates, benefit packages, and geographic areas for each plan in order to process encounter data, capitation payments, and retroactive payment adjustments.

	269.
	MCB8
	Thoroughly test and implement new MCOs, Commonwealth-approved contractors, or other contractual entities, to include, but not limited to: correspondence, coordination with CHFS Policy unit, transition implementation task force.

	270.
	MCB9
	Assist the Commonwealth to coordinate data from MCO EPSDT encounters and FFS data to assemble the CMS 416 report on April 1st annually and to be submitted by the Commonwealth. 

	271.
	MCB10
	The KYMMIS creates extract files containing information necessary for an actuarial firm chosen by the Commonwealth and/or other Vendors to perform necessary studies to assist the Commonwealth in Plan Management.

	
	
	THIRD PARTY LIABILITY (TPL)

	272.
	TPLB1
	Operate and maintain the TPL processing function of the KYMMIS to support the needs of CHFS, and its designee, and the requirements of Federal regulation

	273.
	TPLB2
	Design, develop, implement, and operate KYMMIS and POS TPL and Coordination of Benefits (COB) functions to ensure all appropriate third-party payments are identified, received, and applied, including: 

1. TPL and cost avoidance measures entered by CHFS, or its designee, or given to the Vendor for entry.

2. Third party resources available to a member, and determine third party resources liable for payment of services rendered to members.

3. Provide all necessary support, as required or requested by CHFS, or its designee, in connection with matching member files with insurance companies, governmental agencies, or other entities, as determined by CHFS, or its designee. Data matches could include, but are not be limited to, real-time, online, batch processes, fax, phone, or via mail.

4. Maintain Carrier Type codes and apply them to the TPL process.

5. Provide a mechanism to correct or complete outdated TPL information.

	274.
	TPLB3
	Operate the TPL Management module of the KYMMIS, including improvements, as they are implemented, to support the needs of DMS and the requirements of Federal regulation.

	275.
	TPLB4
	Review claims related to TPL as suspended claims and claims submitted directly to the TPL Unit. Vendor is responsible for the associated tasks, including, but not limited to:

1. Review of claims pended to the TPL unit to determine if the claim should be paid or denied. 

2. Log claims received into Vendor provided tracking system on date received with required details.

3. Review, within two workdays, paper claims submitted directly to the TPL unit for special handling related to denials and issues with payment from the other payers.

4. Submit reviewed claims to claims module, with appropriate instructions related to claim resolution.

5. Update the Eligibility system (eligibility determination) and member management module with any appropriate TPL changes, as a result of documentation from claims.

	276.
	TPLB5
	Create and maintain employer data that identifies employers and the health care plans they provide to employees.

	277.
	TPLB6
	Generate inquiries related to any claim processed that had any diagnosis code identified as an injury from the MMIS/PBM/DSS at month end. Vendor is responsible for the associated tasks, including, but not limited to:

1. Generate from the KYMMIS/PBM/DSS and mail initial trauma questionnaire weekly.

2. Screen trauma questionnaire for old injuries that have been flagged in Vendor provided correspondence tracking system, to assure that duplicate questionnaires are not sent for the same injury.

3. Log returned trauma questionnaire into Vendor provided correspondence tracking system.

4. If no response from the member, create the second trauma questionnaire to be sent to entities identified by CHFS, or its designee, 30 workdays after the original questionnaire.

5. Send trauma questionnaire to the adult head of household member and to CHFS, or its designee.

	278.
	TPLB7
	Provide CHFS, or its designee’s, staff with online update and inquiry access to TPL carrier information and TPL billings.

	279.
	TPLB8
	Provide CHFS, or its designee’s, staff online inquiry access and update capability to member resource information.

	280.
	TPLB9
	Provide training in the use of the TPL processing function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	281.
	TPLB10
	Maintain the TPL module documentation, to include user manuals.

	282.
	TPLB11
	Create and deliver all reports created by the TPL function according to CHFS, or its designee, specifications.

	283.
	TPLB12
	Assure accuracy of all TPL reports generated for CHFS, and its designee’s, users, Commonwealth Agencies, and Federal Agencies.

	284.
	TPLB13
	Produce all user-defined TPL reports, on a schedule and in the media as determined by DMS.

	285.
	TPLB14
	Produce claim facsimiles, imaged claim copies, electronic billings and/or billing forms to invoice third parties for claims requiring post payment recovery, and mail them out with an appropriate cover letter.

	286.
	TPLB15
	Perform follow-up and verification of changes to member TPL status identified during claims processing.

	287.
	TPLB16
	Produce member and/or provider notices, as prescribed by CHFS, or its designee.

	288.
	TPLB17
	Produce and mail all third party queries to potential carriers and members, as specified by DMS.

	289.
	TPLB18
	Produce and mail TPL billings to appropriate third parties (hard copy and electronic), on a schedule and media as specified by DMS.

	290.
	TPLB19
	Work with the third party, as necessary, to update/modify institutional, professional, and drug claim billing procedures.

	291.
	TPLB20
	Recommend and perform data exchanges with insurance carriers, governmental agencies, and other entities, as authorized and directed by CHFS, or its designee.

	292.
	TPLB21
	Work with other insurers, Commonwealth Agencies, and Federal Agencies to establish data exchange formats, and schedules, as approved by CHFS, or its designee.

	293.
	TPLB22
	Interface with various insurance carriers and other sources of TPL data, including, to the extent possible, real-time adjudication edits with online data sources.  

	294.
	TPLB23
	Interface with Medicare carriers/intermediaries and COB contractors.

	295.
	TPLB24
	Collect, and provide to the CHFS, or its designee, initial and ongoing third-party resource information, for all members, from other available sources.

	296.
	TPLB25
	Report, maintain, and track TPL and COB activities, including, but not limited to:  

1. Analyze all claims with trauma-related diagnosis codes to determine if potential TPL exists and prepare the potential trauma leads report on paper and CD-ROM.

2. Prepare retroactive reports (reverse crossover) to Medicare Part A or B or the provider, as appropriate, for all claims paid by Medicaid that should have been paid by Medicare Part A or B. This reporting is necessary when Medicare Part A or B eligibility is applied retroactively to Medicaid member.

3. Provide all data necessary to complete the third party section of the CMS-64, Quarterly Report of Expenditures, within timelines provided by CHFS, or its designee.

4. Provide auditing reports for tracking by CHFS, or its designee.

5. Produce lead letters and track original and follow-up letters to providers or member regarding TPL information, when identified TPL information is indicated on a claim.

6. Provide the capability to maintain historical data on TPL resource records, as well as a hierarchy of resource types for update purposes.

	297.
	TPLB26
	Communicate with providers, members, insurance companies and local Office of Public Assistance offices and/or other entities, as identified by CHFS, or its designee. This communication is by phone, written and secure e-mail.  Vendor is responsible for the following tasks:

1. Answering and responding, within one business day, to telephone, e-mail, and fax inquiries regarding TPL.

2. Logging calls, e-mails, and faxes into Vendor provided correspondence tracking system with appropriate detail.

	298.
	TPLB27
	Receive, process, and update medical support information received from the Commonwealth’s Child Support Agency.

	299.
	TPLB28
	Receive information regarding possible coverage by an absent parent from the Commonwealth Child Support Agency.  Vendor is responsible for the following tasks, including, but not limited to:

1. Determine if the individual reported has Medicaid coverage.

2. Update all Medicaid eligibility systems with the appropriate information following verification.

3. Create Vendor provided correspondence tracking system record when received and close when completed, within timelines provided by CHFS, or its designee.

	300.
	TPLB29
	Receive information related to coverage no longer in force from response to verification inquiries, caseworkers, providers, carriers, claims and member. Vendor is responsible for the associated tasks, including, but not limited to:

1. Verify that the coverage should be closed.

2. Update all Medicaid eligibility systems with the appropriate information following verification and providing notice of closure to the CHFS, or its designee, TPL staff.

3. Track closures on Vendor provided correspondence tracking system after notice to and approval from the CHFS, or its designee, as specified by CHFS, or its designee.


	301.
	TPLB30
	Provide periodic full files of carrier and employer data to the CHFS, or its designee.

	302.
	TPLB31
	Report TPL data from the claims payment process to CHFS, or its designee, on a schedule determined by CHFS, or its designee.

	303.
	TPLB32
	Establish online work files where the DMS staff is to perform maintenance to the files.

	304.
	TPLB33
	Purge TPL information, using criteria and the schedule approved by DMS, and provide DMS with a detailed listing of TPL records prior to the purge.

	305.
	TPLB34
	Purge files manually that have been sent to Commonwealth Archives.

	306.
	TPLB35
	Provide copies of imaged claims and member history profiles to the CHFS, or its designee, to assist in TPL investigations.

	307.
	TPLB36
	Ensure that the claims payment process accurately reads the TPL data, including the benefit coverage.

	308.
	TPLB37
	Receive information related to new sources of TPL coverage from the CHFS enterprise information, including, but not limited to, pharmacy claims. Claim reports are generated reflecting claims with TPL information present on the claim. TPL also receives information related to possible insurance coverage from providers. Vendor is responsible for the following tasks, including, but not limited to:

1. Work the reports and provider information within ten workdays of receipt.

2. Identify other related insurance and pursue information on that coverage (e.g., if medical TPL is noted, the Vendor is responsible for identifying the corresponding pharmacy coverage, as well as any other associated coverage).

3. Initiate inquiry to member via phone, letter or other methods.

4. Initiate inquiry to the billing provider via phone, faxback, letter, or other methods.

5. Enter each case into the Vendor provided correspondence tracking system under TPL type, new sources category and TPL subject.

6. Resolve the inquiry (established TPL or notified recovery unit that there was no TPL) within timelines provided by CHFS, or its designee.

	309.
	TPLB38
	Verify insurance coverage with employers, insurance companies (including long-term care insurance), providers, member, attorneys, and others. Verification data should include the type of insurance coverage for each policy (e.g., inpatient, outpatient, physician, pharmacy, dental, nursing home, etc.) After verification, Vendor is responsible for entry of the information into the KYMMIS/PBM/DSS and all KY Medicaid Program eligibility systems.

	310.
	TPLB39
	Initiate post-payment recovery actions from third parties for claims paid to providers who demonstrated good faith effort to collect from a known third-party resource, but did not receive payment.

	311.
	TPLB40
	Adjust Claims History to reflect TPL recoveries that are claim-specific.

	312.
	TPLB41
	Evaluate, on a post-payment basis, potential casualty/liability situations and determine the need for follow-up.

	313.
	TPLB42
	Maintain efficient and accurate “pay and chase” programs to fulfill Commonwealth and Federal requirements.

	314.
	TPLB43
	Perform the following tasks related to "pay and chase" claims, including, but not limited to:

1. Generate, screen and mail the weekly bills within five workdays of identification of the pay and chase claim(s).

2. Generate, from Vendor provided tracking system, second billing, based on requirements set by each benefit plan for carriers that did not respond to the initial billing, to be mailed within ten workdays.

3. Generate a report, from Vendor provided correspondence tracking system, for payments from other carriers, within the number of days defined by CHFS, or its designee.

4. Notify CHFS, its designee, and the Commissioner of Insurance of any carrier bills that are not responded to within time frames provided by CHFS, or its designee.

	315.
	TPLB44
	Reverse paid claims from the provider for claims that Medicare Part A or B should not have paid due to system errors, or when Medicare enrollment is determined retroactively. Also, correspond with impacted providers and track and report the results of claim reversals on a monthly basis.

	316.
	TPLB45
	Review and initiate follow-up action on aged accounts receivable.

	317.
	TPLB46
	Update the member TPL resource database with information provided by DMS.

	318.
	TPLB47
	Maintain programs, systems, and procedures to administer the Health Insurance Premium Payment (HIPP) program as an integrated component of the KYMMIS.

	319.
	TPLB48
	Support all TPL functions, files, and data elements necessary to meet the requirements of this RFP, CMS Certification Standards, and the State Medicaid Manual.

	320.
	TPLB49
	Make recommendations in any area in which the Vendor feels improvements can be made.

	321.
	TPLB50
	Accept and process retroactive TPL changes to the KYMMIS, for members whose TPL information has changed.

	322.
	TPLB51
	Provide data to other contractor(s) so they can pursue estate benefit recovery and other post-payment recoveries.

	
	
	CLAIMS RECEIPT (CR)

	323.
	CRB1
	Provide appropriate security measures, such as user codes and passwords, to ensure only appropriate CHFS and KYMMIS Vendor staff have access to update and inquiry options via the online system.

	324.
	CRB2
	Receive claim attachments associated with electronic media or paper claims and auto-archive and forward to appropriate operational area for processing.

	325.
	CRB3
	Make recommendations in any area in which the KYMMIS Vendor feels improvements can be made.

	326.
	CRB4
	Accept claims, encounters, and other transactions via electronic media, to include all forms of external media storage (tape, thumb drive, CD, DVD, optical disks), point of sale (POS), data telecommunications transmission, and the Internet.

	327.
	CRB5


	Designate an appropriate staff person as the claims liaison between the CHFS and the KYMMIS Vendor.

	328.
	CRB6
	Ensure all Post Office Boxes and mailroom functions of the KYMMIS Vendor remain in Frankfort, KY metropolitan area.

	329.
	CRB7
	Prepare and control all incoming and outgoing mail, to ensure claims and other correspondence are picked up and delivered at/to any site designated by CHFS, or its designee, through the most effective and efficient means available.

	330.
	CRB8
	Deliver and pick-up KYMMIS Vendor mail to CHFS, or its designee, per CHFS, or its designee, prescribed schedule, or at the request of CHFS, or its designee.

	331.
	CRB9
	Establish controls to ensure no mail, claims, tapes, diskettes, cash, or checks are misplaced after receipt by the KYMMIS Vendor.

	332.
	CRB10
	Establish control over source documents, to ensure documents are not misplaced after receipt by the KYMMIS Vendor.

	333.
	CRB11
	Sort hardcopy claims, as approved by CHFS, or its designee.

	334.
	CRB12
	Assign unique claim control numbers and batches to claims and accompanying documentation.

	335.
	CRB13
	Log claim, scan/image claim, apply a Transaction Control Number (TCN), and assign the claim to a batch for processing, within 24 hours of receipt of a paper claim.

	336.
	CRB14
	Pre-screen hardcopy claims before entering into the system, and return those not meeting certain criteria (for example, no provider number) to providers; log returned claims daily.

	337.
	CRB15
	Develop and maintain screening instructions for each claim type, according to direction provided by the CHFS.

	338.
	CRB16
	Perform data entry functions and appropriate manual prescreening functions prior to entry of claims data into the system. All required fields, per the CHFS, should be completed. Claims missing any key data elements or submitted on an inappropriate claim form are to be returned to the provider and logged into a system that is to allow appropriate auditing. Online inquiry is to be used, as needed, for required address information to return the claim.

	339.
	CRB17
	Return claims to providers for predefined reasons.

	340.
	CRB18
	Destroy hard copy claims and reports, according to HIPAA standards and the CHFS specifications.

	341.
	CRB19
	Log tapes and diskettes, upon receipt, and assign batch number.

	342.
	CRB20
	Enter a claim into the KYMMIS for processing within five workdays of being logged in (received in mailroom).

	343.
	CRB21
	Pre-screen batch magnetic media claims to identify global error conditions and prevent entry of such claims into the system.

	344.
	CRB22
	Batch magnetic media claims, upon receipt, and assign a unique control number when loading.

	345.
	CRB23
	Image all claims, electronic media claims, and accompanying documentation.

	346.
	CRB24
	Adhere to national imaging standards, as defined by CHFS, to ensure image quality. All imaged documents should be stored for a period specified by CHFS. Destruction of the source document is to occur in compliance with Commonwealth and Federal Record Retention Laws, 42 CFR 431, 45 CFR Part 74 and 2-6-212, and MCA.  

	347.
	CRB25
	Convert paper claims to machine-readable format and enter the claims into the system.

	348.
	CRB26
	Produce electronic image of hardcopy claims and claim-related documents, and perform quality control procedures to ensure that the electronic image is legible and meets quality standards. Routinely measure the quality of the imaging process and include findings in quality control reports to the CHFS. Hard copies of imaged documents are to be destroyed according to HIPAA standards and CHFS specifications; and electronic copies are to meet the CHFS and Federal storage and retention requirements.

	349.
	CRB27
	Provide copies of claims from hard copy, electronic format, imaged, or CD within five workdays, upon request of the CHFS.

	350.
	CRB28
	Verify the quality and readability of all imaged claims and documentation.

	351.
	CRB29
	Develop and implement procedures to ensure the integrity of claims submitted by providers via Direct Data Entry (DDE) on the internet or other electronic submission of claims.

	352.
	CRB30
	Maintain a dedicated EDI unit adequately staffed within Frankfort, KY to assist customers with EDI issues, the receipt of electronic remittance advices, and future technological advances in electronic data transmission.

	353.
	CRB31
	Produce claims entry statistics reports, in a format conducive to assessing performance compliance, and deliver to the CHFS.

	354.
	CRB32
	Accept original claim forms (red ink) or copies/faxes of a claim and be able to process it into the KYMMIS.

	355.
	CRB33
	Provide a data entry system that includes, but is not limited to, hardcopy claims and claim adjustment/voids, which provides for field validity edits and pre-editing for fields, such as: provider number, member ID number, procedure codes, diagnosis codes, or others, as defined by the CHFS.

	356.
	CRB34
	Perform data entry of all hardcopy claims.

	357.
	CRB35
	Maintain a 98% accuracy rate of all keyed claims and any data manually entered by the KYMMIS Vendor or contract data entry staff.

	358.
	CRB36
	Maintain and staff a data entry unit adequate to key hard copy claims within a maximum of five workdays from the TCN date.

	359.
	CRB37
	Provide monthly reports that show the overall data entry error rate, the error rate per data entry operator, a corrective action plan for reducing the error rate, if necessary, and the results of the prior period's corrective action plan. The sample is to be pulled by a scientific random methodology, approved by the CHFS.

	360.
	CRB38
	Provide the necessary software and staff to enter paper claims that cannot be scanned or imaged.

	361.
	CRB39
	Accept claims data from selected providers, through data telecommunication devices, direct computer exchange, tape billings, clearinghouse facilities, and external media storage, as approved by the CHFS.

	362.
	CRB40
	Accept electronic media claims into the KYMMIS, using the appropriate HIPAA-compliant format.

	363.
	CRB41
	Include the Call Center in the Disaster Recovery Plan (DRP), which is to be approved by CHFS, or its designee, to maintain normal business functions.

	364.
	CRB42
	Maintain a central image repository with desktop access to the CHFS and KYMMIS Vendor staff that should conform to all CHFS and HIPAA security provisions related to electronic documents.

	365.
	CRB43
	Maintain all current and future EDI standards.

	366.
	CRB44
	Complete EDI testing within three days of receipt of a claim test from providers.

	367.
	CRB45
	Generate and mail member inquiries, as appropriate, when claim documents show TPL monies or TPL attachments received and there is no record of TPL coverage in the TPL Module Files. Also, furnish the CHFS with a copy of claim documents for update to TPL Files.

	368.
	CRB46
	Notify providers, via established letter, when the TPL attachment is insufficient for proper adjudication of the claim.

	369.
	CRB47
	Distribute, to all interested providers, provider claim submission software, for all claim forms, to allow electronic claims submission via the internet, electronic transfer, or other electronic media.

	370.
	CRB48
	Mail updated software to submit claims electronically to providers within seven days of notification of system changes necessitated by policy changes or identified problems.

	371.
	CRB49
	Provide data entry and transmission software, for use by all provider types with Windows-compatible computers, to submit electronic claims through a dial-up telecommunications network and internet connection.

	372.
	CRB50
	Provide software to submit claims electronically that is to allow as much editing as feasible before transmission.

	373.
	CRB51
	Maintain a returned mail process to track mail sent by the KYMMIS Vendor and returned by the Post Office as undeliverable.

1. For returned mail that was sent to a member (e.g., EOBs), forward the returned mail to CHFS for handling.

2. For returned mail that was sent to a provider, check the provider database to determine if the address has been changed.

a. If the address on the provider database has been changed, re-send the document to the correct address.

b. If the address on the provider database has not been changed, attempt to contact the provider by telephone and/or email to determine the problem with the address.

c. If the provider cannot be contacted by telephone or does not respond to the email, notify CHFS that the provider cannot be located.

	374.
	CRB52
	Maintain a claim control and inventory system approved by CHFS, or its designee.

	375.
	CRB53
	Provide CHFS, or its designee, with imaged or hardcopy original claims, adjustments, attachments, non-claim transaction documents, and all electronic transactions (formatted same as hardcopy) processed, as requested by CHFS, or its designee.

	376.
	CRB54
	Make available, to approved CHFS users and at the user’s desktop, all imaged documents, including, but not limited to, claims and claim attachments, attachments to electronic claims, and prior authorization forms.

	377.
	CRB55
	Assign unique internal control numbers and batches to encounter records. 

	378.
	CRB56
	Pre-screen encounter records to identify global error conditions and prevent entry of such encounter records into the system.

	379.
	CRB57
	Enter encounter records into the KYMMIS, using the appropriate technique.

	380.
	CRB58
	Operate and maintain the Enhanced Claims Editing function of the KYMMIS, according to the policies prescribed by CHFS, or its designee.

	381.
	CRB59
	Provide training in the use of the Enhanced Claims Editing function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	
	
	CLAIMS ADJUDICATION (CA)

	382.
	CAB1
	Operate and maintain the Prior Authorization function of the KYMMIS, in accordance with Kentucky Medicaid policy.

	383.
	CAB2
	Process prior authorization for designated services, as required by the CHFS’s policy, and carry sufficient information to adjudicate all claims.

	384.
	CAB3
	Implement policy and procedures related to prior authorization/claims/encounter processing.

	385.
	CAB4
	Require prior authorization, as required by CHFS program policy.

	386.
	CAB5
	Submit prior authorization (PA), addendums to prior authorization and update requests to CHFS, for approval or denial, within 24 hours of receipt and perform appropriate processing of the requests, following approval or denial by CHFS.

	387.
	CAB6
	Accept and store all PAs, addendums, and update requests from PA contractors.

	388.
	CAB7
	Disallow entry of PA requests for dates during which a member is ineligible for services.

	389.
	CAB8
	Purge old prior authorization records, according to CHFS, or its designee, specified criteria.

	390.
	CAB9
	Provide online inquiry and access to the prior authorization data set.

	391.
	CAB10
	Produce all prior authorization reports, according to CHFS, or its designee, specifications.

	392.
	CAB11
	Perform the mailings of prior authorization and addendum forms.

	393.
	CAB12
	Support all prior authorization functions, features, and data elements necessary to meet the requirements of this RFP.

	394.
	CAB13
	Support PA requirements for new programs/policies, as defined by CHFS.

	395.
	CAB14
	Provide training in the use of the prior authorization function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	396.
	CAB15
	Operate and maintain the Claims Processing function of the KYMMIS.

	397.
	CAB16
	Operate the Claims Processing module(s) of the KYMMIS, including improvements, as required by CHFS.

	398.
	CAB17
	Process and adjudicate all claims, claim adjustments, claims with third party liability, and provider refunds, in accordance with program policy, as established by CHFS.

	399.
	CAB18
	Provide direct connect and/or dial-up systems, such as Pharmacy POS, Eligibility Verification Systems, and Automated Voice Response Systems, 24/7, not including the CHFS-approved maintenance downtime.

	400.
	CAB19
	Complete front-end editing on electronic claims and reject claims, without adjudicating the claims, which fail front-end edits. The KYMMIS Vendor is to be required to develop and maintain screening instructions for each claim type, according to direction provided by CHFS.

	401.
	CAB20
	Provide copies of provider Electronic Funds Transfer (EFT) confirmation and/or copies of canceled provider checks to CHFS, upon request.

	402.
	CAB21
	Provide CHFS staff, upon request, with computer-generated claims payment data and copies of adjudicated Medicaid claims.

	403.
	CAB22
	Establish balancing processes to ensure control within the KYMMIS processing cycles.

	404.
	CAB23
	Reconcile all claims (hardcopy and electronic media) entered into the system to batch processing cycle input and output figures.

	405.
	CAB24
	Establish and maintain balancing and control procedures, to ensure that all claims received are processed.

	406.
	CAB25
	Inform provider of the reason, when an electronic claim is rejected.

	407.
	CAB26
	Produce online and hardcopy balancing and control reports, according to CHFS, or its designee, specifications.

	408.
	CAB27
	Perform presence and format editing on all entered claims, according to CHFS, or its designee, specifications.

	409.
	CAB28
	Capture all claims data necessary for processing, according to Commonwealth and Federal guidelines, including third-party resources (including Medicare), at the line level.

	410.
	CAB29
	Capture and store all data elements on electronic claims.

	411.
	CAB30
	Perform validity editing on all entered claims, using current information on Provider, Member eligibility, and Reference data.

	412.
	CAB31
	Furnish, as established by CHFS, copies of claim documents and associated TPL attachments for CHFS to utilize for adds and updates to the TPL Module Files.

	413.
	CAB32
	Operate the TPL Module of the KYMMIS, including improvements as they are implemented, to meet the needs of CHFS and the requirements of Federal regulations.

	414.
	CAB33
	Work out a data exchange system with insurance carriers, the Department of Defense, Workmen's Compensation, Highway Patrol, and other entities, as required by Federal regulations and by CHFS. Also, update TPL Files with data exchange info, as approved by CHFS.

	415.
	CAB34
	Generate and mail member inquiries from the claims payment process to aid in TPL identification.

	416.
	CAB35
	Handle the production and mailing of bills to appropriate third parties by way of hard copy documents or electronically, as specified by CHFS. Also, work with the third-party source, as necessary, to design and implement the billing procedures.

	417.
	CAB36
	Mail billing documents containing paid claims data in an appropriate format, as determined by CHFS, to TPL sources for recovery purposes.

	418.
	CAB37
	Mail third party premium payment checks, as directed by CHFS and required by Federal regulations, when CHFS determines it is cost effective to the Medicaid program.

	419.
	CAB38
	Obtain, from Medicare carriers and intermediaries that are located in surrounding Commonwealths or designated as regional processors, the claims data, by tape or direct transmission, necessary to pay applicable Medicare deductible and coinsurance for Medicare/Medicaid eligible members.

	420.
	CAB39
	Process TPL data received from sources of eligibility and the Child Support Enforcement Agency. Also, maintain online work files for CHFS, which allows automatic updates to TPL module files.

	421.
	CAB40
	Produce and mail all appropriate third party queries to potential carriers and members for CHFS's use in updating TPL Files, as a result of the claims payment process, data matches, and other events specified by CHFS.

	422.
	CAB41
	Produce and mail billing documents, to insurance carriers, comprised of paid claims data for recovery purposes.

	423.
	CAB42
	Provide CHFS with financial control numbers for TPL recovery checks received by CHFS.

	424.
	CAB43
	Print and maintain an inventory of forms, such as prior authorization forms, and send requested forms to providers within five calendar days of the receipt of the request.

	425.
	CAB44
	Print routine and special request reports, in a media as determined by CHFS.

	426.
	CAB45
	Produce all claims entry statistics reports and submit to CHFS or its designee, in agreed upon and approved format and media.

	427.
	CAB46
	Propose edit and audit criteria for claims processing.

	428.
	CAB47
	Report suspected fraud and abuse, identified during audits, onsite visits, or any other communication with providers, to CHFS.

	429.
	CAB48
	Revise edits and edit parameters in the rules engine, as required by CHFS, including, but not limited to: limits, Correct Coding Initiative (CCI) edits, and benefit plans.

	430.
	CAB49
	Update the claims auditing software database twice a year, or as specified by CHFS.

	431.
	CAB50
	Propose duplicate or suspect-duplicate audit criteria.

	432.
	CAB51
	Propose criteria and procedures for adjudication of “special” claims (e.g., bypass edit/audit conditions).

	433.
	CAB52
	Identify claims that have been incorrectly processed and initiate appropriate action to correct processing outcomes.

	434.
	CAB53
	Verify all payments made through the KYMMIS are on behalf of eligible members, to enrolled providers, for approved services and in accordance with the payment rules and other policies of CHFS.

	435.
	CAB54
	Verify that services performed are consistent with services previously rendered to the member and that they comply with CHFS, or its designee, policy and medical criteria.

	436.
	CAB55
	Pay or deny properly 90% of all clean claims within 30 calendar days of receipt, 99% of all claims within 90 calendar days of receipt, and all claims within one year of receipt, except in those cases where CHFS approves a longer suspense period.

	437.
	CAB56
	Manually and systematically review any claims that suspend for any of the edits and/or audits, as determined by CHFS, or its designee, for review by KYMMIS Vendor.

	438.
	CAB57
	Adjudicate suspended claims, after review by the KYMMIS Vendor or CHFS, or its designee.

	439.
	CAB58
	Process “special” claims, including late billing, member retro-eligibility, and any other CHFS, or its designee, defined situation, in accordance with CHFS, or its designee, instructions.

	440.
	CAB59
	Intentionally left blank

	441.
	CAB60
	Price claims in accordance with specially negotiated contracts (e.g., Transplant Claims), as directed by CHFS.

	442.
	CAB61
	Support all Edit/Audit Processing functions and data elements necessary to meet the requirements of this RFP.

	443.
	CAB62
	Enter claims auditing software customization requests, as specified by CHFS.

	444.
	CAB63
	Price all claims, in accordance with Kentucky Medicaid Program policy, benefits, and limitations, as defined by CHFS, or its designee.

	445.
	CAB64
	Ensure billing procedures for providers that allows for as much uniformity as possible among the different payers.

	446.
	CAB65
	Process Medicare coinsurance and deductible charges from providers on hardcopy and electronic media.

	447.
	CAB66
	Maintain a method to process for payment any specific claim(s), as directed by CHFS, or its designee, on an exception basis and maintain an audit trail.

	448.
	CAB67
	Work credit balances that are created in the KYMMIS continuously through regular weekly claims processing. For new credit balances each week, make a written factual determination as to:

1. How the credit balance arose.

2. The amount of the credit balance.

	449.
	CAB68
	Notify CHFS, by letter, of any system errors that result in a potential provider overpayment or other incorrect payment and recommend a plan for corrective action. Immediate verbal notification is also required.

	450.
	CAB69
	Send payments and remittance statements resulting from FFS claims.

	451.
	CAB70
	Supply to CHFS, in the specified format and frequency defined by CHFS, payment information by type of service and member category that enables CHFS to request warrants from the Commonwealth Auditor's Office, in order to satisfy the Medicaid program's liabilities.

	452.
	CAB71
	Take immediate action to recover all overpayments or duplicate payments made by the KYMMIS Vendor, including recovery of third party payments on claims that were paid without first considering the third party resource and credit balances. The recovery function should be conducted within established CHFS policy.

	453.
	CAB72
	Notify CHFS, in writing, immediately upon discovery of any overpayments, duplicate payments, or incorrect payments, regardless of cause.

	454.
	CAB73
	Provide a report to CHFS of any errors made in claims processing, as they occur, by claim number, type of error, reason for errors, and planned recovery procedures, to be approved by the CHFS, within 24 hours of discovery.

	455.
	CAB74
	Operate and maintain a claims correction function in the KYMMIS, including correction of all data entry errors.

	456.
	CAB75
	Maintain a staffed claims resolution unit to resolve claims suspended for error correction or rejection within 15 workdays of the suspension, except in those cases where CHFS has approved a longer suspense period. All claims sent directly to CHFS are to be forwarded to the KYMMIS Vendor’s Claims Resolutions Unit for processing and follow-up. If a claim cannot be paid, the provider is notified by the KYMMIS Vendor.

	457.
	CAB76
	Refer claims to CHFS, or its designee, for correction/approval, according to policy determined by CHFS, or its designee.

	458.
	CAB77
	Correct other suspended claims (i.e., claims not referred to CHFS, or its designee).

	459.
	CAB78
	Override claim edits and audits, in accordance with CHFS, or its designee, guidelines.

	460.
	CAB79
	Use CHFS, or its designee, defined guidelines to monitor the use of override codes during the claims correction process and provide override reports to CHFS, or its designee, to identify potential abuse.

	461.
	CAB80
	Review all suspended claims that require medical review within 24 hours of receipt.

	462.
	CAB81
	Forward claims which suspend for medical review to CHFS, or its designee.

	463.
	CAB82
	Enter and process all adjustments received each week.

	464.
	CAB83
	Furnish, as established by CHFS, selected claims for review by CHFS for appropriateness and medical necessity.

	465.
	CAB84
	Identify any issues relating to a mass adjustment or retro rate adjustment before sending to CHFS for approval.

	466.
	CAB85
	Identify claims missing from mass adjustment or retro rate adjustment; document and reconcile differences.

	467.
	CAB86
	Ensure all suspended claims in a mass adjustment or retro rate adjustment batch are worked and released within the same payment cycle of the original batch.

	468.
	CAB87
	Perform mass adjustments within ten workdays of criteria for mass adjustment being defined.

	469.
	CAB88
	Process retroactive rate adjustments within 30 days of being notified by CHFS.

	470.
	CAB89
	If CHFS determines that a provider credit balance occurred through error, mistake, or negligence of the KYMMIS Vendor, the KYMMIS Vendor is to be held responsible for the credit balance and the KYMMIS Vendor is to deposit the credit balance amount in the Disbursement Account, which reduces a cash request for funds, thereby allowing CHFS to return the Federal portion of the credit balance. The KYMMIS Vendor is to indicate on the next confirmation letter that the credit balance has been refunded to CHFS.

	471.
	CAB90
	If the provider has no further claims activity within 30 workdays of the first Remittance Advice showing the credit balance, the Vendor is to issue a demand letter to the provider. If there is no response from the provider, or no further claims activity, within 15 workdays of the first demand letter, issue a second demand letter. If there is no response from the provider, or no further claims activity, within 15 workdays of the second demand letter, the KYMMIS Vendor is to be held responsible for the credit balance, unless the KYMMIS Vendor can document that the credit balance did not occur as a result of error, mistake or failure on the part of the KYMMIS Vendor to utilize available information or to process correctly. Such documentation should be submitted to CHFS within 30 workdays of the unsuccessful second demand letter in order for CHFS not to assess the credit balance against the KYMMIS Vendor.

	472.
	CAB91
	In the event the KYMMIS Vendor initiates suit against the provider to recover its loss, CHFS, if necessary, is to assign its rights to the KYMMIS Vendor in pursuing the collection of such loss. Deposit any such collections outside the KYMMIS into the KYMMIS Vendor’s administrative account.

	473.
	CAB92
	Maintain a staffed claims adjustment unit to handle voids, credits, and debits in a timely manner. Adjustments should be completed within 15 calendar days of submission, except in those cases where CHFS has approved a longer period.

	474.
	CAB93
	Provide CHFS with monthly report of credit balance and status of each account, including reasons for or documentation explaining the credit balance. The report should include those credit balances that have been satisfied during the previous month and a report of each effort made to collect the credit balance.

	475.
	CAB94
	Pursue actively all credit balances more than 30 days old, by procedures approved by CHFS.

	476.
	CAB95
	Submit the following credit balance documentation to CHFS: 

1. The written factual determination as to how the credit balance occurred, the amount of the credit balance, and when it occurred.

2. Copies of the claim or claims, data sheets, payment records, canceled check or checks, copies of two demand letters, responses, and any other documentation relating to the credit balance.

	477.
	CAB96
	Take steps to recoup the credit balance amount from the provider, but the collection process should occur outside the KYMMIS and should not be implemented until that process is approved by CHFS.

	478.
	CAB97
	Compare number of claims selected in mass adjustment or retro rate adjustment to actual claims in mass adjustments or retro rate adjustments batches.  

	479.
	CAB98
	Coordinate with CHFS in resolving claims, in accordance with program policy and procedures.  

	480.
	CAB99
	Produce and provide member Explanation of Medicare Benefits (EOMBs), in accordance with CHFS, or its designee, and CMS guidelines.

	481.
	CAB100
	Send EOMBs to a sample of Medicaid members every 30 days.  

	482.
	CAB101
	Provide online inquiry access to 60 months of claims history and lifetime history data and the status of suspended claims.

	483.
	CAB102
	Provide training in the use of the Claims Processing function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	484.
	CAB103
	Produce all required claims operations reports and submit (email or hand delivery) to CHFS, or its designee.

	485.
	CAB104
	Provide claims payment data to CHFS, or its designee, for downloading to CHFS, or its designee, computers.

	486.
	CAB105
	Issue and mail manual checks to non-EFT providers within 12 hours of the receipt of funds from CHFS.

	487.
	CAB106
	Support all Claims Operations Management functions, files, and data elements necessary to meet the requirements of this RFP.

	488.
	CAB107
	Maintain procedures to accept and ensure the integrity of electronic pharmacy claim records submitted by the PBM, including adjustments and reversals.

	489.
	CAB108
	Operate and maintain the Encounter Processing function of the KYMMIS system.

	490.
	CAB109
	Send encounter reject notices to Managed Care Organizations (MCOs) for encounters failing edits.

	491.
	CAB110
	Establish balancing processes to ensure control within the KYMMIS encounter processing cycles.

	492.
	CAB111
	Reconcile all encounter records entered into the system to batch processing cycle input and output figures.

	493.
	CAB112
	Maintain procedures to ensure the integrity of electronic encounter records submitted by MCO(s) and pharmacy encounters submitted by the PBM, including adjustments and replacements.

	494.
	CAB113
	Produce online and hardcopy balancing and control reports, according to CHFS, or its designee, specifications for encounter data. 

	495.
	CAB114
	Perform presence and format editing on all encounter records according to CHFS, or its designee, specifications.

	496.
	CAB115
	Perform validity editing on all entered encounter records, using current information on Provider, Member eligibility, and Reference data, pursuant to CHFS, or its designee, specifications.

	497.
	CAB116
	Produce all encounter entry statistics reports and submit (email or hand delivery) to the CHFS, or its designee.

	498.
	CAB117
	Propose edit and audit criteria for encounter processing.

	
	CAB118
	Propose criteria and procedures for processing of “special” encounter records (e.g., bypass edit/audit conditions).

	499.
	CAB119
	Provide online inquiry access to active and permanent encounter history files. 

	500.
	CAB120
	Maintain an encounter control and inventory system approved by CHFS, or its designee.

	501.
	CAB121
	Deliver extracts of selected data elements to the designated vendors, including, but not limited to, the Drug Utilization Review (DUR) vendor.

	
	
	Financial Management (FI)

	502.
	FIB1
	Operate and maintain the Financial Processing function of the KYMMIS.

	503.
	FIB2
	Submit written Financial Management policies and procedures to CHFS, or its designee.

	504.
	FIB3
	Maintain books, records, documents, and other evidence pertaining to the administrative costs and expenses of the Contract to the extent and in such detail as should properly reflect all revenues, all costs, direct and apportioned, and other costs and expenses of whatever nature as relative to performance of contractual duties under the provisions of this Contract. The KYMMIS Vendor's accounting policies, procedures, and practices should conform to Generally Accepted Accounting Principles (GAAP). Costs applicable to the Contract should be readily ascertainable from the KYMMIS Vendor’s accounting records.

	505.
	FIB4
	Maintain records pertaining to the tasks defined throughout this Contract and any other costs and expenditures made under the Contract, including correspondence between the parties to this Contract.

	506.
	FIB5
	Produce or reproduce Remittance Advices (RAs), in standardized electronic format. 

	507.
	FIB6
	Process capitation payments to MCO(s) (including non-emergency transportation) on a schedule defined by CHFS, or its designee.

	508.
	FIB7
	Maintain security for checks during matching/stuffing/mailing process.

	509.
	FIB8
	Present all messages on the RA in non-technical language, which is understandable to providers.

	510.
	FIB9
	Send check register and file of checks to CHFS, or its designee, at the end of each claims payment cycle.

	511.
	FIB10
	Produce provider 1099 earnings data annually.

	512.
	FIB11
	Verify the accuracy of 1099/W2 information prior to issuing the 1099/W2.

	513.
	FIB12
	Produce a report to the CHFS prior to production of the 1099/W2.  

	514.
	FIB13
	Perform adjustments to original and adjusted claims and maintain records of the previous processing.

	515.
	FIB14
	Receive, sort, and log incoming checks from the third-party payors, providers, members or other sources, and forward to CHFS, or its designee.

	516.
	FIB15
	Process unsolicited provider refunds.

	517.
	FIB16
	Maintain a system of security and monitoring for the location, deposit, and disposition status of each incoming check.

	518.
	FIB17
	Update claim history and online financial files with the check number, date of payment, and amount paid after the claims payment cycle.

	519.
	FIB18
	Utilize stale-dated check procedures, approved by CHFS, or its designee. A stale-dated check is defined by CHFS, or its designee, as a check that is 365, or more, days old.

	520.
	FIB19
	Issue provider or capitation payment requests to CHFS, or its designee, on a special request basis, at any time during the payment cycle.

	521.
	FIB20
	Process for payment and reconcile all capitation claims for MCO (including non-emergency transportation) reimbursement, including adjustments.

	522.
	FIB21
	Provide capability to match, reconcile (with 100% accuracy, approved by CHFS, or its designee), and report Medicaid, CHIP, family planning and all other data that receives a regular and enhanced Federal Medical Assistance Percentages (FMAP), in a timely manner as prescribed by CHFS, or its designee.

	523.
	FIB22
	Reconcile premium payment information with 100% accuracy approved by CHFS, or its designee, on the 21st day of the current month and submit premium payment information to the CHIP vendor.

	524.
	FIB23
	Recover successfully and credit CHFS, or its designee, with all misspent funds.

	525.
	FIB24
	Provide a process to withhold a percentage or an amount of capitation payments for any MCO, in the event CHFS, or its designee, directs withholding.

	526.
	FIB25
	Process supplemental capitation payments, as directed by CHFS, or its designee.

	527.
	FIB26
	Produce all required Federal and CHFS, or its designee, financial reports in a format approved by DMS.

	528.
	FIB27
	Develop a cost allocation plan and document costs, as required by Federal regulations, policy, and procedures, in a format acceptable to CMS and CHFS, or its designee, staff. The cost allocation plan should be received three months prior to the operation start date of the Contract.

	529.
	FIB28
	Produce the Federal financial reports, including but not limited to: 

1. CMS-64.

2. CMS-372.

3. CMS-416.

	530.
	FIB29
	Provide expenditure and refund data, in the format and media specified by CHFS, or its designee, to the statewide accounting system.

	531.
	FIB30
	Establish proper balancing procedures for each payment cycle. These procedures should be approved by CHFS, or its designee. Each payment cycle should be balanced with all supporting documentation and schedules, before submitted to CHFS, or its designee, 

	532.
	FIB31
	Ensure the reports show amounts that qualify for enhanced match (i.e., Family Planning, BCCTP, etc.) as separate items.

	533.
	FIB32
	Ensure that the request for funds file is presented to CHFS by 7:00 a.m. ET of the day following the payment run and should not be rejected due to errors caused by the KYMMIS Vendor.

	534.
	FIB33
	Monitor the status of each account receivable and report weekly, monthly, quarterly, and annually to CHFS, or its designee, in aggregate and/or individual accounts, both on paper and online.

	535.
	FIB34
	Establish, monitor, and manage receivable accounts to recover program funds and provide a monthly summary report of activity and collections.

	536.
	FIB35
	Provide capability for Accounts Receivable (A/R) adjustments.

	537.
	FIB36
	If an A/R arose through an error, mistake, or negligence of the KYMMIS Vendor, the following is to be accomplished:

1. Send the appropriate documentation to CHFS as to each provider A/R upon identifying the A/R amount resulting from the KYMMIS Vendor’s actions.

2. Apply the A/R amount to the provider's record in the KYMMIS, upon notification of the verification of the documentation by CHFS.

3. Refund to CHFS any outstanding A/R balance remaining after 10 months. Upon verification by CHFS, the KYMMIS Vendor is to credit the outstanding A/Rs to reduce the balance to zero.

	538.
	FIB37
	Provide standard accounting reports for all premium payment and collection activities.

	539.
	FIB38
	Follow and monitor compliance with written procedures to meet CHFS, or its designee, and Federal guidelines for collecting outstanding accounts receivable.

	540.
	FIB39
	Provide a separate agent for an independent CPA audit, and this should include system audit capability and financial (bank) reconciliation audit capability.

	541.
	FIB40
	Retain all original paper claims adjudicated under the Contract for a minimum of 180 days. Storage should be in the Commonwealth of Kentucky throughout this 180-day period.  Imaged or CD copies of all paper claims and related records should be retained for the duration of the Contract and turned over to CHFS, or its designated agent, to be used in the processing of claims at the conclusion of this Contract.

	542.
	FIB41
	Retain all electronic media claims and related records for a period for the length of the Contract, plus as required by CHFS, or its designee, and Federal law.

	543.
	FIB42
	Preserve and make available all other pertinent books, documents, papers, and records of the KYMMIS Vendor involving transactions related to the Contract, for a period of six years from the date of expiration or termination of the Contract, unless CHFS, or its designee, specifies in writing a shorter period of time.

	544.
	FIB43
	Retain all EFT documentation, for a minimum of five years from the date of issuance, unless otherwise notified by CHFS, or its designee; storage should be in the Commonwealth of Kentucky throughout this period.

	545.
	FIB44
	Keep records and supporting documentation under audit, or involved in litigation, for the length of the Contract plus as required by Commonwealth and Federal law.

	546.
	FIB45
	Agree that authorized Federal, Commonwealth, and CHFS, or its designee, representatives should have access to and the right to examine any KY Medicaid documentation during the six-year post-contract period or until resolution. During the Contract period, access to these items should be provided at the KYMMIS Vendor's office.  During the six-year post-contract period, delivery of and access to the listed items should be at no cost to CHFS, or its designee.

	547.
	FIB46
	Provide an annual SSAE16 audit performed at the Kentucky facility.

	548.
	FIB47
	Provide online access to financial information according to CHFS, or its designee, specifications.

	549.
	FIB48
	Provide CHFS with the necessary reports to reconcile all fund categories. 

	550.
	FIB49
	Enter non-claim-specific financial transactions received from DMS.

	551.
	FIB50
	Provide training in the use of the Financial Processing function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	552.
	FIB51
	Make recommendations in any area in which the KYMMIS Vendor feels improvements can be made.

	553.
	FIB52
	Support all Financial Processing functions, reporting, files, and data elements necessary to meet the requirements of this RFP.

	
	
	REFERENCE DATA (RF)


	554.
	RFB1
	Operate and maintain the Reference Data maintenance function of the KYMMIS, in accordance with policy set forth by KY Medicaid.

	555.
	RFB2
	Maintain current licenses for all standard codes sets (e.g., CPT, Current Dental Terminology (CDT), and form UB-04 Editor subscription) required for KYMMIS processing.

	556.
	RFB3
	Maintain current licenses for all standard codes sets within the KYMMIS at all times, as directed by CHFS, or its designees.

	557.
	RFB4
	Maintain all Reference data and ensure that the correct information is used in claims processing.

	558.
	RFB5
	Update all relevant Reference maintenance with CHFS, or its designee, approved update transactions daily. Update should be run prior to the claims adjudication cycle.

	559.
	RFB6
	Provide to DMS, input forms and access capabilities to update the Reference Module in hard copy and online.

	560.
	RFB7
	Update and maintain medical criteria, edits, and audits that reflect CHFS policy, Commonwealth statutes and regulations and Federal regulations.

	561.
	RFB8
	Process change transactions to procedure, diagnosis, formulary codes, and other data, and respond to inquiries and report requests.

	562.
	RFB9
	Maintain valid diagnosis/procedure combinations for program covered procedure codes.

	563.
	RFB10
	Maintain and update the taxonomy codes, which are published by the National Uniform Claim Committee (NUCC).  

	564.
	RFB11
	Apply updates to all codes, rate tables, and fees, as appropriate, upon new releases (e.g., quarterly, annually), or when requested by CHFS, or its designee. 

	565.
	RFB12
	Accept a weekly input data file from drug pricing vendor and perform the processing, as specified by CHFS, or its designee.

	566.
	RFB13
	Provide DMS with online inquiry and update capabilities to all Reference data. 

	567.
	RFB14
	Perform online and mass updates to the Reference Data, as specified by CHFS, or its designee.

	568.
	RFB15
	Process rate changes in the KYMMIS within 48 clock hours of receipt from CHFS, or its designee.

	569.
	RFB16
	Perform updates to the message field, which should provide the text of the messages to be printed on the Remittance Advice (RA) for each error code.

	570.
	RFB17
	Provide the required reports and listings of the Reference Data to CHFS, or its designee, in the timeframe specified by CHFS.

	571.
	RFB18
	Provide a Reference Data maintenance report within 24 hours of the processing of CHFS, or its designee, generated Reference maintenance transactions.

	572.
	RFB19
	Produce, verify accuracy, and distribute Reference Data maintenance update reports, as specified by CHFS, or its designee.

	573.
	RFB20
	Ensure all Reference Data maintenance functions, files, and data elements meet the requirements outlined by Federal and Commonwealth regulations and initiatives and within this RFP, CMS Certification Standards, and the SMM.

	574.
	RFB21
	Maintain all Reference Data to consist of proper procedure, diagnosis, and drug pricing codes and other data that support required payment methodologies [e.g., Outpatient Prospective Payment (OPP), Diagnosis-Related Group (DRG), and Resource Based Relative Value Scale (RBRVS)], as required by CHFS, or its designee.

	575.
	RFB22
	Advise and improve crosswalks from physician administered drugs to NDCs (i.e., validate manufacturer).

	576.
	RFB23
	Recommend best practices, with supporting data, to assist the Commonwealth with Reference Data and cost containment measures to ensure efficiency of processing.

	577.
	RFB24
	Provide training to Commonwealth staff and its designees, in the use of the Reference Data Maintenance function of the KYMMIS. Provide training to designated personnel initially and on an ongoing basis as directed by the Commonwealth.

	578.
	RFB25
	Provide comprehensive and well-documented training materials and user manuals for the Reference Data Maintenance function.

	579.
	RFB26
	Provide comprehensive and well-documented training materials and user manuals for the Rules Engine function.

	580.
	RFB27
	Enter updates to Reference Data files as directed by DMS, or its designee.

	581.
	RFB28
	Perform Quality Assurance (QA) review activities for the Reference Data Maintenance module and provide proof to CHFS, or its designee, that QA has been done.

	582.
	RFB29
	Comply with HIPAA requirements.

	583.
	RFB30
	Monitor and maintain an audit trail for all changes to the Reference Module for QA purposes.

	584.
	RFB31
	Program, test, and implement changes to reports from the KYMMIS and DSS/DW, on a schedule and in a medium determined by CHFS, or its designee.

	585.
	RFB32
	File(s) updates of reference data that are accepted from the Commonwealth, or its designee, should be correctly applied to the KYMMIS reference data set as follows:

1. Batch submissions, within 24 clock hours of its availability from the Commonwealth or its designee.

2. Online submissions, real-time.

	586.
	RFB33
	Update software programs from McKesson ClaimCheck, maintain up to date NCCI edits from CMS, and ability to create and maintain ASP +6% physician drug pricing with NDC’s which have a signed rebate agreement on file with CMS.

	
	
	RULES ENGINE (RE)

	587.
	REB1
	Maintain current licenses for all standard codes sets (e.g., CPT, CDT, and UB-04 Editor subscription) required for KYMMIS processing.

	588.
	REB2
	Ensure the most current versions of all standard codes sets are maintained within the KYMMIS at all times.

	589.
	REB3
	Data enter updates to edit and audit criteria, as directed by CHFS, or its designee.

	590.
	REB4
	Update and maintain medical criteria, edits, and audits that reflect CHFS, or its designee, policy and Federal regulations.

	591.
	REB5
	Process change transactions to procedure, diagnosis, formulary codes, and other data, and respond to inquiries and report requests.

	592.
	REB6
	Maintain valid diagnosis/procedure combinations for program covered procedure codes.

	593.
	REB7
	Maintain and update the taxonomy codes, which are published by the National Uniform Claim Committee (NUCC).  

	594.
	REB8
	Apply updates to all codes, rate tables, and fees, as appropriate, upon new releases (e.g. quarterly or annually), or when requested by CHFS, or its designee. 

	595.
	REB9
	Test thoroughly and troubleshoot entries into the rules engine, prior to implementation, to ensure that the operation accurately parallels the existing KYMMIS.

	596.
	REB10
	Test thoroughly and troubleshoot entries into the rules engine, as changes are made, prior to the implementation of any changes.

	597.
	REB11
	Revise edits and edit parameters in the rules engine, as required by CHFS, or its designee, including, but not limited to: limits, National Correct Coding Initiative (NCCI) edits, and benefit plans.

	598.
	REB12
	Accept a weekly input data file from drug pricing vendor and perform the processing, as specified by CHFS, or its designee, to update the Drug Formulary.

	599.
	REB13
	Provide a rate setting program, as specified by CHFS, or its designee.

	600.
	REB14
	Process rate changes in the KYMMIS within 24 hours of receipt from CHFS, or its designee.

	601.
	REB15
	Produce a utilization report, as defined by CHFS, or its designee, to identify costs associated with maintaining selected drugs and drugs classes.

	602.
	REB16
	Produce individual reports by Therapeutic Class and Generic Codes.

	603.
	REB17
	Produce a comprehensive fee schedule, based on CHFS, or its designee, specifications.

	604.
	REB18
	Provide, to CHFS, or its designee, an online accessible monthly management summary report of all rules engine modifications during the period. 

	605.
	REB19
	Produce cross-reference and reverse cross-reference, between required policy edits and system rules engine, and/or parameter listings.

	606.
	REB20
	Advise and improve crosswalks from physician administered drugs to NDCs (i.e., validate manufacturer).

	607.
	REB21
	Support all Rules Engine functions, files, and data elements necessary to meet the requirements of this RFP, CMS Certification Standards, and the State Medicaid Manual.

	608.
	REB22
	Operate and maintain the Rules Engine function of the KYMMIS.

	609.
	REB23
	Maintain a claim edit rules engine(s), which can be queried online. The edit rules engine(s) should contain edit definitions, CHFS, or its designee, approved error messages, HIPAA standard RA messages, and claim-specific and media-specific dispositions.

	610.
	REB24
	Recommend changes to edits and audits to enhance processing efficiency.

	611.
	REB25
	Make recommendations in any area in which the KYMMIS Vendor feels improvements can be made.

	612.
	REB26
	Provide training in the use of the Rules Engine function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	613.
	REB27
	Provide comprehensive and well documented training and user manuals.

	614.
	REB28
	Educate KYMMIS Vendor staff and CHFS, or its designee’s, users in the use of the rules engine to assign members to benefit plans and to set the hierarchy of benefit plans.

	615.
	REB29
	Enter updates as directed by DMS, or its designee.

	616.
	REB30
	Update the edit and audit criteria to reflect the new and/or changed CPT/HCPCS codes.

	617.
	REB31
	Comply with HIPAA requirements.

	618.
	REB32
	Accept and process all code sets, within each of the HIPAA required transactions, according to rules established by CHFS, or its designee.

	619.
	REB33
	Provide the capability to configure and modify all edits and audits.  

	620.
	REB34
	Provide the capability to perform mass updates to the rate/fee schedules and/or the procedure or drug files.

	
	
	FEDERAL REPORTING (FR)

	621.
	FRB1
	Operate and maintain the Management and Administrative Reporting (MAR) function of the KYMMIS, according to current and future Federal KYMMIS certification requirements, the CMS State Medicaid Manual, Medicaid Quality Control (MQC), and all CHFS, or its designee, specific requirements.

	622.
	FRB2
	Maintain at least 84 months of payment data, encounter data, claims history, supporting reference data for all claim types and all associated reports. 

	623.
	FRB3
	Produce all MAR reports and other outputs within the time frames and according to the format, input parameters, content, frequency, media, and number of copies specified by CHFS, or its designee.

	624.
	FRB4
	Generate CHFS, or its designee, specified reports to be sent to CMS in the Federally required format.

	625.
	FRB5
	Deliver reports on a variety of media, including hardcopy, tape, or electronic media, as specified by CHFS, or its designee.

	626.
	FRB6
	Modify the reports to meet the changing information needs of the Kentucky Medicaid Program and ensure compliance with changes in Federal, Commonwealth, or DMS regulations, procedures, or policies.

	627.
	FRB7
	Modify any Federal report to exclude and/or include specified ad hoc report data as requested by CHFS, or its designee. Modifications should be made timely and be made available within time frames required by CHFS, or its designee.

	628.
	FRB8
	Ensure changes made to programs, category of service, etc. are accurately reflected and updated in ALL reports.

	629.
	FRB9
	Balance MAR report data to comparable data from other MAR reports to ensure internal validity, and to non-MAR reports to ensure external validity, and provide an audit trail; deliver the balancing report to CHFS, or its designee, with each MAR production run.

	630.
	FRB10
	Ensure the accuracy of all reports before submission to CHFS, or its designee.

	631.
	FRB11
	Respond to CHFS, or its designee, requests for information concerning the reports.

	632.
	FRB12
	Provide training in the use of the MAR function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	633.
	FRB13
	Provide technical assistance, as needed, to assist users in researching problems, reviewing production outputs, and understanding report formats.

	634.
	FRB14
	Provide consistent transaction processing cut-off points to ensure the consistency of all reports.

	635.
	FRB15
	Generate required Federal reports on demand and schedule and within time frames and formats required by CHFS, or its designee, including, but not limited to:  

11. CMS-21 report -- Quarterly Kentucky Children’s Health Insurance Program (KCHIP) Statement of Expenditures for Title XXI.

12. CMS-21B.

13. CMS-21E statistical report.

14. Quarterly ethnicity report.

15. CMS-64 - Quarterly Medicaid Assistance Expenditures for the Medical Assistance Program.

16. CMS-372 (Cost Neutrality Assessment for Waivers) and other specified waiver reports.

17. Medicaid Statistical Information System (MSIS) Data according to CMS media requirements and timeframes and submit a copy to CHFS, or its designee, on specified media for review and filing.

18. CMS-416 report information, in accordance with the Federal specifications and CHFS, or its designee, specifications.

19. MSIS/CMS tapes, according to CMS time frames.  Media may change based on CMS and CHFS, or its designee, approval.
20. SF269 Federal Financial Status Report.
21. PERM, 1115 and 1915(b) reports.

	636.
	FRB16
	Provide automated input, to the extent feasible, to the creation of all reports.

	
	 
	PROGRAM MANAGEMENT (PM)

	637.
	PMB1
	Support Payment Error Rate Measurement (PERM). In compliance with CMS quarterly claims sample frequency requirements, send the required data to the Statistical Contractor (SC) according to the claims extract approach using CMS-approved formats, media, and security procedures.

	638.
	PMB2
	Process encounters data submitted by MCO(s).  This processing should include, at a minimum:

22. Validation of records submitted by MCO(s).

23. Return of error information pertaining to invalid submissions.

24. Production of a variety of reports, using encounter data.

25. Provision of access to encounter data through the Decision Support System/Data Warehouse function described elsewhere in this RFP.

26. Acceptance of encounter claims from other vendors (i.e. PBA)

27. Process encounter drug rebate files.

28. Maintain edits and audits for encounter processing in accordance with DMS requirements.

29. Use of HIPAA and proprietary files for transactions with MCOs including transactions not related to encounters.

	639.
	PMB3
	Provide to CHFS, or its designee, on a specified schedule, the KYMMIS Vendor’s administrative cost information necessary to accurately complete the administrative portion of the CMS-64.

	640.
	PMB4
	Generate CMS-64 Variance and CMS-21 Variance reports, as specified by CHFS, or its designee, for the current and three prior quarters. The variance reports should be made available within time frames and formats required by CHFS, or its designee.

	641.
	PMB5
	Submit to CHFS, or its designee, a hard copy and electronic media copy of the MSIS reports; produce, submit to CMS, and correct, if necessary, machine readable MSIS data, according to CMS media requirements and timeframe.

	642.
	PMB6
	Mail cost settlement reports (paid claims listings) to providers.

	643.
	PMB7
	Make recommendations in any area in which the KYMMIS Vendor feels improvements can be made.

	644.
	PMB8
	Provide accurate data on the expenditure of Federal funds for enhanced Medicaid matching rates by meeting the following:

1. KYMMIS system is adequate to provide efficient, economical, and effective administration of the Kentucky Medicaid Program.

2. KYMMIS is capable of providing accurate and timely data.

3. KYMMIS is able to provide for electronic transmission of claims data consistent with the Medicaid Statistical Information System (MSIS) in the format specified by CMS.

4. KYMMIS provides audits on provider enrollment procedures and claims processing to measure the risk of improper payments.

5. KYMMIS should be compatible with those used by Medicare intermediaries and carriers so that the two programs can exchange enrollment and claims data.



	
	 
	DECISION SUPPORT/DATA WAREHOUSE (DW)

	645.
	DWB1
	Provide the following functionality in the DSS/DW: 

1. Data Warehouse (DW).

2. Management and Administrative Reporting (MAR) module. 

3. Surveillance and Utilization Review (SUR) module.

4. Data Management Tools.

5. Fraud and Abuse Detection (FAD) module.

	646.
	DWB2
	Operate and maintain the DSS/DW function of the KY MMIS, through which CHFS, or its designee, designated users can request and receive information on demand via a secured web-based online system.

	647.
	DWB3
	Provide a robust DSS and user-friendly query tools that allow download to Excel, Access, text, XML, or other formats, as specified by CHFS. This tool should have access to all KYMMIS databases and tables, as well as all DSS data.  Provide a user-friendly reporting tool or template that allows users manipulation capabilities (subtotal, filtering on specific data, etc.) and can be easily customized, sorted on any field, and formatted.  

	648.
	DWB4
	Provide and maintain separate relational databases, tables, or modules (that can be queried) for claims, members (enrollment current and historical data), member months (enrollment), providers (individuals, facilities, and organizations), provider enrollment, prior authorization, inpatient stays, claim groups, and other modules, as defined by CHFS.  

	649.
	DWB5
	Provide data retention, including current and purged history files, in CHFS-defined format, for a CHFS-defined number of years.

	650.
	DWB6
	Supply a GIS tool product compatible with the DSS application software to break down the Commonwealth into regions, perform density mapping geocoding and other functions.  The GIS tool product is to include routing and zip coding.

	651.
	DWB7
	Accept data transfers from CHFS, or its designee’s, authorized sources and transform and load data into the DSS/DW within CHFS, or its designee, specified timeframes.

	652.
	DWB8
	Accept data from the Eligibility Determination module, the KYMMIS, PBM, Drug Rebate, and the web portal, into the DSS/DW, as identified by CHFS, including, but not limited to:

1. Claims history.

2. Member enrollment.

3. Provider enrollment.

4. Service authorization.

5. Reference data (e.g., diagnosis, procedure, National Drug Code (NDC), and pricing).

	653.
	DWB9
	Accept data in a variety of formats from a variety of additional sources, including, but not limited to:

1. Vital Statistics.

2. Encounter data.

3. Benefit Manager Encounter data (pharmacy, dental, mental health).

4. Waiver program data.

5. Census Bureau additional sources.

6. Licensing agencies.

7. Death Registries.

8. Data from other child servicing agencies.

9. Other data sources, as identified by CHFS.

	654.
	DWB10
	Control and execute all aspects of the Extraction, Transformation and Loading (ETL) process, including coding the extracts from the required transactional source systems.

	655.
	DWB11
	Review all ETL control reports to verify the accuracy and consistency within and between reports.

	656.
	DWB12
	Produce data extracts according to specifications and time frames determined by CHFS, or its designee. The frequency of data extraction from each source system is to be based on the source system’s business cycles.  For estimation purposes, assume a weekly load for each source system.

	657.
	DWB13
	Develop and obtain CHFS approval for criteria and procedures to archive saved extract files and archive the saved extract file data according to the approved process.

	658.
	DWB14
	Balance the DSS/DW updates, using control counts on the update files and ETL processes.

	659.
	DWB15
	Provide a validation process to CHFS that ensures the data warehouse database reconciles with KYMMIS data.

	660.
	DWB16
	Ensure that the reporting function and the DSS/DW are continuously able to produce reports in the media and format specified by users for each individual request, including hard copy, online inquiry, disk, tape, or downloaded file data extract.

	661.
	DWB17
	Utilize the most accurate and current data for producing CHFS and Federally mandated reports.

	662.
	DWB18
	Respond to request from external agency for access to the DSS/DW and production of ad hoc reports.

	663.
	DWB19
	Balance reports, as necessary, to validate accuracy of the reports.

	664.
	DWB20
	Design, develop, and implement standard, preformatted reports that obtain and present data related to member and provider claim history (paid and unpaid) and summarization of services by clinical categories. Criteria used for preformatted reports should be easily accessible.

	665.
	DWB21
	Provide reports that allow the user to identify provider or member IDs and date of service range, based on ad-hoc requests.

	666.
	DWB22
	Provide reports that are available at summary and detail level, with multiple select and sort formats, layouts, frequency and media, to be defined by CHFS.

	667.
	DWB23
	Provide reports related to Fraud and Abuse Detection.

	668.
	DWB24
	Provide ranking reports.

	669.
	DWB25
	Provide exception reports.

	670.
	DWB26
	Provide control file reports.

	671.
	DWB27
	Provide management reports.

	672.
	DWB28
	Ensure that codes shown on reports include a description, including codes for procedures, drug, and diagnosis codes, CLIA certification codes, specialty, sub-specialty, and any other codes, and provide on all reports that display codes.

	673.
	DWB29
	Ensure that reports are available online and allow authorized users to sort, group, regroup, summarize, print, export to PC software, and perform other output management functions, including drill-down to the original claims data for a more detailed view.

	674.
	DWB30
	Ensure that reports meet the guidelines for compliance with Federal SUR requirements.

	675.
	DWB31
	Match HEDIS (Healthcare Effectiveness Data and Information Set) reports to Federal requirements.  

	676.
	DWB32
	Ensure that the DSS/DW data is correct, internally consistent, and consistent with comparable data used in other KYMMIS functions and reports.

	677.
	DWB33
	Ensure that data in the DSS is synchronized to reflect the data in the KYMMIS, the Eligibility Determination module, PBM, Drug Rebate, and the web portal, including additions due to updates from other sources. The DSS/DW is to be synchronized on a weekly basis to reflect the data in the KYMMIS, as well as additions due to updates, unless otherwise specified by CHFS.

	678.
	DWB34
	Maintain synchronization of claims and encounter record dates with provider and member record dates (i.e., a claim or encounter is always linked to the provider status and member status segments associated with the date of service).

	679.
	DWB35
	Provide an effective communication method to communicate changes to the DSS/DW.

	680.
	DWB36
	Maintain access to all claims history (since January 2000), as well as all supporting data, such as provider, member eligibility, automated eligibility verification responses, reference and TPL, for OIG/OAG/Court Cases etc. type of requests 

	681.
	DWB37
	Refresh or replace or archive all historical claim data, member enrollment, provider enrollment, prior authorization and reference data, on a scheduled basis approved by CHFS.

	682.
	DWB38
	Archive claims history older than 60 months and make it available for reporting within 24 hours of a request by CHFS, or its designee.

	683.
	DWB39
	Provide training in the use of the DSS/DW function of the KYMMIS to CHFS, and its designee’s personnel, initially and on an ongoing basis.

	684.
	DWB40
	Provide a dedicated in-house trainer for help on data management system.

	685.
	DWB41
	Provide user-oriented DSS training.

	686.
	DWB42
	Provide ongoing systems training using valid data (i.e., using more context-based data).

	687.
	DWB43
	Provide continuous DSS/DW and data training, as deemed necessary by CHFS. Provide DSS/DW training workshops and scheduled trainings at a frequency specified by CHFS.  

	688.
	DWB44
	Develop training materials. Materials are to include workshops, ongoing professional development (basic user to more experienced user specific training), and others, as defined by CHFS.

	689.
	DWB45
	Provide assistance via phone, email, online, in person, or other means, as specified by CHFS, to users to support effective use of data query, data analysis, and report formatting capabilities, in a timeframe defined by CHFS.

	690.
	DWB46
	Provide training for CHFS area office staff at the regional sites specified by CHFS.

	691.
	DWB47
	Provide comprehensive training in all areas of the data, tools, and report repository.

	692.
	DWB48
	Provide training that is focused on common day-to-day tasks of the specific groups being trained.

	693.
	DWB49
	Provide training at an approved location by CHFS.

	694.
	DWB50
	Provide hands on training of the Business Intelligence tool functionality in multiple user level capabilities.

	695.
	DWB51
	Provide training materials that are comprehensive.

	696.
	DWB52
	Provide a training plan that includes regularly scheduled training and curriculum.

	697.
	DWB53
	Provide training when new versions of the tools and software are implemented.

	698.
	DWB54
	Provide training when a major change order is implemented.

	699.
	DWB55
	Develop and maintain menu-driven help screens, up-to-date manuals, Data Element Dictionary and other instructional materials, which assist CHFS, or its designee, designated users in their use of the DSS/DW.

	700.
	DWB56
	Obtain CHFS, or its designee, approval for any changes to the DSS/DW processes, prior to implementation.

	701.
	DWB57
	Review the database structure to streamline and minimize the length of time for daily updates.

	702.
	DWB58
	Ensure that the system maintains the capability to perform various manipulations or calculations of data necessary to support CHFS, or its designee, requests. 

	703.
	DWB59
	Provide the capability to analyze the drug usage of Medicaid members and review the dispensing patterns of pharmacies and prescribing physicians. Also, produce reports identifying aberrant usage or prescribing practices.

	704.
	DWB60
	Develop queries and reports to fulfill CHFS’s analytical needs, per a timeframe defined by CHFS.

	705.
	DWB61
	Provide for automated cost settlement functionality, including Provider Statistical and Reimbursement (PS&R) System, for nursing facilities and hospitals.

	706.
	DWB62
	Provide user-friendly way of manipulating data (i.e., wizards, more drop-down boxes).

	707.
	DWB63
	Build cost settlement spreadsheets from claims history.

	708.
	DWB64
	Generate settlement notices to the provider and apply adjustments to claim/encounter history.

	709.
	DWB65
	Provide CHFS with access to all Drug Rebate module and Supplemental data.

	710.
	DWB66
	Provide CHFS a mechanism to verify data between Drug Rebate module and DSS.

	711.
	DWB67
	Coordinate any KYMMIS data changes with the DSS/DW DBA.

	712.
	DWB68
	Notify CHFS, or its designee, within 24 hours of any incorrect reports.

	713.
	DWB69
	Provide upgrades of tools/software product(s) to no less than –1 of non-Beta tested product within six months of the United States introduction of the new version of the product.

	714.
	DWB70
	Advise CHFS of enhancements or upgrades, when newer versions of software used in the DSS/DW become available.  Advise CHFS of potential benefits and pitfalls on enhancements, upgrades, or possible changes to the system.

	715.
	DWB71
	Provide an updating schedule for updating hardware.

	716.
	DWB72
	Make recommendations in any area in which the KYMMIS Vendor feels improvements can be made.

	717.
	DWB73
	Review outputs to determine where improvements could be made in report content or format and provide recommendations to CHFS.

	718.
	DWB74
	Make MAR recommendations for improvements.

	719.
	DWB75
	Report information to assist management in fiscal planning and control.

	720.
	DWB76
	Conduct comprehensive and systematic ongoing review of Medicaid program utilization, as well as targeted or focused reviews, profiles, and specialized analyses and decision support services, as may be requested by CHFS.

	721.
	DWB77
	Utilize industry standard, COTS tools in the DSS/DW solution (e.g., Oracle Data Mining Tools, Business Objects, etc.), as agreed upon.

	722.
	DWB78
	Provide the capability to develop, implement, and maintain a controlled query and report repository with the ability to share those objects among users.

	723.
	DWB79
	Provide a report library that can be indexed and searched and can retrieve published reports, or should recommend COTS software to meet CHFS’s requirements.

	724.
	DWB80
	Provide power users access to a thick client version of the reporting and Business Intelligence tool.

	725.
	DWB81
	Provide sufficient hardware and infrastructure to support all system and users needs.

	726.
	DWB82
	Provide a sufficient number of hardware and software licenses for all authorized CHFS employees and provide concurrent user licenses for the Business intelligence tool.

	727.
	DWB83
	Provide CHFS, or its designee’s, technical staff with access and training to the KYMMIS Vendor’s Data Warehouse tools, infrastructure, methodology and framework used in the DSS/DW solution (e.g., GIS, ETL, Mining, Reporting, etc.). The CHFS, or its designee, expects the selected KYMMIS Vendor to provide CHFS, or its designee, designated users access and training to the above mentioned tools within 90 calendar days of the commencement of the KYMMIS Vendor’s start date.

	728.
	DWB84
	Provide continuous technical support during normal business hours (specified by CHFS) to CHFS data warehouse users.

	729.
	DWB85
	Provide dedicated technical analysts, at CHFS’s disposal, to train users in the development of specifications, research problems, review of production output and report formats, and to prepare specifications and produce reports of a more complex nature.

	730.
	DWB86
	Supply the software licenses and server hardware for CHFS user to be able to support and utilize the DSS by a defined number of employees.

	731.
	DWB87
	Provide concurrent software licenses to allow authorized users access to all applications. 

	732.
	DWB88
	Provide technical assistance, as needed, to assist CHFS users in researching problems, reviewing reports, establishing report parameters, and analyzing Fraud and Abuse Detection data.

	733.
	DWB89
	Provide data analysis, assist in decision-making, and provide access to information, including online access to flexible, user-friendly reporting, analysis, and modeling functions, on an as-needed basis. 

	734.
	DWB90
	Provide decision-making support, with an emphasis on semi-structured and non-structured queries and reporting. Provide the ability to easily detect, analyze, and report patterns in the Kentucky Medicaid Program expenditures.

	735.
	DWB91
	Share the DSS/DW infrastructure with CHFS, or its designee, as agreed upon throughout the life of the Contract.

	736.
	DWB92
	Ensure that the Data Warehouse is to run 24/7, with exception of scheduled maintenance downtimes.

	737.
	DWB93
	Support all DSS/DW functions, files, and data elements necessary to meet the requirements of this RFP, CMS Certification Standards, and the State Medicaid Manual.

	738.
	DWB94
	Recommend all additional fraud and abuse methods, algorithms, actions, activities, theories, tools, and techniques of which the KYMMIS Vendor becomes aware.

	739.
	DWB95
	Design and implement activities to proficiently and proactively detect potential fraud and abuse by all providers and members.

	740.
	DWB96
	Design and implement activities to proficiently and proactively detect inappropriate billings and over payments, and violations of provider instructions conveyed by applicable Medicaid handbooks and bulletins. Please indicate if this functionality is being built into the solution or being provided by a COTS product/component.

	741.
	DWB97
	Design and implement activities to proficiently and proactively detect significant percentage increases or decreases in a provider’s claims.

	742.
	DWB98
	Perform detection and normative benchmarking of use, cost, and treatment patterns using clinically and analytically defensible provider grouping and profiling methodologies.

	743.
	DWB99
	Perform detection and normative benchmarking of use, cost, and treatment patterns using review criteria and standards. 

	744.
	DWB100
	Perform detection and normative benchmarking of use, cost, and treatment patterns using clinical and financial indicators and measures.

	745.
	DWB101
	Perform detection of potential fraud or abuse by providing a proven statistical methodology to classify members into peer groups using user-defined criteria, including, but not limited to, age, sex, race, ethnicity, living arrangement, geographic region, program, aid category, and special program indicator (or any combination thereof), for the purpose of developing statistical profiles.

	746.
	DWB102
	Perform detection of potential fraud or abuse by providing a proven statistical methodology to classify private/public providers into peer groups using user defined criteria, including, but not limited to: program, category of service, provider type, multiple specialties, multiple sub-specialties, type of practice/organization, enrollment status, facility type, geographic location, billing versus performing providers, size, or any combinations thereof, for the purpose of developing statistical profiles.

	747.
	DWB103
	Perform detection of potential fraud or abuse by providing a proven statistical methodology to classify and reclassify treatment into user defined groups by, including, but not limited to: diagnosis code, drug code, procedure code, episode of care, groups or ranges of codes, geographical region, or a combination thereof, for the purpose of developing statistical profiles.

	748.
	DWB104
	Perform detection of potential fraud or abuse by generating a sampling using a CHFS-approved methodology, including stratified sampling, with associated statistics (e.g., universe statistics and confidence levels).  Document the CHFS sampling methodology for use in court hearings.  Provide the option to preserve the CHFS seed to reproduce the CHFS sample or to generate a new seed to produce a new CHFS sample.

	749.
	DWB105
	Perform detection of potential fraud or abuse by generating statistical norms and statistical samples, by peer or treatment group, for each indicator contained within each statistical profile, by using averages and standard deviations or percentiles. 

	750.
	DWB106
	Perform detection of potential fraud or abuse by extrapolating sample results using generally accepted statistical techniques; this capability should include the ability to extrapolate, at various levels of confidence, instances of attributes or occurrences in the sample (e.g., number of claims with errors) and value of variables in the sample (e.g., dollar overpayments).

	751.
	DWB107
	Perform pattern analysis of illogical or inappropriate billing across claim type and healthcare setting.

	752.
	DWB108
	Identify unmatched complementary services or diagnoses reported within the user-defined timeframes.

	753.
	DWB109
	Develop and maintain a Fraud and Abuse (F&A)/SUR user-training program for CHFS staff.

	754.
	DWB110
	Provide, maintain, and regularly put on a F&A/SUR training program for CHFS staff at all skill levels.

	755.
	DWB111
	Vendor is to provide ad hoc reporting requests and data file extracts according to the criticality and urgency categories defined below:

1. Type A Reports – completed correctly and delivered within 24 hours of request.

2. Type B Reports – completed correctly and delivered within 48 hours of request.

3. Type C Reports – completed correctly and delivered within seven business days of request.

4. Type D Reports – completed correctly and delivered within time frame established by DMS (greater than seven business days of request.

5. Type E Reports – Emergency reports completed correctly within two hours of submitted request.  

	756.
	DWB112
	Maintain a secure location to house and retrieve ad hoc results, accessible by the Commonwealth, in different output formats including but not limited to .xlsx, .xls, .txt, .lst, .rep, .mdb, xml.

	757.
	DWB113
	Data transfer and encryption standards to be met per HIPAA and or CHFS policies and guidelines

	
	
	Program Integrity (PI)

	758.
	PIB1


	Operate and maintain the Program Integrity (PI) function of the KYMMIS, in accordance with policy set forth by DMS.

	759.
	PIB2
	Support CHFS, and its designee, with fraud and abuse investigations.

	760.
	PIB3
	Provide and maintain all required hardware and software for the SUR/F&A modules.

	761.
	PIB4
	Provide CHFS, or its designee, with selected claim samples and documentation for review, within a DMS specified timeframe.

	762.
	PIB5
	Provide online inquiry capabilities, as required, to support CHFS, or its designee, research of sampled claims.

	763.
	PIB6
	Assist CHFS, or its designee, in its ongoing queries and reporting.

	764.
	PIB7
	Supply CHFS, or its designee, with hardcopy listings of sampled claims (distribute this report electronically and maintain a report archive to be available online), with the formats and contents to be specified by CHFS, or its designee.

	765.
	PIB8
	Provide for claims data selection, including all adjustments, by date of payment and date of service, for report generation purposes.

	766.
	PIB9
	Provide the capability to image all case-related documents, including, but not limited to: responses received from providers, members, and other entities involved in the case, and attach these imaged documents to the provider number to which they pertain. 

	767.
	PIB10
	Assist CHFS, or its designee, in selecting and designing databases or files of sampled claims on personal computers located at CHFS, or its designee, offices and in using commercial software for tracking of review results and status by CHFS, or its designee.

	768.
	PIB11
	Maintain 8080 report to include:

1. Total dollars reimbursed for cases included in the universe.
2. Total dollars reimbursed for actual claims reviewed in the sample.
3. Total dollars identified as overpayments for claims reviewed included in sample size.
4. Reports by quarter, calendar year, or fiscal year, by individual reviewer or collectively for the entire unit.

	769.
	PIB12
	Maintain a case tracking system to track all recoupment activities, as requested by the Commonwealth.

	770.
	PIB13
	Maintain a search function that allows staff to search by provider name, provider number, member name, member number, PA number, COS, and any combinations thereof.

	771.
	PIB14
	Provide assistance to CHFS, or its designee, in researching discrepancies.

	772.
	PIB15
	Maintain a highly adaptable and user-friendly fraud and abuse detection and SUR tracking module for the ongoing, prospective, retrospective, comprehensive analysis of KYMMIS data for the detection of potential provider and member fraud, abuse, or improper utilization of the KY Medicaid Program.

	773.
	PIB16
	Perform corrective actions, as directed and approved by CHFS, or its designee, with a Corrective Action Plan (CAP).

	774.
	PIB17
	Ensure all Program Integrity functions, files, and data elements meet the requirements outlined by Federal and Commonwealth regulations and initiatives and within this RFP, CMS Certification Standards, and the SMM. 

	775.
	PIB18
	Provide training in the use of the PI function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	776.
	PIB19
	Generate and retain sampling results available electronically for a specified timeframe, as designated by CHFS, or its designee.

	777.
	PIB20
	Generate random sampling using a CHFS, or its designee, approved methodology, including stratified random sampling, with associated statistics (e.g., document the random sampling methodology for use in court hearings). Provide the option to preserve the random seed to reproduce the random sample or to generate a new seed to produce a new random sample.

	778.
	PIB21
	Generate statistical norms and statistical samples, by peer or treatment group, for each indicator contained within each statistical profile by using averages and standard deviations or percentiles.

	779.
	PIB22
	Draft proposed bulletin articles, which are required for provider education.

	780.
	PIB23
	Maintain, at a minimum, on a quarterly basis, up-to-date complete documentation for SUR.

	781.
	PIB24
	Participate in committees and work groups, bi-monthly.

	782.
	PIB25
	Provide expert technical assistance, as needed, to assist CHFS and its designees/users in researching problems, reviewing reports, establishing report parameters, analyzing SUR data, and analyzing FAD data.

	783.
	PIB26
	Develop a proven weighting and ranking method, subject to CHFS, or its designee, approval, to set priorities for reviewing utilization review exceptions.

	784.
	PIB27
	Provide a proven statistical methodology to classify members into peer groups using user-defined criteria, such as: age, sex, race, ethnicity, living arrangement, geographic region, program, aid category, and special program indicator (or any combination thereof), for the purpose of developing statistical profiles.

	785.
	PIB28
	Provide a proven statistical methodology to classify private/public providers into peer groups using user-defined criteria, such as: program, COS, provider type, multiple specialties, multiple sub-specialties, type of practice/organization, enrollment status, facility type, geographic location, billing versus performing providers, and size or any combinations thereof, for the purpose of developing statistical profiles.

	786.
	PIB29
	Provide a proven statistical methodology to classify and reclassify treatment into user-defined groups, by diagnosis code, drug code, procedure code, episode of care, groups or ranges of codes, geographical region, or combination thereof, for the purpose of developing statistical profiles.

	787.
	PIB30
	Maintain an enhanced peer grouping/advanced fraud detection solution, including CMS Certification as a SUR/FAD.

	788.
	PIB31
	Conduct comprehensive and systematic ongoing review of the KY Medicaid Program utilization, as well as targeted or focused reviews, profiles, and specialized analyses and decision support services, as requested by CHFS, or its designee.

	789.
	PIB32
	Receive claim detail requests from CHFS, or its designee.

	790.
	PIB33
	Produce and deliver claim detail reports, and provider and member profiles, in the timeframe, format, and media requested by CHFS, or its designee.

	791.
	PIB34
	Use standard report naming conventions, as defined by CHFS, or its designee.

	792.
	PIB35
	Provide reports related to FAD. Also, provide reports related to PI that include, but are not limited to:

1. Ranking reports.
2. Exception reports.
3. Controls file reports.
4. Management reports.

	793.
	PIB36
	Ensure that reports meet the guidelines for compliance with Federal SUR requirements.

	794.
	PIB37
	Furnish routine SUR management reports to CHFS, or its designee, in hard copy and/or electronic media, as requested by CHFS, or its designee.

	795.
	PIB38
	Implement SUR report parameter changes for upcoming reporting cycles, as requested by CHFS, or its designee.

	796.
	PIB39
	Compare claims to parameters approved by CHFS, or its designee.

	797.
	PIB40
	Review CHFS, or its designee, requested SUR report parameter changes for feasibility, and report back and provide an explanation to CHFS, or its designee, on any requests that are not feasible, prior to the cycle to which the change applies.

	798.
	PIB41
	Advise CHFS, or its designee, of any changes needed in the SUR function to correspond to changes made to other KYMMIS functions.

	799.
	PIB42
	Program, test, and implement changes to reports from the KYMMIS, on a schedule and in a medium determined by CHFS, or its designee.

	800.
	PIB43
	Recommend all additional fraud and abuse methods, algorithms, actions, activities, theories, tools, and techniques of which the KYMMIS Vendor becomes aware.

	801.
	PIB44
	Maintain the process to design and implement activities to proficiently and proactively detect potential fraud and abuse by all providers and members. 

	802.
	PIB45
	Maintain the process to design and implement activities to proficiently and proactively detect inappropriate billings and over payments, and violations of provider instructions conveyed by applicable Medicaid handbooks and bulletins.

	803.
	PIB46
	Maintain the process to design and implement activities to proficiently and proactively detect significant percentage increases or decreases in a provider’s claims.

	804.
	PIB47
	Cross-reference multiple providers services rendered to one member on the same date of service.

	805.
	PIB48
	Associate services furnished in a clinic setting to both the clinic and the servicing provider.

	806.
	PIB49
	Maintain the system capability of detecting and separating duplicate providers, members, diagnoses, procedures, and other items with discrete values.

	807.
	PIB50
	Mail EOMBs to a sampling of Medicaid members each month, or operate an alternate means approved by CHFS, or its designee, to sample members for fraud and abuse control.

	808.
	PIB51
	Provide capability of medical necessity reviews for certain suspended services, in accordance with CHFS, or its designee, policy.

	809.
	PIB52
	Review claims for "flagged" providers/members, as authorized by CHFS, or its designee.

	810.
	PIB53
	Review SUR reports for purpose of identifying utilization patterns of members or providers.

	811.
	PIB54
	Recommend best practices, with supporting data, to assist the Commonwealth with PI and cost containment measures to ensure efficiency of processing.  

	812.
	PIB55
	Perform detection and normative benchmarking of use, cost, and treatment patterns using clinically and analytically defensible provider grouping and profiling methodologies.

	813.
	PIB56
	Withhold provider payments, as directed by CHFS, or its designee.

	814.
	PIB57
	Refer evidence or reports of provider fraud or abuse to CHFS, or its designee.

	815.
	PIB58
	Respond to Commonwealth requests for general information about the reports, within a timeframe specified by DMS.

	816.
	PIB59
	When reporting deficiencies are identified and substantiated, correct the problem, get DMS approval, and rerun the report, within a timeframe specified by DMS.

	817.
	PIB60
	Meet Federal and Commonwealth requirements for SUR, as outlined in Program Integrity Regulations.

	
	
	CUSTOMER RELATIONS (CS)

	818.
	CSB1
	Operate and maintain the Automated Eligibility Verification System (AEVS) function of the KYMMIS, for Kentucky Medicaid providers to verify member eligibility.

	819.
	CSB2
	Provide a voice messaging system for after hour callers stating hours of operation and providing options for callers to leave messages. Full message script to be approved by CHFS, or its designee.

	820.
	CSB3
	Provide a voice messaging option, at CHFS, or its designee, designated intervals, during the queue hold time.

	821.
	CSB4
	Provide appropriate staff levels to support this function.

	822.
	CSB5
	Supply, install, and operate the necessary software and communication lines for providers and CHFS, and its designee’s, staff to access the Automated Eligibility Verification System utilizing:  their own telephone line and point-of-sale device, their own telephone line and a Vendor-supplied voice response system, and/or their own telephone line and computer.

	823.
	CSB6
	Provide the necessary training to providers and CHFS, and its designee’s, staff in the use of the Automated Eligibility Verification System.

	824.
	CSB7
	Train customer service or call center staff upon hiring, and periodically, to ensure proficiency.

	825.
	CSB8
	Provide a training program to ensure that all telephone staff is adequately trained in their responsibilities and Kentucky Medicaid policies, prior to beginning operations, and ensure that a continuous training program is in place to maintain their knowledge and understanding of system and policy changes that affect procedures.

	826.
	CSB9
	Develop and produce Automated Eligibility Verification System provider and user manual sections and other documentation.

	827.
	CSB10
	Produce all Automated Eligibility Verification System – related reports according to Commonwealth specifications.

	828.
	CSB11
	Provide a contingency resource, including use of Vendor staff, for situations when the Automated Eligibility Verification System is down.

	829.
	CSB12
	Problems and issues should be immediately researched and reported to CHFS, or its designee.

	830.
	CSB13
	Recommendation best practices, with supporting data, to assist the Commonwealth with AEVS and cost containment measures to ensure efficiency of processing.

	831.
	CSB14
	Research and provide CHFS, or its designee, with new and innovative ideas for system improvement, at least annually.

	832.
	CSB15
	Operate a provider communications function which receives and responds to all provider questions, to include, at a minimum:

1. Respond to provider inquiries about enrollment.
2. Respond to provider inquiries regarding prior authorization.
3. Log all provider non-billing/claims related inquiries into the KMAA call tracking system, including identification of the provider, topic of inquiry, response, resolution, and comments.
4. Route billing and claims-related calls to the KYMMIS Vendor as appropriate.
Require the KYMMIS Vendor to log all provider billing/claims related calls into the KMAA Call Tracking System.

	833.
	CSB16
	Maintain a provider communications function which receives and responds to all provider questions, that should include, at a minimum:

1. Respond to all questions regarding KY MMIS, including billing and claims resolution.
2. Log all inquiries into the KMAA call tracking system, including identification of the provider, topic of inquiry, response, resolution, and comments.
Route calls requiring non-billing/claims related information (i.e., member, prior authorization information) to the appropriate call center.

	834.
	CSB17
	Operate a call center between the hours of 8:00 a.m. and 6:00 p.m. ET, Monday through Friday, excluding scheduled Commonwealth holidays, and provide timely and superior customer service in response to all calls.

	835.
	CSB18
	Maintain an automated call tracking capability for all calls received.  The system should track information, such as time and date of call, identifying information on caller (provider, member, and others), call type, call category, inquiry description, customer service clerk ID for each call, and response description.

	836.
	CSB19
	Provide for online display, inquiry, and updating of call records with access, including, but not limited to, call type, member number, provider or NPI number, inquirers name, member name, provider name, or a combination of these data elements.

	837.
	CSB20
	Establish a telephone number that may be called toll-free by Medicaid members in and outside the Commonwealth of Kentucky. This number should access a sufficient number of lines to ensure that 95% of all callers do not receive a busy signal. Telephone calls that are not blocked by a busy signal should be acknowledged within 30 seconds and should be taken on all the CHFS workdays from 8:00 a.m. to 6:00 p.m. ET. The Vendor should verify the identification of the caller by asking for name, Medicaid member’s ID number, date of birth, and address.

	838.
	CSB21
	The customer service representatives should be available during normal business hours from 8:00 a.m. to 6:00 p.m. ET, Monday through Friday, excluding Commonwealth holidays.

	839.
	CSB22
	The customer service representatives should be available for “walk-in” providers or members during normal business hours from 8:00 a.m. to 6:00 p.m. ET, Monday through Friday, excluding Commonwealth holidays.

	840.
	CSB23
	Provide a plan, to be approved by CHFS, or its designee, for unexpectedly high call volumes and include in the Communication Plan Deliverable to CHFS, or its designee.

	841.
	CSB24
	Answer all calls to the Call Center.

	842.
	CSB25
	Record all calls.

	843.
	CSB26
	Maintain audit records to track all calls.

	844.
	CSB27
	Provide bilingual staff and/or other means of communication assistance (e.g., AT&T Language Line available in 166 languages for three-way interpretation, TDD, TTY). At a minimum, one staff person should be fluent in Spanish. Languages should be adjusted for languages of current and future caller demographics and volume, as requested by CHFS, or its designee.

	845.
	CSB28
	Monitor calls weekly to: identify problems or system issues, monitor quality control and customer service, and identify areas for policy training.  

	846.
	CSB29
	Monitor calls routinely; document and retain results for quality control purposes. Submit documentation to CHFS, or its designee, upon request.

	847.
	CSB30
	Provide language translation services for members who use the Member Help Line and for all written member inquiries and responses.

	848.
	CSB31
	Provide for unique identification of call records (i.e., Call Reference number).

	849.
	CSB32
	Provide for logging all calls from inquirers.

	850.
	CSB33
	Retain call recordings, for a period to be determined by CHFS, or its designee.

	851.
	CSB34
	Provide CHFS, or its designee, approved educational scripts for callers on hold or waiting in the queue.

	852.
	CSB35
	Review scripts annually to determine if revisions are necessary and report findings to CHFS, or its designee.

	853.
	CSB36
	Update the Frequently Asked Questions section of the Call Center scripts, within two days of receipt of request from CHFS, or its designee.  

	854.
	CSB37
	Provide sufficient number of licenses for all CHFS, or its designee, staff to utilize the call tracking system.

	855.
	CSB38
	Provide the ability to record and report statistics for provider and member calls separately.

	856.
	CSB39
	Provide traffic studies to CHFS, or its designee, on usage of the toll-free lines designated for member and provider inquiries. All costs related to these studies should be the responsibility of the Vendor.

	857.
	CSB40
	Provide an emergency backup telecommunications system and sufficiently trained staffing to cover emergencies.

	858.
	CSB41
	Include the Call Center in the Disaster Recovery Plan (DRP), which is to be approved by CHFS, or its designee, to maintain normal business functions.

	859.
	CSB42
	Vendor is to operate and maintain a provider communications function which receives and responds to provider questions regarding the status of an application

	
	
	HCBS WAIVER (WA)

	860.
	WAB1
	Operate and maintain the Waiver Services function of the KYMMIS, in accordance with policy set forth by KY Medicaid.

	861.
	WAB2
	Accept accurate waiver information into the system, at the direction of CHFS, or its designee.

	862.
	WAB3
	Apply edits/audits that prevent claims from being paid when a member has not received a referral or PA when required by the primary care provider with whom they are enrolled.

	863.
	WAB4
	Produce program data necessary to satisfy Federal Medicaid waiver reporting requirements, monitor utilization, and assess quality of care provided to members.

	864.
	WAB5
	Ensure all Waiver Services and Money Follows the Person (MFP) functions, files, and data elements meet the requirements outlined by Federal and Commonwealth regulations and initiatives, and within this RFP, CMS Certification Standards, and the SMM. 

	865.
	WAB6
	Accept and maintain data in member records that relates to waiver programs, such as, but not limited to, HCBS.

	866.
	WAB7
	Control enrollment of participants into the waiver and MFP programs, to meet the Commonwealth’s objectives.

	867.
	WAB8
	Produce the CMS-372 and CMS-372(S) Annual HCBS Waiver Reports, for any Waiver or MFP, in accordance with CMS requirements.

	868.
	WAB9
	Track and report the utilization rates and costs for program enrollees, population types within waivers or MFP, and per individual waivers or MFP, as requested by CHFS, or its designee.

	869.
	WAB10
	Update waiver and MFP information, as changes are reported.

	870.
	WAB11
	Maintain an online audit trail of all waiver and MFP updates.

	871.
	WAB12
	Train KYMMIS Vendor personnel regarding the Kentucky Medicaid Program services and operations, to include relevant Federal and Commonwealth laws, regulations, policies, Kentucky waivers and MFP, and the Kentucky Commonwealth Plan, initially and on an ongoing basis, as designated by CHFS.

	872.
	WAB13
	Provide training in the use of the Waiver Services function and MFP function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis, as designated by CHFS.

	873.
	WAB14
	Recommend best practices, with supporting data, to assist the Commonwealth with waiver services, MFP, and cost containment measures to ensure efficiency of processing.

	 
	
	Workflow Management (WM)

	874.
	WMB1
	Document and maintain definition and modeling of workflow processes and their constituent activities in a Workflow Management Module.

	875.
	WMB2
	Support and assist CHFS in mapping all business processes and sub-processes to the workflow application, and in transitioning from manual to automated process execution.

	876.
	WMB3
	Provide support and coordination of interactions between the workflow engine, and participating CHFS staff, to manage the work required to execute a process, including, but not limited to:
1. Work queues for each participating staff member. 

2. Alerts to the presence of work. 

3. Other triggers, timers, and alerts to support workflow.
4. Status indicators to mark work in progress or completed.

	877.
	WMB4
	Provide supporting supervisory operations for the management of workflow, including, but not limited to:
1. Assignments/re-assignments and priorities. 
2. Status querying and monitoring of individual documents and other work steps or products. 
3. Work allocation and load balancing. 
4. Approval for work assignments and work deliverables via a tiered approach. 
5. Ability to take necessary action or provide notification when corrective action is needed, including the ability to modify or abort a workflow process. 
6. Monitoring of key information regarding a process in execution, including, but not limited to:
a. Estimated time to completion. 
b. Staff assigned to various process activities. 
c.  Any error conditions.
1. Overall monitoring of workflow indicators and statistics by sub-process, organization, or individual staff members, including, but not limited to:
a. Work in queue by priority. 
b. Throughput. 
c. Individual and organizational productivity. 
d. Current activity by individual staff member.

	878.
	WMB5
	Assist CHFS with configuring reporting components to monitor operational activities, including, but not limited to:
1. Status of operational activities.
2. Statistical reporting of receipts and completed activities by process.
3. Reports of current inventories.
4. Reports by unit and worker, where appropriate.

	 
	
	Document Management (DM)

	879.
	DMB1
	The KYMMIS Vendor should operate the Document Management component of the KYMMIS, including Improvements and enhancements as they are implemented.

	880.
	DMB2
	The KYMMIS Vendor should support the central repository and Document Management tool that captures, stores and indexes documentation received by both CHFS and the KYMMIS Vendor.

	 
	
	Web Services (WS)

	881.
	WSB1
	Provide Kentucky Medicaid Website availability 24x7.

	882.
	WSB2
	Maintain the EVS system on the Kentucky Medicaid Website.

	883.
	WSB3
	Help providers with passwords to gain access to the secure portion of the website.

	884.
	WSB4
	Maintain a complete provider enrollment function available on the website.

	885.
	WSB5
	Maintain the most current and up-to-date provider manuals on the Kentucky Medicaid Website in downloadable format.

	886.
	WSB6
	Provide downloadable provider applications, bulletins and forms.

	887.
	WSB7
	Provide software for providers to download for claims submission.

	888.
	WSB8
	Publish PDL information through the Kentucky Medicaid Website.

	889.
	WSB9
	Provide downloadable PDL for providers via the Kentucky Medicaid Website.

	890.
	WSB10
	Update the Kentucky Medicaid Website with a full PDL within ten business days after each therapeutic category has been reviewed.

	891.
	WSB11
	Produce web Drug Rebate invoices, providing the data in an electronic format for retrieval.

	892.
	WSB12
	Maintain system of secure access for valid web user identification and password to access the secure services.

	893.
	WSB13
	Display the most current Member eligibility information, including third party liability (TPL), managed care enrollment, program limitations and service limits exhausted by member on the Kentucky Medicaid Website.

	894.
	WSB14
	Allow providers to check on claim status.

	895.
	WSB15
	Allow providers to inquire on check-write information from the most recent payment cycle.

	896.
	WSB16
	Maintain online PA creation, inquiry, and update. 

	897.
	WSB17
	Maintain the capability for providers to search National Drug Codes on the Kentucky Medicaid Website.

	898.
	WSB18
	The system Website response time should be within 4 seconds for 99 percent of the time.

	899.
	WSB19
	Operate and maintain the Web Services function of the KYMMIS, in accordance with policy set forth by DMS.

	900.
	WSB20
	Maintain the capability to handle, for KY Health Net, the industry standard of at least 500,000 users nationally at one time. 

	901.
	WSB21
	Comply with Commonwealth usability and content standards (i.e., style guide) and provide a layout that has user-configurable resolution, fonts, and color choices.

	902.
	WSB22
	Formally notify, and request approval from, CHFS prior to taking the website down for scheduled system downtime. Provide the reason for the downtime and when the system is expected to be available, and provide a written and CHFS approved action plan for work being done, along with a timetable to resume system activity. Weekly reports to CHFS should be produced detailing all system downtime.

	903.
	WSB23
	Notify CHFS immediately of the downtime in the event of unscheduled downtime. If CHFS requires, provide a written and CHFS approved action plan to resume system activity, and provide a time when the system is expected to be available. Weekly reports to CHFS should be produced detailing all system downtime.

	904.
	WSB24
	Maintain a web service that enables interfacing with other third-party database-driven systems to access data from and provide data to the KYMMIS.  

	905.
	WSB25
	Maintain a web service capable of processing third-party data requests real-time.  

	906.
	WSB26
	Maintain a web service that provides the logic to manage the interface and the information flow between the KYMMIS and any third-party system. The interface management should include, at a minimum:

1. Data integrity checking.

2. Security authentication.

3. Security authorization.

	907.
	WSB27
	Maintain a web service that has the capability to expose metadata that describes all data fields which this web service is capable of providing (publishing) and should provide metadata that describes all data fields that the KYMMIS wishes to receive (subscribe) from other third-party systems. This metadata should be accessible to the Commonwealth's central metadata web server, which processes all data published and subscribed by third-party database-driven applications in the Commonwealth.  

	908.
	WSB28
	Maintain the KYMMIS web services to meet the Commonwealth and CHFS’ web services interface standards for third-party database-driven applications. The web services interface standards for third-party database-driven applications are updated on a regular basis. The KYMMIS Vendor should be responsible for modifying, throughout the life of the Contract, the KYMMIS web service, to meet the most current Commonwealth and CHFS web services interface standards.  

	909.
	WSB29
	Complete additions and/or updates to the web portal that do not require functionality change(s), within one calendar day from CHFS, or its designee, request.

	910.
	WSB30
	Keep and maintain electronic records, of all web portal access and usage, in an easy to retrieve format.  

	911.
	WSB31
	Maintain a method for a KY Medicaid provider to enroll by downloading printable application forms from the web portal.

	912.
	WSB32
	Support, at the user level, the ability to receive and respond to secure and HIPAA-compliant emails from providers, other contractors, and CHFS staff.

	913.
	WSB33
	Maintain an interactive troubleshooting engine for possible or identified web service issues, such as common error message received in forms completion. If issues could not be resolved, direct user to the appropriate person, such as Provider Rep for Providers and KYMMIS Vendor for CHFS, via some type of notification, as defined by CHFS.

	914.
	WSB34
	Maintain a web portal that provides information to the general public on Medicaid programs and other services offered, to include any links, as directed by DMS.

	915.
	WSB35
	Maintain a navigation portal that all users can easily understand. The portal should be secure, but not complicated to use, and not require multiple sign-in steps.

	916.
	WSB36
	Update the Frequently Asked Questions (FAQ) section of the web portal, within two days of receipt of CHFS, or its designee approval.  

	917.
	WSB37
	Post banner messages or alerts to users when the KYMMIS is experiencing technical issues that prevent users’ ability to perform tasks.

	918.
	WSB38
	Post banner messages or alerts immediately informing the users of the resolution of the technical issues.

	919.
	WSB39
	Provide training in the use of the Web Services function of the KYMMIS to CHFS, and its designee’s, personnel, initially and on an ongoing basis.

	920.
	WSB40
	Maintain a Provider Training Plan to educate providers on the use of the web portal and all new features available.

	921.
	WSB41
	Maintain an Enterprise Application Integration (EAI) translator and Electronic Data Interchange (EDI) integrated mapping software that: 

1. Offers flexible mapping functionality supporting all required formats and transactions. 

2. Allows for both structure and information to be extracted directly from database tables. 

3. Provides the ability to assemble, validate, encrypt, and transport batches of data to and from providers and other interface partners. 

4. Accepts codes, decodes and transmits all mandated HIPAA healthcare transactions and other transactions, as directed by DMS.

5. Provides support for automatically re-submitting the transaction in the event that it encounters an error (CHFS, or its designee, is to define the number of attempts that the system processes before the transaction is considered failed). 

6. Captures any errors that result during transmission, stores this information and notifies the sender that the transaction failed. 

7. Analyzes and rejects improperly formatted transactions.  

8. Allows for the implementation of new transactions, as directed by DMS.

9. Responds with appropriate acknowledgement transactions, such as the TA1, 997, 999 and 277CA, as directed by CHFS, or its designee.

	922.
	WSB42
	Recommend best practices, with supporting data, to assist the Commonwealth with Web Services and cost containment measures to ensure efficiency of processing.

	923.
	WSB43
	Maintain up to date user manuals, including, but not limited to, companion guides, billing manuals, and the KY Health Net manual.

	 
	
	CHANGE MANAGEMENT (CM)

	924.
	CMB1
	Provide separate processes and resources for maintenance/defect and modification/enhancement change requests.

	925.
	CMB2
	Provide consultation to DMS in the development of change requests.

	926.
	CMB3
	Perform work assignments, according to priorities set by DMS.

	927.
	CMB4
	Participate in weekly and monthly status meetings with the appropriate DMS staff to monitor current operations and to monitor progress on modification activities and defect resolution.

	928.
	CMB5
	Document all status meetings in minutes and provide minutes to DMS within two business days after the meeting.

	929.
	CMB6
	Ensure changes do not alter the integrity of data across the KYMMIS.

	930.
	CMB7
	Retain all completed work requests for documentation and analytical purposes.

	931.
	CMB8
	Produce Change Management Reports, systematically, that are downloadable to other formats, such as Microsoft Excel. Information to be captured should include, at a minimum:

1. Customer Service Request number.
2. Priority number.
3. Change request description.
4. Change request related notes or comments.
5. Request date.
6. Requester.
7. Change request start date.
8. Assigned resource(s).
9. Estimated completion date.
10. Estimated hours.
11. Hours worked to date.
12. Documentation impact and status.
13. Testing status.
14. KY change request approval.

	932.
	CMB9
	Complete the change request on or before the DMS requested completion date.  

	933.
	CMB10
	Ensure that all system change requests for modifications and enhancements are responded to with a Requirements Specifications Document (RSD), General System Design (GSD), and Detailed System Design (DSD), within the agreed upon timeframe; and are incorporated into the WBS.

	934.
	CMB11
	Provide and maintain an automated system for tracking and reporting of change request projects, if possible, and provide regular reports, in a media, format, and timeframe specified by DMS.

	935.
	CMB12
	Data entry should occur by the KYMMIS  Vendor’s designated staff within 24 clock hours of identification/notification, into the automated system for tracking and reporting change request projects, by either the KYMMIS Vendor or the Commonwealth, for the following actions:

1. New defect identified.
2. Update to a current defect.
3. Resolution to a current defect.

	936.
	CMB13
	Conduct systems/unit tests for all maintenance/defects and modifications/enhancements and submit test results to DMS.

	937.
	CMB14
	Perform integration/regression testing, for all maintenance/defects and modifications/enhancements, in coordination with DMS staff.

	938.
	CMB15
	Support and assist DMS in the performance of UAT.

	939.
	CMB16
	Provide a clear and complete Requirements Specifications Document to all system change requests, including:

1. Definition of the problem.
2. Proposed solution.
3. Proposed approach to implement the solution.
4. Constraints and assumptions, including recommendations from the KYMMIS Vendor.
5. Financial impact.
6. Stakeholder and system impacts (e.g., Provider, Member, DMS, KYMMIS Vendor).

	940.
	CMB17
	Provide a clear and complete Estimates Document to all system change requests, including:

1. Proposed schedule for completion.
2. Estimated effort detailed by: 

a. Labor in hours.
b. Hours per task.
c. Hours per FTE.
d. Equipment.
e. General and administrative support in hours.
f. Ongoing support requirements.
g. Provider training.
h. Documentation.

	941.
	CMB18
	Conduct Impact Analysis (IA) of system change requests.

	942.
	CMB19
	Submit RSD and IA to DMS.

	943.
	CMB20
	Make NO changes in applications, programs, system procedures, specifications, parameters, disposition codes, definitions, or objectives, without prior approval by DMS. The KYMMIS Vendor should submit any requested change in writing to DMS. If a change is needed quickly, in order to continue processing on a timely schedule, the request may be made by telephone, with a written follow-up within 24 clock hours.

	944.
	CMB21
	Maintain documented, proven code promotion procedures for promoting changes from the initiation of unit testing through the final implementation to production, and provide to DMS in requested format.

	945.
	CMB22
	Maintain DMS approved documented version control procedures that include the performance of regression tests whenever a code change or new software version is installed, including maintaining an established baseline of test cases, to be executed before and after each update, to identify differences.

	946.
	CMB23
	Maintain adequate staffing levels to ensure change requests, whether maintenance/defect or modification/enhancement, are completed within the specified timeframe. 

	947.
	CMB24
	Provide before and after copies of documentation changes that are affected by the modification or enhancement.

	948.
	CMB25
	Prepare, submit, and distribute updates to KYMMIS documentation, user and provider manuals, other user documentation, and any other necessary documentation within ten calendar days of the date the change goes into production. 

	949.
	CMB26
	Verify and document the successful implementation of the change, including monitoring accuracy of processing, and correction of any problems, within a timeframe defined by DMS.

	950.
	CMB27
	Randomly survey the submitters of change requests to verify that the user was satisfied with the timeliness, communication, accuracy, and result of the change request process 90% of the time.

	951.
	CMB28
	Receive the following requests from the Commonwealth: 
1. Change Order.

2. Maintenance/Defect.

3. Ad hoc.

4. Task.

5. Research.

	952.
	CMB29
	Enter into the appropriate tracking system any vendor initiated work requests.

	953.
	CMB30
	Prepare and submit a test plan, including testing responsibilities, for approval, when required by DMS.

	954.
	CMB31
	Code program logic, as needed.

	955.
	CMB32
	Implement correction of defect or modification, upon DMS approval.

	956.
	CMB33
	System Changes, maintenance/defect and modification/enhancement should be deemed successfully completed when:

1. The KYMMIS Vendor has received an electronic sign-off by an authorized Commonwealth representative(s). 

2. The maintenance activity has been successfully tested and approved by the KY MMIS Project Director and has run in production for 30 calendar days or through a complete production cycle.

3. The defect has been tested and approved by the Commonwealth.
4. The modification/enhancement has been thoroughly tested through all phases of testing (e.g. system, UAT, ORT) and accepted by the Commonwealth.

5. All documentation has been drafted, approved by the Commonwealth, and produced and distributed in final form.

6. Reports are updated.
7. Final status is cancelled or withdrawn.

	957.
	CMB34
	Provide weekly and monthly staffing hour’s reports, as defined by DMS.

	958.
	CMB35
	Inform the Commonwealth when a system defect is identified, within 24 clock hours of discovery.

	959.
	CMB36
	If the KYMMIS Vendor finds a defect or maintenance problem, the Vendor should notify DMS within 24 clock hours. The KYMMIS Vendor should be responsible for the research, coding, and testing of the issue or defect. 

	960.
	CMB37
	Present the Commonwealth with a corrective action plan for approval, at the request of DMS, within ten business days of discovery, unless otherwise specified by the Commonwealth.

	961.
	CMB38
	Successfully carry out CHFS approved CAP within the timeframes outlined in the CAP.

	962.
	CMB39
	Provide a maintenance team to correct system problems, and to support the resolution of defects. This should include all maintenance activities necessary to ensure the continued efficiency of the KYMMIS.

	963.
	CMB40
	Correct all errors and defects found in the operational system, at no additional charge for computer resources needed to maintain or correct the system.

	964.
	CMB41
	Submit a change request for Vendor-proposed changes.

	965.
	CMB42
	Provide a modification team to modify the KYMMIS.

	966.
	CMB43
	Conduct detailed requirements analysis for all modifications/enhancements.

	967.
	CMB44
	Within five business days of receipt of a change request for a modification or enhancement, provide a written response in a Requirements Document demonstrating understanding of the request and a schedule for completion or a more thorough assessment of the impact of the change on operations and Contract cost per Contract year, as designated by DMS.

	968.
	CMB45
	Receive approval of Requirements Document before beginning work.

	969.
	CMB46
	Prepare a project plan for modifications or enhancements, as requested by CHFS, with an estimate of staff effort and task schedule, including impact on other projects and priorities, and submit for approval to proceed.

	970.
	CMB47
	Develop DSD documentation, including inputs, outputs, flow charts, file/database changes, program narrative and logic, program flow charts, test plan, and user documentation, and submit to DMS for approval to proceed, as specified by CHFS.

	971.
	CMB48
	If the KYMMIS Vendor and the Commonwealth agree that the change request cannot be accomplished with the available staff and hours (inclusive of the annual 25,000 hours available for modification support), the KYMMIS Vendor should respond with a detailed proposal, within 15 business days, containing the following:

1. Statement of the scope of the change request in relation to subsystems, functions, features, and capabilities to be changed.
2. Breakdown of the work effort by milestone.
3. Breakdown of the work effort by hour within each job classification required.
4. Rate per hour for each job classification required, with a total proposed amount.
5. Implementation schedule for the change request and, if appropriate, revised schedules for all other concurrently approved projects or change requests affected by the current change request.
6. Justification for the additional staff, rates, and schedules.
Note:  Unused modification hours are to carry over to the next and subsequent contract years.

	972.
	CMB49
	A change request can be cancelled by DMS approved staff, in writing, at any time.

	 
	
	LEARNING MANAGEMENT (LM)

	973.
	LMB1
	Provide a comprehensive training program for each functional component, to include sufficient information for an employee to perform KYMMIS task(s) and/or assigned job duties accurately and on time with proficiency testing, quality control reviews, and where necessary, re-training until the employee demonstrates expected proficiency. 

	974.
	LMB2
	Provide a comprehensive training program to address all required training based on an approved DMS training program for all KYMMIS, modules, functional components (systems and operations), interfaces, procedures, etc. Confidentiality should also be emphasized.

	975.
	LMB3
	Provide a comprehensive training program that addresses any special software and/or tools needed to enter and/or access data and any installed standard desktop application and/or software. 

	976.
	LMB4
	Develop training materials that correlate to DMS users’ procedures and/or work instructions and be easily accessible as a reference.

	977.
	LMB5
	Provide training to the following entities:

1. All DMS staff in central and remote offices located throughout the Commonwealth, approximately 200 staff.
2. Other Commonwealth agencies or contractor(s), such as the Department for Behavioral Health, Developmental and Intellectual Disabilities (BHDID), Office of Inspector General (OIG), Attorney General, and/or health care contractors.
3. Providers.
4. KYMMIS Vendor staff.

	978.
	LMB6
	Training/workshop location/medium may occur at/via:

1. KYMMIS Vendor’s Frankfort, KY area facility.
2. Regional sites throughout the Commonwealth of Kentucky.
3. Specific provider’s office or facility.
4. Teleconferencing.
5. Internet meeting/conference.
6. CBT.

	979.
	LMB7
	Establish, during the KYMMIS Takeover Phase, and maintain, for the duration of the Contract, a dedicated training facility at the KYMMIS Vendor’s Frankfort, KY area facility.  

	980.
	LMB8
	Furnish and maintain the facility with equipment (i.e., desks, chairs, tables, whiteboard/flip charts, etc.), hardware, software, and telecommunications appropriate to support the development, maintenance, and presentation of training program(s) at the required dedicated training facility via an approved training medium (i.e., teleconferencing, internet meeting/conference, CBT, etc.).

	981.
	LMB9
	Provide dedicated training staff that are responsible for:

1. Development and updating of all training materials, including an evaluation form and process.
2. Providing facilitated training at the Vendor’s Frankfort, KY area Training Facility and other identified training facilities, via Teleconferencing or other approved medium.
3. Developing, testing, and implementing CBT modules.

	982.
	LL LMB10
	Provide a Training Coordinator who should be responsible for:

1. Preparing and maintaining training schedules for all Commonwealth, DMS, KYMMIS Vendor, and/or Provider Staff.
2. Tracking each attendee of all training/education provided to include type of training, course name, trainer’s name, date of training, location/facility/medium of training session/workshop, and results of proficiency testing/completion/non-completes.
3. Acting as a liaison to DMS Training Staff.

	983.
	LMB11
	Pay the cost of travel for a maximum of three Commonwealth or DMS designated representatives in order to attend and monitor the training session/workshop conducted at a location other than the Vendor’s Frankfort, KY area Training Facility.

	984.
	LMB12
	Provide training plans and training materials to the Commonwealth for review and approval, prior to delivery of the training session/workshop.

	   
	
	IV&V RESPONSIBILITIES (IR)

	985.
	IRB1
	Provide the IV&V Vendor access to the KYMMIS Vendor’s WBS.

	986.
	IRB2
	Provide the IV&V Vendor access to project software development documents. Facilitate IV&V Vendor review and monitoring of development processes to ensure they are being documented, carried out, and analyzed for improvement.

	987.
	IRB3
	Facilitate IV&V Vendor review of project deliverables.

	988.
	IRB4
	Facilitate IV&V Vendor review of the system documentation (e.g., requirements, training, and test plans) for accuracy and completeness.

	989.
	IRB5
	Facilitate IV&V Vendor analysis of applications, network, hardware, and software operating platform performance characteristics relative to expected/anticipated/contractually guaranteed results and industry standards/expectations.

	990.
	IRB6
	Facilitate IV&V Vendor assessment of software testing.

	991.
	IRB7
	Facilitate IV&V Vendor assessment of user and system training.

	992.
	IRB8
	Facilitate IV&V Vendor review of system hardware and software configuration.

	993.
	IRB9
	Facilitate IV&V Vendor review and assessment of any other KYMMIS Vendor development or operational area identified in the IV&V plan approved by DMS.

	 
	
	FACILITY REQUIREMENTS (FC)

	994.
	FCB1
	The KYMMIS Vendor should be responsible for all costs related to securing and maintaining the Kentucky KYMMIS Facility, including, but not limited to, hardware and software maintenance, lease holder improvements, utilities, telephone, office equipment, supplies, janitorial services, storage, transportation, the shredding of confidential documents, courier services, and insurance.

	995.
	FCB2
	The KYMMIS Vendor should supply all hardware and software to connect to the Commonwealth of Kentucky LAN and WAN (Statewide area network).

	996.
	FCB3
	Maintain at least 1,000 contiguous square feet of standard office space with two separate enclosed offices within the space for exclusive use by DMS, or its designee, staff.

	997.
	FCB4
	The KYMMIS Vendor facility should accommodate training, as defined by DMS.

	998.
	FCB5
	Standard office equipment, including: two printers, one being high speed; office furniture; telephone service and equipment; use of a photocopier and facsimile machine within the near vicinity of DMS’s space; and access to a meeting/conference room facility, by appointment.

	999.
	FCB6
	Five designated and clearly marked parking spaces should be provided for DMS, or its designee, staff.

	1000.
	FCB7
	All telephones that are part of the KYMMIS Vendor’s telephone system should be connected to the KYMMIS Vendor’s switchboard, with a separate Kentucky pickup group, and is to include voice mail.  The KYMMIS Vendor should pay all telephone costs.

	1001.
	FCB8
	Workstations at the KYMMIS Vendor’s site should be configured in conformance with the Commonwealth IT Enterprise Architecture and Standards.

	1002.
	FCB9
	Installation and maintenance of data lines for the KYMMIS Vendor’s Personal Computer (PC) network.

	1003.
	FCB10
	All equipment supplied for KYMMIS-related activities should be configured in the most optimal manner and in conformance with the Commonwealth IT Enterprise Architecture and Standards.   

	1004.
	FCB11
	The KYMMIS Vendor should supply, at no additional cost to DMS, any additional KYMMIS Vendor maintained equipment or software required to meet the stated KYMMIS performance requirements during the DDI (enhancements) or operations activity.

	1005.
	FCB12
	The KYMMIS Vendor should provide access to KYMMIS tables/files via telecommunications links. All equipment and network hardware and software required to interface with Commonwealth systems should meet telecommunications and interface standards. Please refer to Sections 30.010 and 30.020 for Commonwealth Standards.  

	1006.
	FCB13
	The KYMMIS Vendor should provide general telecommunications technical support through a help desk, for such issues as trouble shooting, device resets, passwords, and network problems.  

	1007.
	FCB14
	All KYMMIS Vendor staff should have secure electronic mail (email) that is compatible with DMS’s encrypted email system, with the capability of receiving encrypted email from DMS, or its designee, staff and sending encrypted email to DMS, or its designee, staff through the internet. The secure email system should be capable of attaching and sending documents created using other software products, including DMS's currently installed version of the Microsoft Office Suite (2007) and any subsequent upgrades adopted by DMS.

	1008.
	FCB15
	The KYMMIS Vendor liaison staff should be housed at the KYMMIS Vendor’s Frankfort, KY facility 100% of the time.

	1009.
	FCB16
	The KYMMIS Vendor facility should accommodate such tasks as claim records receipt, claim prescreening, and converting claim records and other documents to electronic format or image.

	1010.
	FCB17
	Perform data entry of hard-copy claims.

	1011.
	FCB18
	Edit/audit claim records processing (suspense resolution).

	1012.
	FCB19
	Perform FA business operations such as; financial services, Accounts Receivable (A/R) handling, cash activity, check/RA mailing).

	1013.
	FCB20
	Produce of newsletters, manuals, and bulletins, within timeframes specified by DMS, to be developed at the Vendor’s Frankfort, KY facility.

	1014.
	FCB21
	The KYMMIS Vendor should provide secure storage of paper claim records, and other required documents, at the Vendor’s facility and not a remote storage location.

	1015.
	FCB22
	Staff and maintain a provider call center at the Vendor’s facility.

	1016.
	FCB23
	Print reports using laser printers, as specified by DMS, at the Vendor’s Frankfort, KY facility.

	1017.
	FCB24
	Perform batch cycle scheduling specifications, including job turn-around time monitoring and problem resolution at the Vendor’s Frankfort, KY facility.

	1018.
	FCB25
	Perform operational activities at the Vendor’s Frankfort, KY facility, including, but not limited to:

1. Database administration.
2. Problem identification and resolution.
3. Software release and emergency implementation.
4. System resource forecasting.
5. Response time monitoring and problem resolution.
6. Software migration.
7. LAN support and administration.
8. Security implementation and monitoring.
9. Daily, weekly, and monthly production status reporting.

	1019.
	FCB26
	Adhere to all current HIPAA Security and Privacy requirements, Commonwealth security protocols, and other standards and requirements, as defined by DMS.

	1020.
	FCB27
	Provide database center operations administration support at the Vendor’s Frankfort, KY facility including, but not limited to:

1. Data modeling and normalization.
2. Logical database design.
3. Physical database design.
4. Database creation and update.
5. Coordination and consultation with applications software and testing teams.
6. Database standards identification and compliance monitoring.
7. Database maintenance, reorganization, and recovery.
8. Data queries and corrections.
9. Database performance analysis and improvement.
10. Database resource utilization and capacity planning.

	1021.
	FCB28
	Provide courier service to and from DMS facility twice each business day. One courier service run should be between 8:00am and 12:00pm Eastern Time (ET) and one between 1:00pm – 4:30pm ET. The courier should make deliveries to each DMS functional unit.

	1022.
	FCB29
	The KYMMIS Vendor may perform other KYMMIS functions, including computer processing, outside of the Frankfort, KY area, but within the continental U.S. DMS should approve the site of the Kentucky office and all associated KYMMIS computer-processing sites.

	1023.
	FCB30
	The KYMMIS Vendor should be required to supply the necessary KYMMIS equipment, software and optional enhancement equipment and software, if selected, that is to be required by the KYMMIS users beyond their standard configuration. Please refer to Sections 30.010 and 30.020 for Commonwealth Standards.

	1024.
	FCB31
	The KYMMIS mailroom operations are to be housed at the Frankfort, KY location. The KYMMIS Vendor should provide mailroom services that streamline mailings and reduce postage costs.

	 
	
	TURNOVER (TN)

	1025.
	TNB1
	One year prior to the implementation of the replacement KYMMIS, and one year before the end of the contract period for the replacement KYMMIS, provide, at no additional cost, a Turnover Plan to the Commonwealth. This Plan should include, at a minimum:

1. Proposed approach to the turnover.
2. Tasks and sub-tasks for the turnover.
3. Schedule for the turnover.
4. All enterprise production data, program libraries, and documentation, including documentation update procedures for the turnover.

	1026.
	TNB2
	Track both DMS and KYMMIS Vendor responsibilities associated with the Turnover Phase.

	1027.
	TNB3
	Provide the required turnover services. The KYMMIS Vendor should cooperate with the successor Vendor, while providing all required turnover services.  This is to include meeting with the successor and devising work schedules that are agreeable for both DMS and the successor Vendor.

	1028.
	TNB4
	Prior to the start of the last year of the initial contract period, furnish to DMS, at no extra charge, a statement of the resources which would be required by the Commonwealth, or another Vendor, to take over operation of the KYMMIS. The KYMMIS Requirements Statement should include, at a minimum, a statement of resource requirements that would be required by DMS, or a successor Vendor, to take over the KYMMIS.

	1029.
	TNB5
	Supply, as part of the KYMMIS Requirements Statement, a detailed organizational chart and an estimate of the number, type, and salary of personnel to operate the equipment and other functions of the KYMMIS.  The estimate should be separated by type of activity of all personnel required to operate and maintain the KYMMIS.

	1030.
	TNB6
	Supply, as part of the KYMMIS Requirements Statement, all facilities and any other resources required to operate the KYMMIS, including, but not limited to:

1. Data processing and imaging equipment.
2. System and special software.
3. Other equipment.
4. Telecommunications circuits.
5. Telephones.
6. Office space.

	1031.
	TNB7
	At least six months prior to the end of the initial contract period and at least six months prior to the end of any Contract extension; provide an updated KYMMIS Turnover Plan and KYMMIS Requirements Statement.

	1032.
	TNB8
	As requested by the Commonwealth, but no later than six months prior to the end of the initial contract period, or any extension thereof, transfer all source code to the Commonwealth, or its designated agent.

	1033.
	TNB9
	Transfer all non-proprietary source code onto media approved by DMS and submit a letter stating all proprietary source code is held by an escrow agent approved by DMS, and is current as of the date of system turnover.   

	1034.
	TNB10
	At the option of the Commonwealth, arrange for the removal of KYMMIS hardware and software or the transfer, to the Commonwealth, of leases of equipment and software.

	1035.
	TNB11
	As requested, but no later than five months prior to the end of the initial contract period, or any extension thereof, begin training the staff of the Commonwealth, or its designated agent, in the operation of the KYMMIS. Such training should be completed at least two months prior to the end of the initial contract period, or any extension thereof. Such training should include:

1. Claims processing, imaging, and data entry.
2. Computer operations, including cycle monitoring procedures.
3. Controls and balancing procedures.
4. Exception claims processing.
5. Other manual procedures.

	1036.
	TNB12
	In order to provide post-turnover support, provide, at no charge to the Commonwealth, the services of an onsite Systems Analyst who has worked on the KYMMIS at least one year. This individual should be required to be onsite for the 90 calendar days following Master Agreement termination. The individual proposed by the Vendor should be approved by the Commonwealth. The Commonwealth is to provide working space and is to assign work to be done on a full-time basis to support post-turnover activity.

	1037.
	TNB13
	Correct, at no additional cost, any malfunctions which existed in the KYMMIS prior to turnover or which were caused by lack of support at turnover, as may be determined by the Commonwealth.

	1038.
	TNB14
	Ensure that the KYMMIS is to be error free and complete when turned over to DMS, or the successor Vendor.

	1039.
	TNB15
	At a turnover date, to be determined by DMS, provide to the Commonwealth, or its designated agent, the latest version of all computer programs, data and reference files, JCL, and all other documentation and records, as should be required by the Commonwealth, or its designated agent, to operate the KYMMIS.

	1040.
	TNB16
	At the turnover date, transfer to DMS, or the successor Vendor, as needed, a copy of the KYMMIS data, including, but not limited to:

1. All necessary data and reference files.
2. Imaged documents stored on optical and magnetic disk.
3. All production computer programs.
4. All production scripts, routines, control language, and schemas.

	1041.
	TNB17
	At a turnover date, to be determined by DMS, provide to DMS, or the successor Vendor, all production documentation, including, but not limited to: 

1. User and operations manuals.
2. System documentation (in hard and soft copy) needed to operate and maintain the KYMMIS.
3. Procedures of updating computer programs, job scripts, and other documentation.
4. Training documentation.
5. Data dictionary.
6. System configuration diagrams.
7. All job scheduling software and reports used by operations.
8. Business continuity and disaster recovery procedures.

	1042.
	TNB18
	Provide a KYMMIS Project Manager, for the turnover phase, which has at least five years MMIS experience and experience turning over operations similar in size and scope. The KYMMIS Project Manager should devote 100% of time to turnover activities, once DMS initiates a request for the turnover activities to begin and until Master Agreement end.

	1043.
	TNB19
	Following turnover of operations, provide DMS with a Turnover Results Report, which documents completion and results of each step of the Turnover Plan.

	 
	 
	GENERAL (GN)

	1044.
	GNB1
	Be a financially stable company and have a minimum of five prior years experience in the design, development, implementation, and operations of large, claims processing and integrated healthcare transaction systems, preferably including experience within a client-server environment. In addition, it is preferred that the KYMMIS Vendor have prior experience with the takeover of an existing healthcare transaction system and subsequent operations, maintenance, and modifications and CMS certification.

	1045.
	GNB2
	Have recent proven experience and a working relationship with CMS. The KYMMIS Vendor should have a solid understanding of the CMS MMIS certification process. The KYMMIS Vendor should provide evidence of receipt of recent CMS certification(s) within other states, evidence of receipt of nationally-recognized quality certifications, awards, etc.

	1046.
	GNB3
	Ensure the KYMMIS continues to meet all Federal requirements for MMIS certification and is a continually certified system, which complies with all applicable Federal and Commonwealth law, rules, and regulations.  

	1047.
	GNB4
	Ensure a nationally recognized quality framework exists within their organization and is based on continuous improvement of processes consistently meeting customer requirements. The KYMMIS Vendor should provide or ensure internal and external auditing results are available to the Commonwealth, upon request.

	1048.
	GNB5
	Perform all KYMMIS Vendor functions in facilities and at sites approved in writing by DMS. No operations or system maintenance, modifications, or other work performed under this Master Agreement should be performed at any location without the prior written approval of DMS.

	1049.
	GNB6
	Establish and maintain a facility within a ten mile radius of the Cabinet of Human Resources (CHR) Building, and staff it with sufficient and qualified staff to coordinate contract responsibilities with DMS. This requirement ensures the KYMMIS Vendor is conveniently accessible to Commonwealth staff, as needed, and, at a minimum, reduces travel expenses for Commonwealth staff requiring this accessibility.

	1050.
	GNB7
	Provide rooms to support all facilitated sessions at the KYMMIS Vendor’s Frankfort, KY area facility, which is to be within ten miles of the CHR Building. Each room should be large enough to seat at least 15 Commonwealth or its designee, staff, KYMMIS Vendor’s designated staff, KYMMIS Vendor’s facilitator, and any equipment needed to conduct the sessions.

	1051.
	GNB8
	Activities performed at the KYMMIS Vendor’s Frankfort, KY area facility include, but are not limited to:

1. Contract administration.
2. Key personnel activities.
3. Mailroom.
4. Claims receipt, pre-screening, and conversion of claims/documents to micro-media.
5. Imaging/data entry (hard-copy and electronic transactions).
6. Receipt of data information from other DMS-specified interfaces.
7. Exception claims processing (non-medical suspense resolution).
8. Check request-related activities.
9. Finance-related business operations (A/R handling, cash activity, etc.).
10. Report development and printing.

	1052.
	GNB9
	Other KYMMIS functions, including computer processing, may be performed outside of the KYMMIS Vendor’s Frankfort, KY area facility, but within the Continental United States, with DMS’ prior approval. 

	1053.
	GNB10
	Provide coordination, with DMS approval, of onsite and any offsite work performed by Fiscal Agent staff.

	1054.
	GNB11
	No computer processing functions related to this Master Agreement should be performed at any location outside of the KYMMIS Vendor’s Frankfort, KY area facility, without the prior written approval of the Commonwealth.

	1055.
	GNB12
	Perform KYMMIS-related facilities management functions in accordance with all Federal, Commonwealth, and DMS requirements.

	1056.
	GNB13
	Maintain a listing of the location of the processing for each KYMMIS function and the location of each KYMMIS Vendor performed function and provide the listing to the Commonwealth, upon request.

	1057.
	GNB14
	Comply with 42 CFR 455.100 through 42 CFR 455.106 and any other CFR requirements that apply to Provider Enrollment.

	1058.
	GNB15
	Ensure changes made to the KYMMIS comply with Federal and Commonwealth laws, and meet certification and re-certification requirements.

	1059.
	GNB16
	Ensure all systems are accessible to people with disabilities, according to Americans with Disabilities (ADA) Act regulations.

	1060.
	GNB17
	Ensure all KYMMIS Vendor systems are compatible with the Commonwealths’ approved, existing, or new software throughout the term of the Master Agreement.

	1061.
	GNB18
	Ensure Commercial-off-the-Shelf (COTS) software version installed is no less than –1 of non-Beta tested product within six months of the United States introduction of the new version of the product, and obtain DMS’s approval prior to the upgrade.

	1062.
	GNB19
	Ensure all web portals are compliant with the Commonwealth of Kentucky web sites standards.

	1063.
	GNB20
	Maintain records pertaining to the tasks defined throughout this Master Agreement and any other costs and expenditures made under the Master Agreement, including correspondence between the parties to this Master Agreement and make all records available to DMS within specified timeframe.

	1064.
	GNB21
	Provide to CHFS, or its designee, each month a 100% accurate reconciliation of billed charges to expenses incurred, for approval. 

	1065.
	GNB22
	Retain records and supporting documentation under audit, or involved in litigation, for the length of the Master Agreement, plus a timeframe as required by Commonwealth and Federal law.

	1066.
	GNB23
	Agree that authorized Federal, Commonwealth, and CHFS, or its designee, representatives should have access to and the right to examine any KY Medicaid documentation during the post-contract period of six years, or until resolution of outstanding issues.  During the contract period, access to these items should be provided at the KYMMIS Vendor's office.  During the post-contract period, or until the resolution of outstanding issues, delivery of and access to the listed items should be at no cost to CHFS, or its designee.

	1067.
	GNB24
	Provide DMS with access to KYMMIS Vendor staff during normal working hours. Maintain access to staff for emergencies by designating and publishing an on-call list of KYMMIS Vendor staff with contact information for after business hours.

	1068.
	GNB25
	Provide and maintain an automated project tracking and control system to track operational performance and monitor operational activities.  The automated tracking and control system should be the repository for inventories of work done and work to be completed, and includes all areas of FA services, including subcontracts and EDI.

	1069.
	GNB26
	Provide operational activity and performance reports, accessible and updatable online by DMS and FA management staff. These activity reports should be in a downloadable format compatible with standard desktop applications for data manipulation, such as Microsoft Excel or Microsoft Access. The automated tracking with production reports should comply with the performance standards in this RFP.

	1070.
	GNB27
	Submit a written report of account progress to DMS each week. The report should specify accomplishments during the report period in a task-by-task format, including personnel hours expended, whether or not the planning tasks are being performed on schedule, and any administrative problems encountered.

	1071.
	GNB28
	Produce “report cards,” with supporting documentation, on KYMMIS Vendor performance, including reporting that is accessible online by DMS and KYMMIS Vendor management staff.  The scope, format, content, measure criteria, and standards used in the report card should be approved by DMS.

	1072.
	GNB29
	Provide weekly and monthly management summary reports to DMS, accessible online, to report on the overall status of the project, including, but not limited to, the following minimum expectations:

1. Status of operational activities.
2. Status of system maintenance and modification activities.
3. Status of internal quality control and assurance activities.
4. Performance monitoring.
5. FA staffing levels.
6. A report of all rules engine modifications during the period.
7. Baselines and aging data, as well as prior period performance data.

	1073.
	GNB30
	Submit quarterly Staffing Plan updates to DMS.

	1074.
	GNB31
	Provide to CHFS and update on a quarterly basis, internal contract management procedures and controls, including:

1. Management and control procedures to monitor all KYMMIS Vendor functions.
2. Management and control procedures to monitor all subcontractor functions.
3. Inventory management procedures and controls.
4. Internal quality control and assurance tools.
5. Backlog monitoring, controls, and Contingency Plans.
6. Project monitoring, controls, and Contingency Plans.
7. Backup and cross-training plans.
8. Inventory/database of all provider, member, DMS, and other contacts (i.e., in person, telephone, written).
9. Inventory/database of all other activities [i.e., training and educational, publications, appeals, fair hearings, maintenance items and enhancements, Surveillance and Utilization Review System (SURS) cases, Explanation of Benefits (EOBs), complaints, pends, claims resolution, and all other FA activities].

	1075.
	GNB32
	Document, fully, all contract management control procedures in the operations procedures manuals.

	1076.
	GNB33
	Monitor quality and work toward continued quality improvement in all Master Agreement areas, in accordance with the approved QMP.

	1077.
	GNB34
	Produce a QMP to include quality improvement suggestions, on a quarterly basis, to CHFS, or its designee. 

	1078.
	GNB35
	Provide, at no additional cost to DMS, annual SSAE 16 and ISAE 3402 audit reports, for the local account, by October 1st of each year.  Subservice organizations should be treated under the inclusive method of reporting. The KYMMIS Vendor should respond to each SSAE 16/ISAE 3402 audit with a proposed CAP within 30 calendar days of the audit, if necessary. The KYMMIS Vendor should complete implementation of CHFS approved CAP within 40 calendar days of approval, unless otherwise specified by CHFS. 

	1079.
	GNB36
	Maintain separate functions and segregate duties of personnel to assure adequate financial, security, quality, and auditing controls consistent with the size and volume of the KY Medicaid program. 

	1080.
	GNB37
	Operate a banking unit under separate management from claims, computer operations, and security units. Individuals in the same family may not work in any combination of the following:  Provider Communications (Call Center), Provider Enrollment, Mailroom, Banking, Finance, Audit, and Systems Security.  Appropriate separation of duties should be applied to all aspects of financial management.

	1081.
	GNB38
	Provide all operational facilities, software, and hardware. All software licenses and hardware purchased for this project become the property of DMS.

	1082.
	GNB39
	Provide and maintain communication lines.  Provide both high-capacity primary and backup communication lines between the Commonwealth data center and the KYMMIS Vendor data center and ensure that available bandwidth is sufficient at all times to meet the business requirements of DMS.

	1083.
	GNB40
	Provide both high-capacity primary and backup communication lines between the Commonwealth data center and the KYMMIS Vendor data center and ensure that available bandwidth is sufficient at all times to meet the business requirements of DMS.

	1084.
	GNB41
	Provide system design and programs that meet the specifications required by this RFP.

	1085.
	GNB42
	Develop a cost allocation plan and document costs, as required by Federal regulations, policy, and procedures, in a format acceptable to CMS and DMS, or its designee.  The cost allocation plan should be received three months prior to the operation start date of the Master Agreement or any Contract modifications. Provide DMS the cost allocation plan and cost distribution plan, to be approved by CMS, to support the claim for maximum Federal Financial Participation (FFP).

	1086.
	GNB43
	Operate the KYMMIS and correctly process and adjudicate all claims, encounters, and capitations submitted for payment through the KYMMIS and other transactions, in accordance with Federal and Commonwealth laws, regulations and policies pertaining to Medicaid, including the Kentucky Commonwealth Plan. 

	1087.
	GNB44
	The KYMMIS Vendor should correctly process all transactions and perform all functions under this Master Agreement in accordance with Federal and Commonwealth laws, regulations, and policies and procedures pertaining to the KYMMIS, Medicaid, and the Kentucky Commonwealth Plan, including the terms and conditions of demonstration waiver.

	1088.
	GNB45
	Receive, process, and correctly adjudicate all claims and adjustment requests received by the KYMMIS Vendor throughout the contract period. 

	1089.
	GNB46
	Subscribe to the Federal Register, the Commerce Clearing House, and other appropriate publications to ensure the KYMMIS Vendor is kept abreast of any changes that may be scheduled by CMS.

	1090.
	GNB47
	Ensure the KYMMIS contains flexibility to conform to changes in local, Commonwealth, or Federal laws, regulations, policies, or priorities, within timeframes specified by DMS.

	1091.
	GNB48
	Perform software modifications or developments after the operational date, as required by DMS.  The KYMMIS Vendor may make a recommendation when, in its opinion, a modification is needed. The KYMMIS Vendor may not charge for any computer resources, updates to provider manuals, bulletins, newsletters, or any other cost items associated with implementing improvements or modifications, without DMS prior approval. Charges associated to implementing improvements should be approved in advance by DMS and in accordance with the agreed-upon change orders and/or amendments, as well as Master Agreement amendments.

	1092.
	GNB49
	Adhere to national imaging standards, as defined by DMS, to ensure image quality. All imaged documents should be stored for a period specified by DMS. Destruction of the source document is to occur in compliance with Commonwealth and Federal Record Retention Laws, 42 CFR 431, 45 CFR Part 74 and 2-6-212.  

	1093.
	GNB50
	Provide documentation to support performance and/or compliance reviews conducted by CMS, Commonwealth Auditors, and/or DMS.  Performance and/or compliance review support should include, but is not limited to:

1. Sample selections, including automated sampling.
2. Documentation and data gathering.
3. Assisting DMS in responding to questions, inquiries, or findings.
4. Assigning a dedicated coordinator to ensure smooth management and coordination of this function.

	1094.
	GNB51
	Maintain all data elements, as required by Federal regulations and any additional data elements as may be necessary, for DMS to meet all Federal data set requirements for Federal reporting and DMS specified reporting.

	1095.
	GNB52
	Maintain regular communication with DMS and providers, in connection with the KYMMIS Vendor's contractual responsibilities.

	1096.
	GNB53
	Obtain, and keep current, one copy of all current Commonwealth and Federal laws, regulations, policies, manuals, and the Commonwealth Plan pertaining to Medicaid that are applicable to the performance of the KYMMIS Vendor's responsibilities under this Master Agreement. In the event the KYMMIS Vendor has need of an interpretation of any laws, regulations and/or policies, the requests are to be made to DMS.

	1097.
	GNB54
	Obtain written approval from DMS on all deliverables or any other DMS specified report or documentation.

	1098.
	GNB55
	Advise and inform DMS of any procedure(s) that may reduce the cost and/or increase the effectiveness of administering the KY Medicaid Program, including claims processing, through a report provided to DMS on a quarterly basis.

	1099.
	GNB56
	Contact all providers who submit claims electronically and make preliminary arrangements for testing of software used on provider-owned computers for submission of claims.

	1100.
	GNB57
	Contact all clearinghouses who submit claims electronically and make preliminary arrangements for testing of software use on clearinghouse-owned computers for submission of claims. 

	1101.
	GNB58
	Produce, maintain, and provide to DMS a detailed work plan and schedule, for approval.  The work plan should be in logical sequence of events, including appropriate review time by DMS and sufficient detail for review. Tasks and subtasks, including personnel hours, beginning and ending dates, and the method of performance, should be specified for each phase of the Master Agreement project.

	1102.
	GNB59
	Produce, maintain, and provide to DMS a detailed Takeover Plan for approval that provides an overview of the approach that result in an orderly transition of Medicaid FA responsibilities. It is to encompass all activities necessary to assume the responsibilities as the Medicaid Fiscal Agent.

	1103.
	GNB60
	The Master Agreement is to be administered for the KYMMIS by DMS. All notices regarding the failure to meet performance requirements and any assessments of damages under the provisions set forth in this Master Agreement should be issued by DMS.

	1104.
	GNB61
	DMS is to be the KYMMIS Vendor’s primary liaison throughout the term of the Contract.  

	1105.
	GNB62
	In no instance should the KYMMIS Vendor refer any matter to any other Commonwealth official, unless initial contact, both verbal and in writing, regarding the matter has been presented to DMS.

	1106.
	GNB63
	A DMS designate is to chair the weekly status meetings during the term of the Contract, and attend all formal project walkthroughs.

	1107.
	GNB64
	The Account Manager, is to have the authority to enter into any modifications on behalf of the KYMMIS Vendor and otherwise commit the KYMMIS Vendor to any course of action, undertaking, obligation, or responsibility in connection with the KYMMIS Vendor’s performance of this Master Agreement. The KYMMIS Project Manager is to have day-to-day responsibility for supervising the performance of the Vendor’s obligations under the Master Agreement. The KYMMIS Vendor should not change the designation of its Account Manager or KYMMIS Project Manager without the Director of Division of Information Systems prior written approval, which should not be unreasonably delayed or withheld.

	1108.
	GNB65
	Offshore programming, software modifications, or development is not permitted. 

	1109.
	GNB66
	Provide DMS with yearly projected Profit and Loss (P&L) statements.

	1110.
	GNB67
	Notify DMS, in writing, immediately upon discovery of any overpayments, duplicate payments, or incorrect payments, regardless of the cause.

	1111.
	GNB68
	Responsible for immediate reimbursement of the overpayments, duplicate payments, or incorrect payments, regardless of the cause, based on approval of DMS.

	1112.
	GNB69
	Recoup the overpayments, duplicate payments, or incorrect payments outside the KYMMIS, based on approval of DMS.

	1113.
	GNB70
	Perform all system maintenance to ensure the KYMMIS remains current and 100% functional.

	1114.
	GNB71
	Confirm security access request within five minutes of receipt, per DMS’s policy.

	1115.
	GNB72
	Process reinstatement/new access/deactivation requests, within timeframe established per CHFS policy.

	1116.
	GNB73
	Establish method of destruction of confidential information by shredding and/or burning, in accordance with Commonwealth and Federal requirements.

	1117.
	GNB74
	The KYMMIS Vendor should provide the Commonwealth staff with online access to all KYMMIS online screens, systems, and data, including all Web-enabled capabilities, for 99% of each month, 24 hours per day, seven days per week, with the exception of scheduled downtime. The KYMMIS Vendor should maintain the KYMMIS accessibility during other hours, subject to reasonable Commonwealth notification. 

Response time should be less than or equal to three seconds for access to inquiry and update screens, as measured on the Commonwealth’s equipment. 

	1118.
	GNB75
	All KYMMIS reports should be delivered to DMS, as specified in this RFP or according to a schedule and media as defined by DMS. 

	1119.
	GNB76
	The electronic claim submission function for providers should be available 24/7.

	1120.
	GNB77
	All mailings, including, but not limited to, provider checks and RA(s), should be mailed by the most cost-efficient first-class rate available, unless otherwise specified by DMS. The most cost-efficient first-class rate includes, but is not limited to, zip code, sort, carrier and route sort, etc.

	1121.
	GNB78
	The KYMMIS Vendor should perform systems maintenance and modifications, as specified in this RFP, for all component parts of the KYMMIS, as required by the Commonwealth within the mutually agreed upon timeframes.  

	1122.
	GNB79
	The KYMMIS Vendor should comply with all response time performance requirements specified in this RFP.

	1123.
	GNB80
	The KYMMIS Vendor should be responsible for providing to DMS complete, accurate, and timely documentation according to the standards. Documentation of those changes should be provided to DMS within five calendar days of approval of technical sign off. The KYMMIS Vendor should be responsible for maintaining and updating DMS’ copies of the KYMMIS Documentation and maintain version controls.

	1124.
	GNB81
	Prepare, and submit to DMS for review, CAPs for any requirement within this RFP not being met within ten business days of identification.

	1125.
	GNB82
	Implement the DMS-approved CAPs within timeframes defined by DMS.

	1126.
	GNB83
	Preserve and make available all books, documents, papers, files, and records of the KYMMIS Vendor involving transactions related to the Master Agreement, for a timeframe specified by CHFS, or its designee.

	1127.
	GNB84
	Maintain interface to the Commonwealth- wide HIE and any other HIEs, as directed by CHFS, or its designee, including, but not limited to, Regional Health Information Organizations (RHIOs).

	1128.
	GNB85
	Monitors authorized user access of the system, through automated and manual processes, and report the outcome of the security audits to CHFS, or its designee, on a schedule and in a format required by CHFS, or its designee.

	1129.
	GNB86
	Maintain system security, as required by HIPAA Security Rule and CHFS Access Policy.

	1130.
	GNB87
	Provide a disclosure of ownership, in accordance with 42CFR455.104.

	 
	
	ICD-10 (ICD)

	1131.
	ICDB1
	Submit all project management deliverables as described in the SDLC.

	1132.
	ICDB2
	Provide a walkthrough of the proposed system design documentation to orient CHFS staff to the proposed system enhancement(s).

	1133.
	ICDB3
	Maintain HIPAA compliance and the ability to process inbound/outbound transactions with the ICD-10 code set.

	1134.
	ICDB4
	Modify and maintain the KYMMIS to accommodate the processing and storage of both ICD-9 and ICD-10 codes appropriately, according to the date of service or date of discharge.

	1135.
	ICDB5
	Modify and maintain the web portal, screens, and reports to accommodate both ICD-9 and ICD-10 codes appropriately, according to the date of service or date of discharge or code list qualifier code.

	1136.
	ICDB6
	Modify and maintain interfaces to accommodate the processing of ICD-9 and ICD-10 codes.

	1137.
	ICDB7
	Maintain NCCI compliance, during and after ICD-10 implementation, as changes are made to NCCI.  

	1138.
	ICDB8
	Modify and maintain any area where data in the KYMMIS and/or DSS/DW is affected by Master Agreements with a different contractor (e.g., Passport for managed care data, Michelle P. waiver with multiple provider data).

	1139.
	ICDB9
	Provide capability to distinguish between ICD-9 and ICD-10 codes, because multiple codes that are the same in ICD-9 and ICD-10 have different meanings.

	1140.
	ICDB10
	Provide capability to accommodate both code sets throughout the KYMMIS and DSS/DW, including reports and screens, and add logic to determine appropriate code set, according to date of service or date of discharge or code list qualifier code.

	1141.
	ICDB11
	Modify and maintain edit and audit logic for both ICD-9 and ICD-10, to be driven by date of service or date of discharge, as appropriate.

	1142.
	ICDB12
	Commit to a robust testing effort, including, but not limited to:

1. Performing end-to-end testing (e.g., from coding episode of care through back-end processing) with the same test cases coded in ICD-9 and coded in ICD-10.

2. Performing parallel testing of ICD-9 and ICD-10 test cases, especially for Inpatient claims (e.g., need to process with ICD-9 grouper and ICD-10 grouper and ensure consistent and comparable results).

3. Performing testing of high volume/high dollar providers, as identified by DMS, to ensure budget neutrality for DMS and revenue neutrality for DMS providers.

4. Preparing a comprehensive test plan for the KYMMIS, as well as external interfaces.

5. Preparing test cases to cover ICD-9/ICD-10 dual processing and to cover all modifications for ICD-10.

6. Performing unit testing.

7. Complying with Level 1 and Level 2 testing, as described in the ICD-10 Final Rule, and completing successful Level 1and Level 2 testing prior to implementation.

8. Directing and coordinating external testing, such as EDI Submitter Certification and interfaces.

9. Maintaining a separate environment for testing.

	1143.
	ICDB13
	Analyze and modify all reports to accommodate ICD-10 codes, especially CMS reports (e.g., CMS-64) and PI reports.

	1144.
	ICDB14
	Provide appropriate ICD-10 knowledgeable resources, with experience in report writing and trending/tracking/analytics, to modify reports for ICD-10. Resources are needed to modify the reports for both ICD-9 and ICD-10 data and to modify the reports for pure ICD-10 data, once that is attained.

	1145.
	ICDB15
	Train all KYMMIS Vendor staff, including Member and Provider-facing staff members, in the new code sets, the system changes, and business process changes, in advance of the compliance date of 10/1/14.

	1146.
	ICDB16
	Provide and/or assist DMS in training DMS staff on the effects of ICD-10 within the KYMMIS, including, but not limited to, describing the new code sets, system changes, and business process changes in advance of the compliance date of 10/1/2014.

	1147.
	ICDB17
	Retain staff with an understanding of ICD-9 and ICD-10 code sets.

	1148.
	ICDB18
	Engage appropriate ICD-10 knowledgeable resources to conduct provider outreach and training on ICD-10 changes, as determined by DMS.

	1149.
	ICDB19
	Provide DMS with schedule information, as requested by DMS, concerning the phases of the ICD-10 conversion that affect and/or impact stakeholders who have data exchange agreements with DMS.

	1150.
	ICDB20
	Process claims correctly and makes accurate payments, based on the appropriate ICD codes, for all current and reprocessed claims.

	1151.
	ICDB21
	Provide ICD-10 status/progress reports, as outlined in the Communication Plan.

	1152.
	ICDB22
	Provide sufficient staff and equipment to handle high call volumes and support claim processing through the transition period from ICD-9 to ICD-10.

	1153.
	ICDB23
	Develop and revise online window/screen layouts, report detail layouts, edit criteria, and file and record contents to reflect KY requirements. In developing window/screen layouts, the KYMMIS Vendor should display an actual window/screen with navigation ability to enable Commonwealth staff to review and approve designs prior to their becoming final

	1154.
	ICDB24
	Conduct walk-throughs and demonstrations during development of the DSD, to enhance Commonwealth understanding and to facilitate the approval process. Ongoing presentation of window/screen layouts and report layouts, and obtaining DMS approval during DSD development facilitates overall DMS approval.

	1155.
	ICDB25
	Prepare the RTM, to track all requirements through each stage of the development life cycle, from requirement specification through production deployment.

	 
	
	Operational Readiness (OR)

	1156.
	ORB1
	Perform final file conversions (if needed).

	1157.
	ORB2
	Recruit and train operations staff, as directed by DMS.

	1158.
	ORB3
	Conduct Provider training, as directed by DMS.

	1159.
	ORB4
	Begin the Provider Service Center installation and implementation, after DMS confirms the Provider Service Center’s operational readiness for full functionality.

	1160.
	ORB5
	Provide the policies and procedures and other Provider Service Center documentation (e.g., user manuals, schematics, graphics detailing Provider Service Center functionality, etc.) for DMS approval, as part of the readiness review process.

	1161.
	ORB6
	Be prepared to demonstrate the Provider Service Center’s components’ full functionality with interfaces to the KYMMIS  and other systems, as required by DMS.

	1162.
	ORB7
	Provide sufficient staff, including corporate support, to take an active role in the readiness review and testing process and demonstrate ongoing progress in achieving compliance with DMS requirements.

	1163.
	ORB8
	Perform onsite demonstrations for DMS readiness review teams before going live.

	1164.
	ORB9
	Develop a system readiness review checklist that can be used as a final check that all of the various components are in place and all of the required functions are ready for start-up.

	1165.
	ORB10
	Provide a system readiness review and document the results in a systems readiness report.

	1166.
	ORB11
	Perform and document the results of a Quality Check along with a discussion of what was checked, how it was checked, and any problems that were encounter and the proposed corrective action and time.

	1167.
	ORB12
	Identify any known problems or issues, provide an analysis of the impact, and describe the proposed corrective action.


	1168.
	ORB13
	Load the final version of the new production files, if applicable, just prior to beginning production operations.

	1169.
	ORB14
	Verify all of the programs are installed properly and that the files are correctly loaded and all records are accounted for.

	1170.
	ORB15
	Provide a Transition Readiness Report that the system is ready for start-up using the criteria established. The transition readiness report should include a specific statement of attestation that the system is ready for start up along with summary documentation of the various testing/validation that has been completed. The Vendor’s statement of attestation should be signed by an individual in the company who is authorized to commit the company contractually.

	 
	
	Global Requirements (GR)

	1171.
	GBR1.1
	Implement an enterprise wide quality management program to monitor key performance standards determined by the vendor and CHFS.

	1172.
	GBR1.2
	Document and publish desk level procedures and report results of quality analysis.

	1173.
	GBR1.3
	The quality measurements should be calculated separately from normal system processing to identify differences in quality.

	1174.
	GBR2.1
	At a minimum, the Vendor should include the items below for each business process impacted by the replacement system including, but not limited to, provider enrollment, prior authorizations, TPL/COB, and claims processing.  However, the Vendor may include additional/alternative tasks supported by their methodology.

1. Evaluate current business process documentation. 

2. Produce, with assistance from State staff, future business models including process descriptions, workflows, staff utilization and skill requirements.

3. Perform gap analysis between current and future business models.

4. Identify deficiencies in the replacement KYME and define required modifications.

5. Produce, with assistance from State staff, migration plans to implement future business models.
6. Provide training to State staff on future processes of the KYMMIS.

	1175.
	GBR2.2
	The plan should identify the approach for managing performance of Business Process/Cultural Change tasks and deliverables.

	1176.
	GBR2.3
	The plan should describe the role of the successful Vendor and CHFS in the Business Process/Cultural Change management process. 

	1177.
	GBR2.4
	The plan should describe the process for obtaining CHFS acceptance of the Business Process/Cultural Change tasks and deliverables.  

	1178.
	GBR2.8
	The plan should contain a definition of minimum acceptable levels of outputs for each core business process.

	1179.
	GBR2.9
	The plan should contain a risk analysis for each core business process.

	1180.
	GBR2.10
	The plan should contain an impact analysis for each core business process.

	1181.
	GBR3.1
	Store data using an approved offsite media storage facility for client/server and mainframe backup media.

	1182.
	GBR3.2
	Maintain a cold back-up site to support necessary client/server and/or mainframe applications.

	1183.
	GBR3.3
	Conduct Disaster Recovery tests every six months and review the results of this process with designated State personnel to ensure that it is sufficient  

	1184.
	GBR3.4
	Prepare and maintain a Disaster Recovery and System Back-up Plan. The plan should be submitted to the State for approval prior to the systems implementation and whenever changes are required.

	1185.
	GBR3.5
	Provide DMS with up-to-date copies at least once a year during the term of the Contract.

	1186.
	GBR3.6
	The Disaster Recovery Plan should:

1. Ensure that each aspect of the Plan satisfies all requirements for federal certification and normal Medicaid Enterprise day-to-day activities and services can be resumed within five working days of the inoperable condition at the primary site.

2. Address Checkpoint/restart capabilities.

3. Explain the methodology for retention and storage of backup files and software.

4. Explain the methodology for hardware backup for the main processors.
5. Address network backup for voice and data telecommunications circuits and vendor owned voice and data telecommunications equipment

	1187.
	GBR3.7
	Address backup procedures and support to accommodate the loss of online communication in excess of two business days between the Vendor's processing site and the State.

	1188.
	GBR3.8
	Utilize Uninterruptible Power Source (UPS) at both the primary and alternate sites with the capacity to support the system and its components.

	1189.
	GBR3.9
	Provide for the continued processing of all transactions (claims, eligibility, provider file, and other transaction types), assuming the loss of the Vendor's primary processing site; this should include interim support for the State online component of the Medicaid Enterprise and how quickly recovery can be accomplished.

	1190.
	GBR3.10
	Maintain detailed file backup plan and procedures, including the off-site storage of crucial transaction and master files; the plan and procedures should include a detailed frequency schedule for backing up critical files and (if appropriate to the backup media) their rotation to an off-site storage facility. The off-site storage facility should provide security of the data stored there, including protections against unauthorized access or disclosure of the information, fire, sabotage, and environmental considerations.

	1191.
	GBR3.11
	Maintain copies of current system documentation and source program libraries at an off-site location.

	1192.
	GBR3.12
	The Vendor should perform an annual disaster recovery demonstration for all critical system components at a remote site once during the first year of the Contract period and annually thereafter, in accordance with the 45CFR 95.621(f). The demonstration at the remote site is to be performed for all administrative, manual, input, processing, and output procedures functions, and include: the processing of one daily and one weekly payment processing cycle, at a minimum; a test of all online transactions; a test of query and reporting capability; and verification of the results against the corresponding procedures and production runs conducted at the primary site. 

	1193.
	GBR3.13
	Submit BCCP and Disaster Recovery Plans to DMS at least 90 days prior to operations”Go-Live”.

	1194.
	GBR3.14
	Submit a Security Plan to DMS at least 90 calendar days prior to operations “Go Live” and update annually thereafter.

	1195.
	GBR3.15
	Prior to “Go Live,” execute and demonstrate the remote site functionality of each component of the contingency plan noted above.

	1196.
	GBR4.1
	The State requires that the vendor maintain a facility in Kentucky within a 10 mile radius of the CHFS for the length of the Contract.

The following functions should be performed at the facility:

1. Contract Administration/Contract Management.
2. Receive and process paper claims and other documents – claims entry.

3. Data entry.
4. Claims processing and suspense resolution.
5. System Maintenance.
6. System Modification.
7. Business operational activities – mail inbound and outbound, check requests, etc.
8. Production of newsletters, manuals, and bulletins.
9. Records storage (paper claims, attachments, letters, etc.).
10. Provider relations, Provider enrollment, Provider training.
11. Provider Relations Call Center.

	1197.
	GBR4.2
	The vendor may perform other Medicaid Enterprise functions, including computer processing, outside of the designated mile radius, but within the continental United States. The site of the Kentucky office and all Medicaid Enterprise computer processing sites should be approved by the State.

	1198.
	GBR4.3
	The vendor is to provide meeting rooms and computer/printer equipment for State staff at the vendor’s facility.

	1199.
	GBR4.4
	Communication with providers, clients, State staff, other State agencies, and MCOs generally occurs through phone, email, mail, and Internet, but does not take precedence over specific communications directed by the Vendor’s approved Communication Management Plan by the State.

	1200.
	GBR4.5
	The Vendor is to provide space for archiving all paper documents, based on the retention periods set by the State for each type of document.  In addition, the Vendor is to provide an additional secure climate-controlled, onsite storage for long-term care facility files and other documents, with access restricted to approved State staff only, as designated by the State.

	1201.
	GBR4.6
	The Vendor is to maintain its facility locally with access for designated State staff. The Vendor is to provide access to all Vendor Medicaid Enterprise facilities and operations in Kentucky and to each Medicaid employee designated by the State, without prior notice, admission, escort, or other requirements. The State and the Vendor are to establish appropriate protocols to ensure that physical property/facility security and data confidentiality safeguards are maintained. Access to any non-Kentucky facility used to support Medicaid Enterprise is to be granted within five workdays of the request.

	1202.
	GBR4.7
	The Vendor is to be responsible for providing computer resources to support the completion of all tasks. No State computer resources are to be available to the Vendor except those identified as a State responsibility. Vendor computer resources should be available 24/7, except for authorized down time and maintenance.

	1203.
	GBR4.8
	The Vendor is to be responsible for providing and maintaining all necessary telecommunications circuits between the State offices and the Vendor's facilities.

	1204.
	GBR4.9
	Vendor staff is to be located onsite at the Kentucky facility.

	1205.
	GBR4.10
	Subcontractor locations should be approved by DMS before operations begin at that location.

	1206.
	GBR4.11
	The vendor should have a secure building meeting all HIPAA Privacy and Security requirements.

	1207.
	GBR4.12
	All vendor and State staff should wear identification badges at all times.

	1208.
	GBR5.1
	Vendor is to be responsible for training users in all aspects of the new system.

	1209.
	GBR5.2
	Training is to be outlined in a training plan discussing expectations and schedules.

	1210.
	GBR5.3
	A training planning session should be held to review the training plan prior to the first actual training session.

	1211.
	GBR5.4
	Vendor is to provide detail in their proposal a training plan outline and schedule for users of each component of the system.

	1212.
	GBR5.5
	Vendor is to provide a training room with the necessary equipment to train state and vendor staff on the operation of the system. 

	1213.
	GBR5.6
	All training materials should be approved by DMS.

	1214.
	GBR5.7
	Produce training courses on Computer Based Training (CBT) tool for use anytime by contractor,  state staff, and providers as necessary. 

	1215.
	GBR5.8
	Produce a Provider Training Plan to educate providers on the use of the new system and changes impacting the provider community.

	1216.
	GBR5.9
	Conduct provider training sessions for al providers in the state based on DMS approved Provider Training Plan.

	1217.
	GBR6.1
	Bidders should include a description of the ongoing support they are proposing.  Support includes licenses, help desk support, bug fixes, updates, Application Service Provider (ASP) charges (if applicable) and new releases.

	1218.
	GBR6.2
	Bidder should guarantee that their proposed solution will comply with all mandatory requirements, including HIPAA (if applicable), throughout the entire support phase.  Bidder is to also specify expected deadline dates for completion of such modifications after the provision of detailed, written notice of impending changes from the DMS.

	1219.
	GBR6.3
	Solution should include ongoing support services and assurance that all regulatory requirements are to be met for the DMS.  

	1220.
	GBR7.1
	DMS is requiring 25,000 hours of staff time per calendar year to apply towards system modification and changes to the Medicaid Enterprise once the system has been fully implemented.

	1221.
	GBR7.2
	Vendors should provide a single fully loaded hourly rate which applies to change control approved work, as well as to future customization.

	1222.
	GBR7.3
	All system modifications and changes to the Medicaid Enterprise should be processed through the formal change control process. 

	1223.
	GBR7.4
	The Vendor should respond, in writing, to requests from the DMS for estimates of system modification efforts and schedule within five business days of receipt, unless specified in the CO (which may reduce that time frame) or for large project planning (may increase that time frame). The response should consist of a preliminary assessment of the effort (number of programmer and business analyst hours) required to complete the change by SDLC stage along with an Impact Analysis(IA) on other systems modules. Additionally, externally funded projects are to require additional staff and will run in parallel so as to not impact enhancement work.

	1224.
	GBR7.5
	DMS may or may not choose to pursue certain modification requests. For those DMS chooses to pursue, the Vendor should prepare a formal design estimate. This estimate will define the problem to be addressed; propose a solution; and specify an estimated level of effort (number of hours) and anticipated schedule required to design, code, test, and implement the change, then approve or revise the request, assign a priority to it, and establish an expected completion date. Additional services may be requested by DMSS and should be provided on a time and materials, per diem, or other mutually acceptable financial basis as negotiated by project or activity. These activities are anticipated to be in support of State health care initiatives, and may include clerical support to eliminate DMS backlogs and outreach efforts.

	1225.
	GBR7.6
	The Vendor should also be responsible for reporting monthly to DMS Project Managers all systems changes that have been implemented in the month. This monthly report also includes a three month projection of the CO requests to be implemented in each month. Major projects requiring more than three months to complete are to also be noted, with a status update on project milestones.

	1226.
	GBR7.7
	Vendor should maintain documented version control procedures that include the performance of regression tests whenever a code change or new software version is installed, including maintaining an established baseline of test cases to be executed before and after each update to identify differences.

	1227.
	GBR8.1
	All Kentucky Medicaid Enterprise documentation should follow DMS approved templates and formatting to ensure consistency.

COTS software packages with documentation provided from the vendor may be excluded provided the documentation meets DMS approval.

	1228.
	GBR8.2
	All documentation should be submitted to DMS for approval.

	1229.
	GBR8.3
	Deliverable documentation should be submitted to DMS in both hardcopy and electronic versions (Microsoft Word and PDF or other formats approved by DMS).

	1230.
	GBR8.4
	All documentation should be available on a central web based repository for access by the project staff.

	1231.
	GBR8.5
	Any documentation not approved by DMS should be corrected and resubmitted by the vendor within 15 calendar days of the transmittal date. The electronic version of the approved documentation should be posted to the project portal site within three workdays of DMS’s approval. The vendor is responsible for providing the copies requested by CMS.

	1232.
	GBR8.6
	The vendor should provide the staff necessary to manage the documentation tasks and responsibilities in the manner that meets or exceeds federal, State, and DMS requirements.

	1233.
	GBR8.7
	The vendor should incur all costs required to support documentation task, including facility, staffing, hardware and software costs, printing and distribution of related reports, forms, and correspondence.

	1234.
	GBR8.8
	Documentation should be organized in a format which facilitates updating and any revisions should be clearly identified.

	1235.
	GBR8.9
	Documentation should provide version control for all documentation to maintain historical document archives.

	1236.
	GBR8.10
	Documentation tools should provide ability to print pages, selections or entire manuals.

	1237.
	GBR8.11
	Documentation should include system, program, and application narratives that are written so that they are understandable by persons not trained in data processing.

	1238.
	GBR8.12
	Documentation should include data model charts and descriptions.

	1239.
	GBR8.13
	Documentation should include Metadata source, descriptions, parameters, and usage.

	1240.
	GBR8.14
	The vendor should provide training to vendor staff, State staff, and providers for any changes affecting these users prior to the implementation of a system change. 

	1241.
	GBR9.1
	The documentation should contain an overview of Medicaid Enterprise, including general system narrative, general system flow, a description of the operating environment, and multiple sets of hierarchical, multi-level charts that give a high, medium, and detail view of the system for both online and batch processes. The nomenclature used in the overview should correspond to the nomenclature used in the module documentation. All modules should be referenced, and documentation should be consistent across all modules.

	1242.
	GBR9.2
	Module level documentation, for each module, should contain:

1. Module name and numeric identification.

2. Module narrative.

3. Module flow, identifying each program, input, output, and file.

4. Job streams within each module, identifying programs, inputs and outputs, control, job stream flow, operating procedures, and error and recovery procedures.

5. Name and description of input documents, example of documents, and description of fields or data elements on the document.

6. Listing of the edits and audits applied to each input item including detailed edit logic, claims, provider types, and provider category of service’s affected, edit disposition, suspense and override data and the corresponding error messages.

7. Narrative and process specifications for each program.

	1243.
	GBR9.3
	Screen layouts, report layouts, and other output definitions, including examples and content definitions.

	1244.
	GBR9.4
	Listing and description of all control reports.

	1245.
	GBR9.5
	File descriptions, and record layouts, with reference to data element numbers, for all files, including intermediate and work files.

	1246.
	GBR9.6
	Listing of all files by identifying name, showing input and output with cross-reference to program identifications.

	1247.
	GBR9.7
	Facsimiles or reproductions of all reports generated by the modules.

	1248.
	GBR9.8
	Instructions for requesting reports should be presented with samples of input documents and/or screens.

	1249.
	GBR9.9
	Narrative descriptions of each of the reports and an explanation of their use should be presented.

	1250.
	GBR9.10
	Definition of all fields in reports, including a detailed explanation of all report item calculations.

	1251.
	GBR9.11
	Produce Desk Level Procedures for all departments and processes.

	1252.
	GBR9.12
	Documentation should include a data element dictionary that shows, for each data element:

1. Unique data element number.

2. Standard data element name.

3. Narrative description of the data element.

4. List of aliases or technical names used to describe the data element.

5. Cross-reference to the corresponding data elements in Part 11 of the State Medicaid Manual.

6. Listing of programs using the data element, describing the use as input, internal, or output.

7. Table of values for each data element.

8. Data element source.
9. List of files containing the data elements.

	1253.
	GBR9.13
	Documentation of Medicaid Enterprise should include application documentation, Release notes, data structures, Entity Relationship Diagrams (ERD), Physical and Logical data models, network diagrams, operations manuals, user manuals, training manuals, provider documentation, EDI companion guides, business rules, and all other documentation appropriate to the Medicaid Enterprise platforms, operating systems and programming languages.

	1254.
	GBR9.14
	System documentation should be updated accordingly with all programming changes and be part of the sign off process for change request approval.

	1255.
	GBR10.1
	User manuals should be written and organized so that users that are not data processing professionals can learn to access and interpret online screens.

	1256.
	GBR10.2
	User manuals should provide a base document upon which user training materials may be built.

	1257.
	GBR10.3
	User manuals should contain a table of contents and indices.

	1258.
	GBR10.4
	User manuals should be organized into logical segments and presented in a logical format. All online inquiry functions should be presented separately from updating instructions.

	1259.
	GBR10.5
	User manuals should be written in a procedural, step-by-step format.

	1260.
	GBR10.6
	All functions and supporting materials for file maintenance (for example, coding values for fields) should be consolidated by module and by file within the business functional area.

	
	GBR10.7
	Instructions for file maintenance should include both descriptions of code values and data element numbers for reference to the data element dictionary.

	1261.
	GBR10.8
	The user manual for each business functional area should contain illustrations of screens and input forms used in that business functional area, with all data elements on the screens and input forms identified by the name and number.

	1262.
	GBR10.9
	Instructions for entering online updates should clearly specify the screen to be used.

	1263.
	GBR10.10
	Descriptions of online error messages for all fields incurring edits should be presented with the corresponding resolution of the edit.

	1264.
	GBR10.11
	Definition of codes presented in various sections of a user manual should be consistent.

	1265.
	GBR10.12
	Mnemonics used on screens and reports, in instructions, and in the data element dictionary are to be consistent and identified.

	1266.
	GBR10.13
	User Manuals should include descriptions all reports generated within the system, which includes the following:
1.     A narrative description of each report.
2.     The purpose of the report.
3.     Definition of all fields in reports, including detailed explanations of calculations used to create all data and explanations of all subtotals and totals.
4.     Definitions of all user-defined report-specific code descriptions and a copy of representative pages of each report.
5.     Instructions for requesting reports or other outputs should be presented with examples of input documents and/or screens.
6.     Provide and maintain a detailed user manual for the ad hoc reporting capability. 
a.     Documentation should clearly define how to use the online request function, and should include examples of the types of reports that can be generated.

	1267.
	GBR11.1
	The software development documentation addresses all facets of the technical operation of the system. The purpose is to assist technical staff in operation and maintenance of the system. The procedures help define and provide understanding of system operations and performance. Software Development documentation includes detailed information in the following areas and other areas specified by DMS:

1. Application and database design and architecture.

2. Application start-up/shut-down procedures.

3. Application backup, recovery and restart procedures.

4. Database logical and physical organization and maintenance procedures. 

5. Application and system security features.

6. Audit and testing procedures.

7. System data input, error checking, error correction and data validation procedures.

8. Users help procedures and features.

9. System troubleshooting and system tuning procedures and features.

10. System administration functions such as code/business rule management.
11. Setting and changing of system User ID and password.

	1268.
	GBR11.1 (cont.)
	12. System interface processing (internal and external).
13. Online and batch processing.
14. Unique processing procedures.
15. Report generation procedures.
16. Job Scheduling and Cycles.
17. Change Control Process.
18. Configuration Management Process.
19. Additional areas defined by DMS.

	1269.
	GBR12.1
	The vendor should maintain books, records, documents, and other evidence pertaining to the administrative costs and expenses of the Contract to the extent and in such detail as should properly reflect all revenues, all costs, direct and apportioned, and other costs and expenses of whatever nature as relative to performance of contractual duties under the provisions of this Contract. The vendor’s accounting procedures and practices should conform to Generally Accepted Accounting Principles (GAAP), and the costs properly applicable to the Contract should be readily ascertainable.

	1270.
	GBR12.2
	The accounting system should maintain records pertaining to the tasks defined throughout this Contract and any other costs and expenditures made under the Contract, including correspondence between the parties to this Contract

	1271.
	GBR12.3
	Each month the vendor should provide to DMS a reconciliation of billed charges to expenses incurred with 100% accuracy, approved by DMS

	1272.
	GBR12.4
	The vendor should develop a cost allocation plan and document costs as required by federal regulations, policy, and procedures in a format acceptable to CMS and DMS's staff.

	1273.
	GBR12.5
	For work to be performed on an hourly reimbursement rate or cost reimbursement basis, the allowability of direct and indirect costs should be governed by federal regulation.

	1274.
	GBR13.1
	Unless the DMS specifies in writing a shorter period of time, the Prime should preserve and make available with no limitation all pertinent books, documents, papers, electronic files and records of the Vendor involving transactions related to the Contract for a period of seven years  from the date of expiration or termination of the Contract.

	1275.
	GBR13.2
	The Prime should agree that authorized federal, state, and department representatives should have access to and the right to examine retained records during the seven year post-Contract period or until resolution.

	1276.
	GBR13.3
	Complete and deliver to DMS an annual Report on Controls placed in operation and tests of operating effectiveness audit performed under Statement on Standards for Attestation Engagements (SSAE) No. 16, and Assurance Reports on Controls at a Service Organization (ISAE) 3402 Reporting on Controls at a Service Organization. DMS is to specify the audit reports and level of detail for the reports delivered to DMS each year. 
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